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Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical
Commission) form the specialized system for worldwide standardization. National bodies that are
members of ISO or IEC participate in the development of International Standards through technical
committees established by the respective organization to deal with particular fields of technical
activity. ISO and IEC technical committees collaborate in fields of mutual interest. Other international
organizations, governmental and non-governmental, in liaison with ISO and IEC, also take part in the
work. In the field of information technology, ISO and IEC have established a joint technical committee,
ISO/IEC]TC 1.
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Introduction

This document specifies the MPEG media transport (MMT) technologies for the transport and delivery
of coded media data for multimedia services over heterogeneous packet-switched networks including
internet protocol (IP) networks and digital broadcasting networks. In this document, “coded media
data” includes both timed audiovisual media data and non-timed data.

MMT is designed under the assumption that the coded media data will be delivered over a packet-
switched delivery network. Several characteristics of such delivery environment, such as non-constant

end-to-end delay of each packet from the sending entity to the receiving entity, have been taken into
consideration

For efficient and effective delivery and consumption of coded media data over packet;switdhed delivery
netwprks, this document provides the following elements:

— thelogical model to construct contents composed of components from varieus sources,|for example,
domponents of mash-up applications;

— the formats to convey information about the coded media data, to enable delivery layel processing,
uch as packetization;

(%)

— the packetization method and the structure of the packet fo)deliver media content jover packet-
witched networks supporting media and coding independent hybrid delivery oyer multiple
channels;

v

— the format of the signalling messages to manage deliyery and consumption of media cgntent.

© ISO/IEC 2017 - All rights reserved vii
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document specifies MPEG media transport (MMT) technologies, which."include a single

sulation format, delivery protocols and signalling messages for transport and
media data over heterogeneous packet-switched networks for multimedia servic
t-switched networks supported by this document include bidirectiodal networks suc
col (IP) networks and unidirectional networks such as digital breadcast networks ((
ot use the IP).

chnologies specified by this document belong to one of-three functional areas of
ssing unit (MPU) format, signalling messages and delivery-protocol.

IPU format specifies the “mpuf” branded [SO-based niedia file format (ISOBMFF) e
timed and non-timed media contents. The MPIXformat is a self-contained ISOBM
ing independent consumption of media data, which hides codec-specific details from
ion.

bignalling functional area specifies the~formats of signalling messages carrying

buration of media contents.

lelivery functional area specifies the payload formats that are independent of med
, which allow fragmentatign and aggregation of contents encapsulated as speci
ment for delivery using-packet-switched oriented transport protocols. The deliver
hlso provides an application layer transport protocol that allows for advanced deliv
nts.

2
The
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undafed references, the latest edition of the referenced document (including any amendme

ormative references
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h as Internet
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MMT: media
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FF structure
the delivery

information
ind delivery
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ery of media

heir content
applies. For
nts) applies.

ISO/IEC 14496-12:2015, Information technology — Coding of audio-visual objects — Part 12: ISO base
media file format

IETF

RFC 3986, Uniform Resource Identifier (URI): Generic Syntax, January 2005

3 Terms, definitions and abbreviated terms

3.1

Terms and definitions

For the purposes of this document, the following terms and definitions apply.
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ISO and IEC maintain terminological databases for use in standardization at the following addresses:

IEC Elec

— ISO Onli

3.1.1
access unit
AU

tropedia: available at http://www.electropedia.org/

ne browsing platform: available at http://www.iso.org/obp

smallest media data entity to which timing information can be attributed

3.1.2
asset
any multimg
multimedia

3.1.3
dependent §
asset (3.1.2)

3.14
encoding sy
unit of data

3.1.5
encoding sy
set of encodi

3.1.6
FEC code
algorithm fo

3.1.7
FEC encode

logical set o
flows (3.1.9)

3.1.8
FEC payloag
identifier th
(3.1.16)

3.1.9
FEC repair f
data flow ca

3.1.10

dia data entity that is associated with a unique identifier and that is used for build
bresentation

isset
for which one or more other assets are necessary for decoding of the contained media co

mbol
renerated by the encoding process

mbol block
ng symbols (3.1.4)

I encoding data such that the encoded dataflow is resilient to data loss

 flow
" flows that consists of an FEC source flow (3.1.11) and one or more associated FEC 1

| ID
ht identifies the contents of an MMTP packet (3.1.20) with respect to the MMT FEC sc

low
ryingrepair symbols to protect an FEC source flow (3.1.11)

ing a

ntent

repair

heme

FEC repair

acket

MMTP packet (3.1.20) along with repair FEC payload identifier (3.1.27) to deliver one or more repair

symbols (3.1

3.1.11
FEC source

.29) of a repair symbol block (3.1.30)

flow

flow of MMTP packets (3.1.20) protected by an MMT FEC scheme (3.1.16)

3.1.12
FEC source
MMTP packe

packet
t (3.1.20) protected by an FEC encoding
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3.1.13

media fragment unit

MFU

fragment of a media processing unit (3.1.14)

3.1.14

media processing unit

MPU

generic container for independently decodable timed (3.1.35) or non-timed data (3.1.25) that is media
codec agnostic

3.1.15
MMT]| entity
software and/or hardware implementation that is compliant to a profile of MMT

3.1.1p
MMT| FEC scheme
forward error correction procedure that defines the additional protocol aspects required to use an FEC
scherhe in MMT

3.1.1y
MMT] protocol

MMT|P

applitation layer transport protocol for delivering MMTP payload (3.1.22) over IP networkj

3.1.1B
MMT]| receiving entity
MMTlentity (3.1.15) that receives and consumes media'data

3.1.1p
MMT]| sending entity
MMTlentity (3.1.15) that sends media data te one or more MMT receiving entities (3.1.18)

3.1.2p
MMT|P packet
formatted unit of the media data-tobe delivered using the MMT protocol (3.1.17)

3.1.211
MMT|P packet flow
sequé¢nce of MMTP packets (3.1.20) with same MMT sending entity (3.1.19) and MMT redeiving entity
(3.1.18)

3.1.2p
MMT|P payload
formatted-unit of media data to carry Packages (3.1.26) and/or signalling messages using either the
MMTprotocol (3.1.17) or an Internet application layer transport protocols

EXAMPLE RTP.

3.1.23
MMTP session
single MMTP transport flow (3.1.24) that is used for certain period of time

3.1.24
MMTP transport flow
series of MMTP packet flow (3.1.21) delivered to the same destination

3.1.25
non-timed data
media data that do not have inherent timeline for the decoding and/or presenting of its media content

© ISO/IEC 2017 - All rights reserved 3
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logical collection of media data, delivered using MMT

3.1.27

repair FEC payload ID

FEC payload
3.1.28

ID (3.1.8) for repair packets

repair packet block

segmented s

et of FEC repair flow (3.1.9) which can be used to recover lost source packets

3.1.29

encoding sy

3.1.30

repair sym£ol

bol that contains redundancy information for error correction

repair symbol block

set of repair

3.1.31
source FEC
FEC payload

3.1.32
source pacK
segmented s

3.1.33
source sym
unit of data t

3.1.34
source sym
set of source

3.1.35
timed data
data that ha

3.1.36
asset delive
ADC
description 3

Note 1 to enty

symbols (3.1.29) which can be used to recover lost source symbols (3-1.33)

payload ID
/D (3.1.8) for source packets

et block
et of FEC source flow (3.1.11) that is to be protectéd as a single block

bol
o be encoded by an FEC encoding process

bol block
symbols (3.1.33) generated frotwa single source packet block (3.1.32)

inherent timeline information for the decoding and/or presentation of its media con

ry characteristics

ibout required quality of service (QoS) for delivery of assets (3.1.2)

yv: ADO1is represented by the parameters agnostic to a specific delivery environment.

fents

3.1.37

network abstraction for media
parameter that is used for an interface between media application layer and underlying network layer

3.2 Abbreviated terms

ADC
AL-FEC
ARQ
AU

asset delivery characteristics
application layer forward error correction
automatic repeat request

access unit

© ISO/IEC 2017 - All rights reserved
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AVC advanced video coding

CLI cross layer interface

CRI clock relation information

DCI device capability information
GFD generic file delivery

HRBM hypothetical receiver buffer model
HTTH hypertext transfer protocol
ISOBMFF [SO-based media file format
LA-FEC layer aware forward error correction
LR license revocation

LS license signalling

MPI media presentation information
MC measurement configuration
MFU media fragment unit

MMT MPEG media transport

MMTJP MMT protocol

MP MMT package

MPU media processing unit

MTU maximum transmission unit
MVC multi-view video coding

NAM networK abstraction for media
NTP network time protocol

PA package access

PID packet identifier

PTP precision time protocol

RAP random access point

RTP real-time protocol

SDP session description protocol

SI security information

SSWR security software request

SvC scalable video coding

© ISO/IEC 2017 - All rights reserved 5
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TCP transmission control protocol
TS transport stream

UDP user datagram protocol

URI uniform resource identifier
URL uniform resource locator
URN uniform resource name

UuID universally unique identifier
UTC coordinated universal time
XML extensible mark-up language

4 Conver]ltions
The followinlg convention applies in this document.

— The Big Endian number representation scheme is used.

5 Overview

This documént defines a set of tools to enable advanced:media transport and delivery services
tools spread| over three different functional areas: media-processing unit (MPU) format, deliver
signalling. Efven though the tools are designed to be-gfficiently used together, they may also be
independently regardless of the use of tools from the-other functional areas.

. The
y and
used

The media grocessing unit (MPU) functional area defines the logical structure of media conten, the

Package and|the format of the data units tg be processed by an MMT entity and their instantiation
media file format as specified'in ISO/IEC 14496-12. The Package specifies the compo
comprising the media content and the relationship among them to provide necessary informati
advanced dglivery. The format of data units in this document is defined to encapsulate the eng
media data for either storage orydelivery and to allow for easy conversion between data to be s
and data to lpe delivered (see Elauise 7).

The delivery functional area-defines an application layer transport protocol and a payload formaf.

application lpyer transport protocol defined in this document provides enhanced features for de
of multimedia data(when compared with conventional application layer transport protocolf
multiplexing and support of mixed use of streaming and download delivery in a single packet floy
9.2). The payload-format is defined to enable the carriage of encoded media data which is agnos

with
nents
n for
oded
tored

The
ivery
, e.g.
v (see
tic to

media types|and’encoding methods (see 9.3).

The signalling functional area defines formats of signalling messages to manage delivery and
consumption of media data. Signalling messages for consumption management are used to signal the
structure of the Package (see 10.3) and signalling messages for delivery management are used to signal

the structure of the payload format and protocol configuration (see 10.4).

A multimedia service may use any subset of the tools defined in this document according to its sp

ecific

needs. Furthermore, interfaces between protocols and standards defined by this specification and
those defined in other specifications can also be defined and used. Figure 1 illustrates the different

functions and their relationships to existing protocols and standards.

6 © ISO/IEC 2017 - All rights reserved
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Signalling messages
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@

i | :outofscope of ISO/IEC 23008-1 (examples)

| [ A‘\Q

Figure 1 — N&T functional areas, tools and interfaces

quired to gather;

ige that is prov

nding the Packagestto the MMT receiving entity as MMTP packet flows. The sendinf
@ﬁ a Package provider.

/I]&’lg)packet flow of such content is generated by using the associated transport ch
i i

.\Q
e 2 depicts the end-to-EGd\ architecture for this document. The MMT sending entity i§ responsible

entity may

ents from content providers based on the presentation informpation of the

kage pro@and content providers may be co-located. Media content is provided as an Asset
S segme@ into a series of encapsulated MMT processing units that forms a MMTP packet flow.

racteristics

ion. Signalling messages may be used to manage the delivery and the consumption|of Packages.

This document defines the interfaces between the MMT sending entity and the MMT receiving entity,
as well as their operations. The MMT sending entity shall conform to the sender operations as defined
in Clause 9.

© ISO/IEC 2017 - All rights reserved
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______________

Package
provider

MMT sending
7

entity

Asset

| MMTP

Asset, PI, etc. >

MMT signalling

MMT receiving
entity

_____________

Figure 2 — End-to-end architecture of MMT

An MMT recgiving entity operates at one or more MMT funictional areas. An exemplary MMT recgiving

entity architecture is shown in Figure 3.

The MMT protocol (MMTP) is used to receive and\.de-multiplex the streamed media based op the

packet id
carried and

and the payload type. The de-capsulation procedure depends on the type of payload that is
s processed separately and thus, is.aot shown here.

The presentption engine layer is responsible for setting up the multimedia scene and referencing the

content that

is received using the MMT protocol.
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Presentation engine

6 MMT data model

6.1

This
prota
deliv
protd
the M

The d
deliv
medi

File processor Media processor Signalling messages
processor
Generic object MPU Signalling messages
reconstruction reconstruction reconstruction
MMT protocol

I L&

i Delivery layer i

Figure 3 — Example‘of MMT receiving entity

General

flause introduces the logi¢al data model assumed for the operation of the MMT protog
col provides both streaming delivery and download delivery of coded media data. F
bry, MMT protocolassumes the specific data model including MPUs, Assets and Packa
col preserves thedata model during the delivery by indicating the structural relation
PU, Asset an&Package using signalling messages.

ollection ofthe encoded media data and its related metadata builds a Package. The Pac
bred from one or more MMT sending entities to the MMT receiving entities. Each piec
h data’of a Package, such as a piece of audio or video content, constitutes an Asset.

ol. The MMT
br streaming
be. The MMT
ships among

kage may be
e of encoded

An Assetis associated with an identifier which may be agnostic to its actual physical location or service
provider that is offering it, so that an Asset can be globally and uniquely identified. Assets with different
identifiers shall not be interchangeable. For example, two different Assets may carry two different
encodings of the same content but they are not interchangeable.

MMT does not specify a particular identification mechanism but allows the usage of URIs or UUIDs for
this purpose. Each Asset has its own timeline which may be of different duration than that of the whole
presentation created by the Package.

Each MPU constitutes a non-overlapping piece of an Asset, i.e. two consecutive MPUs of the same
Asset shall not contain the same media samples. Each MPU may be consumed independently by the
presentation engine of the MMT receiving entity.

© ISO/IEC 2017 - All rights reserved
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6.2 Package

As shown in Figure 4, a Package is a logical entity. A Package shall contain one or more presentation
information documents such as one specified in ISO/IEC 23008-11, one or more Assets and for each
Asset, an associated asset delivery characteristics (ADC). In other words, as processing of a Package is
applied per MPU basis and an Asset is a collection of one or more MPUs that share the same Asset ID.
It can be also considered that one Package is composed of one presentation information, one or more
MPUs and associated ADC for each Asset.

An Asset is a collection of one or more media processing units (MPUs) that share the same Asset ID.
An Asset contains encoded media data such as audio or video or a web page. Media data can be either
timed or non-timed:

MPU MPU |+ +| MPU

I
\
i
i Package i) A A :
: (3 | / /\ -
HE i 1
I I ; H \ v \,
: i | Presentation | 7 Asset™ “Asset ™ '
- . H /s 1
: { | information | dehvery dellvery o\ |
i P 5 / characterlstlcs‘\ characterlstlcs‘ 1
! 4 kY kY 1
: {\_t; :‘*-gq:__:‘_~~ //// !}‘\ |
I ' B L L ANV \ !
o” R T, #
i : =T T I T, A AN :
: ' -7 T A’r ------- A 1
]
i
I Asset Asset Asset ]
|
: |
1 1
1 ]
i ]
1 1
i 1
i 1
1 ]

Figure 4 —Overview of Package

Assets for gonsumption. The combination of HTML5 and composition information (CI) documents
specified in [SO/IEC 23008-11 is an example of P documents. In addition, media presentation description
(MPD) specified in ISO/IEC 23009-1 can also be used as PI document. A PI document may also belused
to determing¢ the delivery arder of Assets in a Package. A PI document shall be delivered either as one
or more signjalling messages defined in this document (see 9.3.3) or as a complete document by [some
means that is not specified in this document. In the case of broadcast delivery, service providers may
decide to cafousel Rkdocuments and determine the frequency at which carouseling is to be perforjmed.

Presentation] information (PI) documents specify the spatial and temporal relationship amo¥ the

Asset delivety:. characterlstlcs (ADC) shall prov1de the required QoS mformatlon for transmissjon of
Assets. Mult iated
with multiple ADCs. ThlS 1nformat10n can be used by the entity packetlzlng the Package to conflgure the
fields of the MM TP payload header and MMTP packet header for efficient delivery of the Assets.

ADC may provide information about an Asset that is relevant for the transport of that Asset.

NOTE Annex D contains a QoS management model for MMT.

6.3 Asset

An Asset is any multimedia data to be used for building a multimedia presentation. An Asset is a logical
grouping of MPUs that share the same Asset ID for carrying encoded media data. Encoded media data
of an Asset can be either timed data or non-timed data. Timed data are encoded media data that have
an inherent timeline and may require synchronized decoding and presentation of the data units at a
designated time. Non-timed data are any other type of data that do not have an inherent timeline for
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decoding and presenting of its media content. The decoding time and the presentation time of each item
of non-timed data are not necessarily related to that of other items of the same non-timed data. For
example, it can be determined by user interaction or presentation information.

Two MPUs of the same Asset carrying timed media data shall have no overlaps in their presentation time.

Any type of data which is referenced by the presentation information is an Asset. Examples of media
data types which can be considered as an individual Asset are audio, video, or a web page.

6.4 Media processing unit (MPU)

A—Preee Fre—tH S et tataHeemthatraybe AMHT entity and
med by the presentation engine independently from other MPUs.

ptization/de-
s for media-

Proce
packe
awar

ssing of an MPU by an MMT entity includes encapsulation/de-capsulation and packe
tization. An MPU may include the MMT hint track indicating the boundaries of MFU
b packetization.

ion.

Consyimption of an MPU includes media processing (e.g. encoding/decoding) and presentat

hller than an
data carried

acketization purposes, an MPU may be fragmented into data 4inits that may be smj3
s Unit (AU). The syntax and semantics of MPU are not dependerit’on the type of media
MPU.

For p
Acceg
in thg

MPU§ of a single Asset shall have either timed or non-timed media.

An M EG-4 AVC or

MPE(

PU may contain a portion of data formatted acconding to other standards, e.g. MP
-2 TS.

For any Asset with asset id X that depends‘on Asset with asset id Y, the m-th
Assef with asset id X and the n-th MPU.ofthe Asset with asset id Y shall be non
whenever m is not equal to n, i.e. no sample‘in the m-th MPU of Asset with asset id
the t{me interval defined by the sample’boundaries of the n-th MPU of Asset with as
Additionally, if the “sidx” box is present, the media intervals defined by the “sidx” box
overlppping, i.e. no media sample inthe k-th media interval (defined by the “sidx” box)

MPU of the
roverlapping

X is inside
set id Y.
thall be non-
in an MPU is

insid¢ the time interval defined bythe sample boundaries of the j-th media time intervall (defined by

the “§1dx” box) for 7 differentfrom k. In the absence of an “sidx” box, the concatenation
MPU pf Asset with asset 4d” Y with the j-th MPU of the Asset with asset id X wit
metaflata results in a valid MPU. When a “sidx” box is present, the concatenation of the
interyal (defined by thie Js idx” box) of the j-th MPU of Asset with asset id Y with the
interyal (defined by\the “sidx” box) of the j—th MPU of the Asset with asset id X f
metaflata of the MRU with asset id Y resultsina valid MPU.

A single MPU'shall contain an integral number of AUs or non-timed data. In other words, fo
a single AU shall not be fragmented into multiple MPUs. For non-timed data, a single MPU

of the j-th
hout its MPU
k-th media
k-th media
pllowing the

 timed data,
contains one

or mgrémnon-timed data items to be consumed by the presentation engine.

An MPU shall be identified by an associated Asset identification (asset id) and a sequence number.

An MPU that contains timed media shall have at least one stream access point (SAP) as defined in
ISO/IEC 14496-12:2015, Annex I. The first access unit of an MPU shall be a SAP (of SAP type 1, 2, or 3)
for processing by an MMT entity. For timed media, this implies that the first AU in the MPU payload
is always the first in decoding order. For the MPU containing the data formatted according to other
standards, the MPU payload starts with the information necessary for the processing of such a format.
For example, if an MPU contains video data, the MPU payload contains one or more groups of pictures
and the decoder configuration information is required to process them. For timed media data, the
presentation duration and the decoding order and the presentation order of each AU are signalled as
part of the fragment metadata. The MPU does not have its initial presentation time. The presentation
time of the first AU in an MPU is described by the PI document. The PI document specifies the initial
presentation time of each MPU. Figure 5 depicts an example of the timing of the presentation of MPUs
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from different Assets that are provided by the PI document. In this example, the Pl document specifies
that the MMT receiving entity shall present MPU #1 of Asset #1 and of Asset #2 simultaneously. At a
later point, MPU #1 from Asset #3 is scheduled to be presented. Finally, MPU #2 of Asset #1 and Asset
#2 are to be presented in synchronization. The specified presentation time for an MPU defines the
presentation time of the first AU in the presentation order of that MPU. If any “e1st” box is available,
the indicated offset shall be applied to the composition time of the first sample in the presentation
order of the MPU in addition to the presentation time provided by any presentation information. The
presentation time of every MPU shall be provided as part of the presentation information.

\ !

Asset #3
Asset #2 \
\ \ |
Asset #1 \ k
G \ e \\A (/Cﬁ
Presentation timeline t'

Figure 5 — Example of mapping MPUs to'the presentation timeline

An MPU that
defined in IS

contains non-timed media data may désignate one data item as the primary data it
0/1EC 14496-12:2015, 8.11.4.

Em as

6.5 Asset|delivery characteristics

6.5.1 General

The asset dg
delivery. Eag
an MMT sen
to which a
protocol agn
developmen
and abitst

livery characteristic (ADC) describes the QoS requirements and statistics of Asse
h Asset in a Package shall be associated with an ADC. The ADC for each Asset is us
ding entity to (derive the appropriate QoS parameters and the transmission parani
resource reservation and a delivery policy may apply. The ADC is represented

organizations, such as IETF, 3GPP, IEEE, etc. It consists of a QoS descriptor elg
reamydescriptor element. ADCis an XML file that conforms to the schema in 6.5.3
f ADC’is defined in B.2.

MIME type d

ts for
ed by
eters
in a

ostic formatto be generally used by QoS control service entity defined by other standard

ment
. The

6.5.2 ADC

descriptors

6.5.2.1 QoS descriptor

The QoS descriptor element defines required QoS levels on delay and loss for Asset delivery. It
consists of loss_ tolerance attribute, jitter sensitivity attribute, class of service
attribute and bidirection indicator attribute.

6.5.2.2 Bitstream descriptor

Thebitstream descriptor elementprovides the statistics of the Asset. It provides the parameters
to implement token bucket traffic shaping such as sustainable rate and buffer size. In addition, peak
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rate and maximum MFU size represent burstiness of the Asset as shown in Figure 6, where burstiness
is defined as a ratio between a peak rateand sustainable rate.

— buffer_size [bytes]
Bitrate [ // AT peak_rate [bits per sec]
[kbps] // '4/ /
L
g
------ o 44 ___.....__..sustainable_rate [bit per sec]
| |
7] Time [sec]

T— MFU_period [ms]

A max_MFU_size [Kbits] = MFU_period X peak.rate

Figure 6 — bitstream_descriptor depicted for a variable bit-rate of Asset

6.5.3] Syntax

<complexType name="AssetDeliveryCharacteristic">
sequence>
<element name="QoS descriptor", type="mmt:Q0S descriptorType" />
<element name="Bitstream descuiptor" type="mmt:Bitstream descriptorType[ />
/sequence>
</conplexType>

<comglexType name="QoS descripforType">

attribute name=" losstolerance " type="integer"/>
attribute name="jitter) sensitivity" type="integer"/>
attribute name="class of service" type="boolean"/>
attribute name="kidrection indicator" type="boolean"/>
</conplexType>

<comglexType nam&s"Bitstream descriptorType">
choice>
<confplexType name="Bitstream descriptorVBRType">
<attribute name="sustainable rate" type="float"/>
<attribute name="buffer size" type="float"/>
<attribute name="peak rate" type="float"/>

attribute name="max MFU size" type="integer"
<attribute name="mfu period" type="integer"/>
</complexType>

<complexType name="Bitstream descriptorCBRType">
<attribute name="peak rate" type="float"/>
<attribute name="max MFU size" type="integer"/>
<attribute name="mfu period" type="integer"/>
</complexType>
</choice>
</complexType>

© ISO/IEC 2017 - All rights reserved 13


https://iecnorm.com/api/?name=94d7691c29a689f0baf7e898c40bd684

ISO/IEC 23

008-1:2017(E)

6.5.4 Semantics

loss_tolerance - indicates the required loss tolerance of the Asset for the delivery. The value of the

loss tole

rance attribute is listed in Table 1.

Table 1 — Value of loss_tolerance attribute

Value Description
0 This Asset requires lossless delivery.
1 This Asset allows lossy delivery.

Jjitter se

nsitivity - indicates the required jitter level of the underlying delivery netwol

'k for

the Asset delivery between end-to-end. The value of the itter sensitivity attribute is\isted in
Table 2.
Table 2 — Value of jitter_sensitivity attribute
Vallue Description
D This Asset requires the preserve time variation between MMTR packets.
il This Asset does not require the preserve time variation between MMTP packets.
class_of [|service - classifies the services in different classes and-manages each type of bitsfream

in a particu
bitstream in|

ar way. For example, media aware network element-(MANE) can manage each ty
a particular way. This field indicates the type of bitstream attribute as listed in Tablg

Table 3 — Value of class_of_service attribute

Vajlue

Description

The constant bit rate (CBR) service'class shall guarantee peak bit rate at any time
to be dedicated for transmission.@fithe Asset. This class is appropriate for real-time
services which require fixed hit@ate such as VolP without silence suppression.

The variable bit rate (VBR)service class shall guarantee sustainable bit rate and
allow peak bit rate for the Asset with delay constraints over shared channel. This
class is appropriate fof ;most real-time services such as video telephony, video
conferencing, streaming service, etc.

Bidirecti
delivery is n

on indicator -dfiset to “1”, bidirectional delivery is required. If set to “0”, bidirect
bt required.

pe of
| 3.

ional

Bitstrean| descrip&oxVBRType - when class_of service is “17,
“Bitstreap descriftorVBRType” shall be used for “Bitstream descriptorType”.
Bitstrean descriptorCBRType - when class of service is “0”
“Bitstreap @escriptorCBRType” shall be used for “Bitstream descriptorType”.

sustainable rate - defines the minimum bit rate that shall be guaranteed for continuous delivery
of the Asset. The sustainable rate corresponds to the drain rate in the token bucket model. The
sustainable rateis expressed in bits per second.

buffer size - defines the maximum buffer size for delivery of the Asset. The buffer absorbs excess
instantaneous bit rate higher than the sustainable rateandthebuffer size shallbelargeenough
to avoid overflow. The buffer size corresponds to bucket depth in the token bucket model. The
buffer size ofaconstantbitrate (CBR) Assetshall be zero. The buffer sizeisexpressed inbytes.

peak rate - defines the peak bit rate during continuous delivery of the Asset. The peak rateisthe
highest bit rate during every MFU period. The peak rate is expressed in bits per second.
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MFU period - defines the period of MFUs during continuous delivery of the Asset. The MFU period
is measured as the time interval of sending time between the first byte of two consecutive MFUs. The
MFU periodis expressed in millisecond.

max MFU size - indicates the maximum size of MFU, which is MFU period*peak rate. The
max MFU size is expressed in bytes.

6.6

6.6.1

Bundle delivery characteristics

General

The Bundle delivery characteristics (BDC) describe the QoS requirements and statistics d
for delivery. Each Bundle in a Package shall be associated with a BDC. The BDC for“ea
used|by an MMT sending entity to derive the appropriate QoS parameters and) the {
parameters to which a resource reservation and a delivery policy may apply. The BDC is re
a profocol agnostic format to be generally used by QoS control service entity défined by ot

deve
and 4

6.6.2

6.6.2

The (
consi
attrih

6.6.2
The

pment organizations, such as IETF, 3GPP, IEEE, etc. It consists of a §os’ descrip
bitstream descriptor elementas defined in ADC.

BDC descriptors

1 Qos descriptor

oS _descriptor element defines required QoS lévels on delay and loss for Bundl
sts of the 1oss tolerance attribute, jitter sgnsitivity attribute, class o
uteand bidirection indicator attribute.

2 Bitstream descriptor

pitstream descriptor elementyprovides the statistics of the Bundle. It

f the Bundle
th Bundle is
ransmission
presented in
her standard
tor element

e delivery. It
f service

rovides the

parameters to implement token buckét<traffic shaping such as sustainable rate and buffer size. In

addit
defin

6.6.3
<?xm]
<XS:9

Bund]

ion, peak rate and maximum MEU size represent the burstiness of the Bundle where
bd as aratio between apeak rate and sustainable rate.

Syntax
version="1.0" ehecding="UTF-8"?>
chema xmlns:xsz“http://www.w3.0rg/2001/XMLSchema”targetNamespace="mmt">
xs:elementenName="BundleDeliveryCharacteristic" type="mmt:
eDelivery@haracteristicType">
<xd:attribute name="MMT package id" type="xs:string”/>

/xs:edament>

x5¢gomplexType name="mmt:BundleDeliveryCharacteristicType">

burstiness is

ecuenca
=T

<xs:element name="Bundle" type="mmt:BundleType"

minOccurs="1" maxOccurs="unbounded"/>

</xs:sequence>

</xs:complexType>

<xs:complexType name="mmt:BundleType">

<xs:sequence>

<xs:element name="Element Asset id" type="asset id T" minOccurs="1">
<xs:attribute name="Intra Bundle Priority" type="xs:integer”/>

</xs:element>
</xs:sequence>

<xs:element name="Bundle QoS descriptor" type="mmt:QoS descriptorType”/>

<xs:element name="Bundle Bitstream descriptor" type="mmt:Bitstream

_descriptorType”/>

<xs:attribute name="Bundle id" type="xs:integer”/>
<xs:attribute name="Inter Bundle Priority" type="xs:integer”/>

© ISO/IEC 2017 - All rights reserved
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</xs:complexType>

<xs:complexType name="mmt:QoS descriptorType">

<xs:attribute
<xs:attribute
<xs:attribute
<xs:attribute
<xs:attribute
</xs:complexType>

name="loss_ tolerance" type="xs:integer”/>
name="jitter sensitivity" type="xs:integer”/>
name="class of service" type="xs:boolean”/>
name="distortion levels" type="xs:integer”/>
name="bidrection indicator" type="xs:boolean”/>

<xs:complexType name="Bitstream descriptorType">

<xs:choice>

<xs:complexType name="Bitstream descriptorVBRType">

<xs:attribute name="sustainable rate" type="xs:float”/>
:attribute name="buffer sjize" type=" float”

</lxs:choice>
</xs:complexType>
</xs:schemap>
</xml>

6.6.4 Semantics

loss_tolerance - indicates the required loss toleranceof the Bundle for the delivery. The va

<xs:attribute name="peak_rgte" type="xs:float” />
<xs:attribute name="max MFU size" type="xs:integer”/>
<xs:attribute name="mfu period" type="xs:integer”/>

</xs:complexType>
<xs:complexType name="Bitstream descriptorCBRType">

<xs:attribute name="peak rate" type="xs:float”/>
<xs:attribute name="max MFU size" type="xs:integ&m/>
<xs:attribute name="mfu period" type="xs:integelr”y/>

</xs:complexType>

the loss tplerance attribute is listed in Table 4.

Table 4 — Value of loss_tolerance attribute

Vallue Description
D This Bundle requires lossless'delivery.
i This Bundle allows lossyydelivery.

ue of

jitter sensitivity - indicatesthe required jitter level of the underlying delivery network for the

Bundle deliyfery between end-tesend. The value of the jitter sensitivity attribute is list

Table 5.

Table 5 — Value of jitter_sensitivity attribute

Vallue Description
D This Bundle requires the preserve time variation between MMT protocol packets.
T This Bundle doesnotrequire the preserve time variation bebween MM protgeol
packets.

ed in

class_of service - classifies the services in different classes and manages each type of bitstream
in a particular way. For example, MANE can manage each type of bitstream in a particular way. This
field indicates the type of bitstream attribute as listed in Table 6.

16
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Value Description

The constant bit rate (CBR) service class shall guarantee peak bit rate at any time to

conferencing, streaming service, etc.

0 be dedicated for transmission of the Bundle. This class is appropriate for real-time
services which require fixed bit rate such as VoIP without silence suppression.
The variable bit rate (VBR) service class shall guarantee sustainable bit rate and
1 allow peak bit rate for the Bundle with delay constraints over a shared channel.

This class is appropriate for most real-time services such as video telephony, video

Bidireetion—indiecateor—Hsetto—1 bidirectonal-deliveryisreqtiredHsette—05bidirectional
delivery is not required.

Bitdtream descriptorVBRType - when class of servite is “17,
“Bitptream descriptorVBRType” shall be used for “Bitstream descriptorTypg”.

Bitdtream descriptorCBRType - when class_of_@efvice is “0”,
“Bitptream descriptorCBRType” shall be used for “Bitstream destriptorTypg”.
sustlainable rate - defines the minimum bit rate that shall be glaranteed for continjous delivery
of th¢ Asset. The sustainable rate corresponds to the drain.rate in the token buckef model. The

sust

buff
insta
enou
The &
in by

peak
the h

MFU |
is me
MFU |

max |
max |

MMT |
chard

Elen

Bund

ainable rate is expressed in bytes per second.

er size - defines the maximum buffer size for delivery of the Bundle. The buffer ab
htaneous bit rate higher than the sustainablefrate and the buffer size sl
bh to avoid overflow. The buffer size corresponds to bucket depth in the token b
uffer size of aconstant bit rate (CBR) Bundle shall be zero. The buffer size
es.

rate - defines the peak bit rate during continuous delivery of the Bundle. The pg
ghest bit rate during every MFU perndiod. The peak rate is expressed in bytes per

period - defines the period of MEUs during continuous delivery of the Bundle. The M
asured as the time interval of<sending time between the first byte of two consecutiv
period is expressed in millisecond.

MFU size - indicates-the maximum size of MFU, which is MFU period*pea}
MFU_ size is expre§sed in byte.

package id (= this field is a unique identifier of the Package. This BDC descri
cteristics of all the possible Bundles within the scope of this package.

ent AgSet id -isanidentifier of asset which is an element of current bundle.

le (id - is anidentifier of the bundle which distinguishes bundles within the packag

sorbs excess
hall be large
ticket model.
is expressed

ak rate s
second.

FU period
e MFUs. The

rate. The

pes delivery

e.
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ranges from “0” (highest) to “12” (lowest).

undle, which

Inter Bundle Priority - definesthe relative priority level among bundles, which ranges from “0”

(high

est) to “12” (lowest).

7 ISOBMFF-based MPU

7.1

General

An MPU shall be a conformant ISOBMF file that is generated according to the rules in 7.2. The sequence
number and Asset ID of the MPU are provided in the “mmpu” box to uniquely identify the MPU
encapsulated in the file. Additionally, in case of timed media, a “sidx” box may be present to index
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movie fragments comprising the MPU. The “moov” box shall contain all codec configuration information
for decoding and presentation of media data.

Timed media data are stored as track of the ISOBMFF (a single media track is allowed). Non-timed media
are stored as part of metadata in an ISOBMFF. Figure 7 depicts two examples of MMT encapsulation,
one for timed and the other for non-timed media. For packetized delivery of MPU, an MMT hint track
provides the information to convert encapsulated MPU to MMTP payloads and MMTP packets.

ftyp ftyp
mmpu mmpu
moov moov
media MMT MMT hinttrack
track hint track
moof meta
mdat
item
) item
a) MPU with timed media b) MPU with non-timed media

Figure 7 — Examples of MPU encapsulation

7.2 MPU brand definition

The brand “mpuf” (MPU file) defined in this document identifies files that conform to the encapsulation
rules for MPU. The “mpuf” brand requires the support of the “i som” brand. Support to the other brand,
such as the “dash” brand as defined in ISO/IEC 23009-1:2014, 6.3.5.2, may be indicated.

An MPU file is composed of a set of metadata boxes that enables the MPU to be self-contained. An MPU
file shall contain “ftyp”and “moov” boxes, should contain an “mmpu” box, and may optionally contain
a “sidx” box, all of which are part of the MPU metadata. Other boxes are allowed but will be ignored if
the parser does not recognize them.
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The “moov” box shall contain at most one media track and may contain MMT hint tracks for MFUs. The
tracks in the “moov” box shall contain no samples to ensure small overhead (i.e. the entry count
in the “stts”, “stsc” and “stco” boxes shall be set to “0”). The “mvex” box shall be contained in the
“moov” box for the file storing an MPU with timed media data to indicate that the movie fragment
structure is used. The “mvex” box also sets default values for the tracks and samples of the following

movie fragments.

Additionally, an “mmpu” box should occur at the file level and the following rules including orders of

boxes shall be applied.

a) If present, the “mmpu” box should be placed right after “ft yp” box.

b) Hor timed media data, zero or more “sidx” boxes may be present in the file and if present, they
shall index the movie fragments that build the current MPU.

In adglition to the box orders, the following restrictions shall be applied to the “mpu£” brand.

a) The maximum number of independent (e.g. empty “t re £” box) media tra¢ksin this file[shall be one.
Additionally, tracks with non-empty “tref” box (e.g. hint track or SVE/SHVC enhan¢ement layer
tracks) may be available.

b) Hor timed media data, the file shall have at least one movie fragnient.

c) Hor non-timed media data, one “meta” box shall be presentat the file level and shal] contain the
non-timed media items of the MPU.

d) If present, an Edit List Box (“e1st”) shall only proyide an initial offset.

e) HRuns of sample data shall be placed in “mdat” bex; in decoding order and without any pther data in
hetween runs.

f)  Any sample auxiliary data, as describedby “saio” and “saiz”, shall be placed at the peginning of
the “mdat” boxes, before any sample data.

g) Any hint data shall be placed after sample data in the “mdat” (or in another mdat|placed after
sample data) so as not to change:sample offsets between before and after transmission.

A “t{dt” box should be presentinside the “traf” box of each movie fragment to provide the decode

time pf the first sample of the'movie fragment in decoding order.

If anyf “e1st” box is available, the indicated offset shall be applied to the composition timle of the first

samplle in the presentation order of the MPU in addition to the presentation time proyided by any

presgntation information.

Time[ media(data are stored as a track of the ISOBMFF and indexed by the “moov” and “mdo£” boxes in

a fully backward-compatible manner. An MMT hint track guides the MMT sending entity ih converting

the fite éneapsulating MPU into a packetized media stream to be delivered using a transport protocol

such as'the MMT protocol

Non-timed media data are stored as metadata items that are described by a “meta” box. The “meta”
box shall appear at the file level. Each file of the non-timed media data shall be stored as a separate
floating item of the MPU, i.e. it shall not be contained by any box and shall appear after any boxes of the
MPU. The entry point to the non-timed media shall be marked as the primary item of the “meta” box
(see ISO/IEC 14496-12:2015, 8.11.4).

7.3 MPU box

7.3.1 Definition

Box type: “mmpu”
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Container: File

Mandatory: Yes

Quantity: One or more

The media processing unit (“mmpu”) box contains the Asset identifier of the Asset to which the current
MPU belongs, as well as other information of the current MPU. The Asset identifier is used to uniquely
identify the Asset globally. The MPU information includes the sequence number of the MPU in the
corresponding Asset.

When it is required to store the ADC together with MPU, it shall be stored in the “meta” box at the file

level and its
the item tha

7.3.2 Syni
aligned (8)

extends

unsigned
unsigned
unsigned

unsigned

AssetIdd

aligned (8)
unsigned
unsigned
unsigned

7.3.3 Sem

1s comple
being gener3
mpu_seque
an Asset, th
sequence nu

asset id |

presence shall be indicated through the "is adc present” tlag and the MIME ty
stores the ADC.

axX

class MPUBox

FullBox ('mmpu', version, 0){

int (1) is complete;

int (1) is adc present;

int (6) reserved;

int (32) mpu sequence number;
Intifier () ;

class AssetIdentifier ({

int (32) asset id scheme;

int (32) asset id length;

int (8) asset id value[asset && length];
antics

te - indicates whether this MPU has all the media samples and MFUs or not (e.g. whe|
ted from live content).

nce numpb&x - contains the sequence number of the current MPU. For the first M
e sequenceinumber shall be “0” and it is incremented by “1” for each following MPU
mber issunique within an Asset.

pe of

n it is

PU in
. The

S are

s&lieme - identifies the scheme of Asset ID used in asset id value. Valid schemg

listed in Tab!
scheme-leng

th-value and not to define a new identification scheme.

Table 7 — Value of asset_id_scheme

N T 1 4 HPA | e L2 4oy £ 4 PR P P A |
C 7. TTHTIT AI'TIIIdITy SUIITIIITS TU TAPITSS TUTIILITICAUIUIT U CUTITTIIL TU IS TTCUHHITITITUTU to use

Value Description
0x00000000 UUID (universally unique identifier)
0x00000001 URI (uniform resource identifier)

asset id length -thelengthofasset id value.

asset id value - contains identifier for the Asset. Format of the value in this field is specific to the
value in the asset id scheme field.
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is adc present - indicates whether the ADC is present as an XML box in a “meta” box. The MIME

type

of the ADC file as defined in B.2 shall be indicated in an item information box “i inf”.

8 MMT hint track

8.1

General

An MMT hint track provides an MMT sending entity with hints for the fragmentation of an MPU into
MFUs. An MFU enables media-aware fragmentation of an MPU for transportation purposes. One or
more MFUs may then be used to build an MMTP payload. Media data in the MPU are extracted and put

Each
the M
hint s

If fra
An M

8.2

8.2.1
MMT

8.2.2

aliogy
ur]
un]
ur
ur
ur]
un]

Ssending entity.

MT hint track also provides hints for extracting and building of MFUs fer encapst
MTP payload format. An MMTP payload may contain either MPU metadata, fragme
e or more MFUs. MPU metadata shall include the “ftyp” and “mday” boxes, should
1" box, and may include “sidx” and other boxes.

MFU is composed of a header and the associated media data,"\The MFU header shall
[FU hint sample and the media data is a copy of the media data that is referenced
ample.

bmentation is not required, the hint track may be pnjitted.

FU is delivered in an MMTP payload of an MMTP packets.

Sample description format

Definition

hint tracks are hint tracks with-an entry format in the sample description of “mmth” |
Syntax

ed (8) class MMTHintSampleEntry () extends SampleEntry ('mmth') {

signed int (16) (Ainttrackversion = 1;

signed int (1§) ;highestcompatibleversion = 1;

signed int (&6)" packet id;
signed ip&(d¥) has mfus flag;
signed A0 (1) is timed;
signed\Mnt (6) reserved;

nding entity

lation using
nt metadata,
| include the

be a copy of
by that MFU

POX:

8.2.3

Semantics

packet id-isaunique identifier for the Asset for which this hint track applies.

has mfus flag - is a flag indicating whether the MPUs are fragmented into MFUs or not. If this flag
is set to FALSE, the hint track applies to the complete MPU, i.e. each track fragment will have a single

samp

le. Otherwise, each hint sample applies to an MFU.

is timed - indicates whether the media data hinted by this track is timed data or non-timed data.
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8.3 Sample format

8.3.1 Definition

Each media sample will be assigned to one or more MFUs. Each sample of the MMT hint track will
generate one or more MFUs. The hint sample may omit certain bytes of an MFU if deemed redundant,
such as the length field of a NAL unit in the case of AVC or HEVC video bitstreams.

8.3.2 Syntax

aligned(8) class MMTHSample {

unsigned int (32) sequence number;
if (is_tlimed) {
signeld int (8) trackrefindex;

unsigned int(32) movie fragment sequence number
unsigned int (32) samplenumber;

unsignhed int (8) priority;

unsigned int (8) dependency counter;

unsigned int (32) offset;

unsigned int (32) length;

multiflayerInfo() ;

} else {
unsigned int (16) item ID;
}

aligned(8) |class multilLayerInfo extends Box ("muli") {
bit (1) multilayer flag;
bit (7) yeservedl;

if (multilayer flag==1) {
bit (3) dependency id;
bit (1)) depth flag;
bit (4]) reservedl;
bit (3) temporal id;
bit (1) reserved2;
bit (4) quality id;
bit(¢) priority id;
bit (1J0) view id;

}

else{

bit(¢) layer id;
bit (3) temporal idf
bit (7)) reserved3}

8.3.3 Semantics

sequence number - an integer number that indicates the sequencing order of this MFU within the
MPU. Discontinuity of sequence numbers in an MPU is allowed to indicate that certain MFUs (whose
sequence number was not in the sequence) were not processed after packetization of MPU. Examples of
MFU processing are delivery and caching by underlying network entity:.

movie fragment sequence number - is the sequence number of the movie fragment
to which the media data of this MFU belongs (see ISO/IEC 14496-12:2015, 8.8.5). The
movie fragment sequence number in an MPU must start by “1” for the first movie fragment of
the MPU and shall be incremented by “1” for every succeeding movie fragment in that MPU.

trackrefindex - the ID of the media track from which the MFU data is extracted.

22 © ISO/IEC 2017 - All rights reserved


https://iecnorm.com/api/?name=94d7691c29a689f0baf7e898c40bd684

ISO/IEC 23008-1:2017(E)

samplenumber - the number of the sample from which this MFU is extracted. Sample number n points
to the n-th sample from accumulated samples of the current movie fragment. The sample number of
the first sample in the movie fragment is set to “1” (see ISO/IEC 14496-12:2015, 8.8.8).

item ID - for non-timed media data, this is the ID of the item that is contained in this MFU.
priority - indicates the priority of the MFU relative to other MFUs within an MPU.

dependency counter - indicates the number of MFUs whose decoding is dependent on this MFU.
The value of this field is equal to the number of subsequent MFUs in the order of sequence number
that may not be correctly decoded without this MFU. For example, if the value of this field is equal to n,
then n subsequent MFUs may not be correctly decoded without this MFU.

offget - the offset of the media data contained in this MFU. The offset base is the beginning of the
contdining “mdat” box. MFU shall be placed at the position that offset indicates.

lendth - the length of the data corresponding to this MFU in bytes.

mulfilayer flag-when setto “1”, this flag indicates that detailed multi-layer informatipn is present
in this box.

depgndency id - dependency identification of this MFU. If the valde of this field is a nop-zero value,
then the data associated with this sample enhance the video by ofie'or more scalability levels in at least
one direction (temporal, quality or spatial resolution).

depyh flag - when set to “1”, this flag indicates that the gien MFU conveys the depth datp of video.

quallity id - quality identification of this MFU. If this’field contains a non-zero value, then the data
assodiated with this sample enhance the video by ohe or more scalability levels in at least qne direction
(temporal, quality or spatial resolution).

pridqrity id - priority identification of this MFU. If the value of this field is non-zer¢ value, then
the dpta associated with this sample enhance the video by one or more scalability level in at least on
direcfion (temporal, quality or spatial resélution).

temgdoral id - temporal identification of this MFU. If the value of this field is a non-zerp value, then
the dpta associated with this sample enhance the video by one or more scalability levels in at least one
direction (temporal, quality er spatial resolution).

view id - view identification of this MFU. If the value of this field is a non-zero value, then the data
assodiated with this sanmple enhance the video by one or more scalability levels in at least qne direction
(temporal, quality or.spatial resolution).

laygqr id - _indicates the identification of a scalable layer whose information aboyt scalability
dimepsions is.provided in initialization information.

9 RacKketized delivery of Package

9.1 General

This clause specifies an application layer transport protocol (the MMT protocol) for packetized delivery
of Packages and defines the MMTP payload format.

NOTE For non-packetized delivery of Packages, e.g. using other file delivery protocols, the MMTP payload
format and MMT protocol are not required.

The MMT protocol is an application layer transport protocol supporting delivery of Packages over
heterogeneous packet-switched delivery networks, including IP-based network environments. The
MMT protocol provides enhanced features for delivery of Packages such as protocol level multiplexing,
which, for example, enables various Assets to be delivered over a single MMTP packet flow, and
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delivery timing model independent of presentation time to adapt to a wide range of network jitters and
information to support quality of service (QoS).

MMT provides a generic media streaming solution that supports the transport of different media types
and codecs. For this purpose, MMT defines a transport protocol, MMTP, that is designed to support a
limited set of payload types agnostic to the media type or coding format but providing information
serving the needs of different multimedia delivery services.

The MMTP payload format is defined as a generic payload format for the packetization of media data
components of a Package. It is agnostic to media codecs used for encoded media data, so that any type of
media data that are encapsulated as an MPU can be packetized into MMTP. The MMTP payload format

ls a]so used O par‘l{nh’7n Clg“ﬂ]]l“g mpccngnc Thﬂ MMTD p:\y]nqr’] fnrmnf :!]cn Cllppf\?‘fc ﬁ':\gmnhfat]on

and aggregation of data to be delivered.

d for
mode
ming
ex C),

MMTP supp
packetized 5
allows for flg
support datg
repair data g

brts both streaming and download modes, where the streaming mode is optimize
treaming of ISO-based media file formatted files (MPU mode) and the download
xible delivery of generic files (GFD mode). In addition, MMTP enables delivery of stred
such as application layer forward error correction (AL-FEC) (in accordance with Ann|
nd signalling messages.

9.2 MMT protocol

9.2.1 Gengral
The MMT pr
transport P
supports sey
indication. T
data more ef
In this docu
as specified

pbtocol is an application layer transport protocol that is designed to efficiently and re]iably
ickages. The MMT protocol can be used for bgth' timed and non-timed media ddta. It
reral enhanced features, such as media multiplexing, network jitter calculation, angl QoS
hese features are designed to deliver content.composed of various types of encoded media
ficiently. The MMT protocol may run on top of existing network protocols, e.g. UDP apnd IP.
ment, the carriage of the data formattediin a format other than the MM TP payload fgrmat
n 9.3 is not defined.

btocol is designed to support a wide variety of applications and does not specify conggstion

pestion control is left to implementation.

The MMT pr
control. Con

The MMT pr
over a single
receiving en
large delay

ptocol supports the multiplexing of different media data such as MPUs from various A

MMTP packet flow. It delivers multiple types of data in the order of consumption t
fity to help synchrenization between different types of media data without introdu
r requiring largé buffer. The MMT protocol also supports the multiplexing of medi3

ssets
o the
ing a
data

and signalling messages within a single packet flow.

ation
two

A single MMTP payload-shall be carried in only one MMTP packet. Fragmentation and aggreg
are only pr¢vided by/the payload format and not by MMTP itself. The MMT protocol definej
packetization medes, generic file delivery (GFD) mode as specified in 9.3.3 and MPU mode as spetfified
in 9.3.2. Thq GFD mode 1dent1f1es data unlts usmg thelr byte p051t10n 1n51de a transport ob]ecl The
MPU mode identtifte : : dtapos . vy tocol
supports mixed use of packets Wlth two dlfferent modes in a smgle dellvery session. A smgle packet
flow of MMT packets can be arbitrarily composed of payloads with two types.

The MMT protocol also provides means to calculate and remove jitter introduced by the underlying
delivery network, so that constant end-to-end packet delivery delay can be achieved. By using the
timestamp field in the packet header, jitter can be precisely calculated without requiring any additional
signalling information and protocols.

The MMT protocol provides priority-related information to enable underlying network layers or
the intermediate network entities to map the priority information in the MMTP packet header such
as type of bitrate, delay sentivity, transmission priority and flow label to the
network protocol according to predetermined priority mapping policy to support the flow control for
MMTP packet delivery. For example, when DiffServ (IETF RFC 2474) is used, this priority information
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may be used to set the 6-bit DSCP value of the DS field in the IP header. The underlying network entity
supporting Diffserv shall then process the IP packets according to the mapping defined by the priority-
related information in the MMTP packet header.

9.2.2

Structure of an MMTP packet

The packetization of an MPU that contains timed date is performed in a format aware mode. The type
filed of the MM TP packet header is set according to Table 9 (V=0) and Table 10 (V=1) to indicate that the
packetization is format aware and that the packet will be delivering using the MPU mode. An MPU can
also be delivered in a format agnostic mode using the GFD mode as described in 9.3.3

Figur

Note
protd
the L

e 8amd Figure Sittustrate the structure of amr MM TP packetof versiomr amd version 1;

0 1 2

01234567890123456789012345¢697,829
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|V=0|C|FEC|r|X|R|RES| type | packet id

i e e e s i i T e e o o e S e S T T T T e e e e (s s s i b

| timestamp

i e e e e e e e e e e e e e e e e e e e e s dak e El e el i

packet sequence number
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packet counter
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header extensitn

payload data
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source_ FEC\payload ID
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Figure 8 — Structure of MMTP packet (V = 0)

that MMTP does not provide an-indication of the packet length and relies on lower 1
cols to do this. For example;;when using MMTP over UDP, the MMTP packet length is
bngth field of the UDP datagram.
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Figure 9 — MMTP packet header, payload and footer (V=1)
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9.2.3 Semantics

version (
to “00” to co

NOTE

packet counter flag

present.

FEC type

V:
mply with this document and “01” for QoS support.

If version is set to “01”, the length of type is set to 4 bits.

(C:

(FEC:

MMTP packets. Valid values of this field are listed in Table 8.

2 bits) -indicates the version number of the MMTP protocol. This field shall be set

1 bit)-“1"in this field indicates that the packet counter field is

2 Dbits) - indicates the type of the FEC scheme used for error protection of

Table 8 — FEC_types

Value Description
0 MMTP packet without source_FEC_payload_ID field
1 MMTP packet with source_FEC_payload_ID field
2 MMTP packet for repair symbol(s) for FEC Payload Mode,0
(FEC repair packet)
3 MMTP packet for repair symbol(s) for FEC Payload Mode 1
(FEC repair packet)

NOTE If
this MMT pac

reserved

extension
field is prese

RAP flag
Access Point
the data typ

reserved

Compressij
indicate whe
set to “1”, thq

Indicaton
header will 1
a reference.

later used ag

FEC_type is set to 0, it indicates that FEC is not applied to thissMMT packet or that FEC is app
ket without adding source_FEC_payload_ID.

(r: 1 bit) -reserved for future use.

| flag (X: 1 bit) - when setto “1”, this/flag indicates that the header exten
nt.

R: 1 Dbit) - when set to “1”, this*flag indicates that the payload contains a Ra

(RAP) to the data stream of that.data type. The exact semantics of this flag are defin|
P jtself.

(RES: 2 bits) -reserved for future use.

on flag (B: 1 pit) - this field is added at the beginning of the header in org
ther or not headersc@mpression is used. When set to “0”, the full-size header is used;
 reduced-size header is used.

| flag (I:
hter be used as a reference. This field shall be set to “1” when the full header will be us
This allows receivers to discover that this header information shall be stored as it W
a reference by packets with reduced headers.

4 Nt o) thic finld s dicatnc tha tygnn Afraulaad dobs Dogloaod +yin vyaliing e dafid

ied to

sion
hdom

ed by

ler to
when

I\*bit) - thisfield is added to tell the receiver whether or not the current full

ed as
ill be

ed in

type (6 /

EREE ==Y IS TICTO IO Cate S croc oy ptUT paytoau datar T ay oao cy ptrvarats ar o ucoT

Table 9 for version “00” and Table 10 defined value of payload type for version “01".
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Table 9 — Data type and definition of data unit (V=0)

Value Data type Definition of data unit
0x00 MPU a media-aware fragment of the MPU
0x01 a generic object such as a complete MPU or an object of

generic object another type

0x02 . . one or more signalling messages or a fragment of a signalling
signalling message
message (see 10.2)
0x03 repair symbol a single complete repair symbol (see C.4.3)
0x04 ~ 0x1F [reserved for ISO use for ISO use
0x40 ~ 0x3F |reserved for private use for private use
Table 10 — Data type and definition of data unit (V=1)
Value Data type Definition of datajunit
0x0 MPU a media-aware fragment of the MPU
0x1 . . a generic object such as a complete MPU or an object of
generic object
another type
0x2 signalling message one or more signalling meSsages or a fragment of a signalling
message (see 10.2)
0x3 repair symbol a single complete repair symbol (see C.4.3)
044 ~ 0x9 reserved for ISO use for ISO use
04A ~ OxF  [reserved for private use for private use
pacHet id (16 bits) - thisfield is an integervalue that can be used to distinguish onje Asset from
another. The value of this field is derived from the asset id of the Asset where this packet belongs

to. The mapping between the packet id and‘the asset id is signalled by the MMT Package Table
as part of a signalling message (see 10.3.4).Séparate value will be assigned to signalling npessages and
FEC yjepair flows. The packet id is unigue throughout the lifetime of the delivery sessign and for all
MMT|flows delivered by the same MMTsending entity. For AL-FEC, the mapping between jpacket id
and the FEC repair flow is provided«n'the AL-FEC message.

paclet sequence number\\(32 bits) - an integer value that is used to distinguish|packets that
have the same packet id, The value of this field starts from arbitrary value and will be jncremented
by orle for each MMTP packét received. It wraps around to “0” after the maximum value if reached. In
the FEC repair packet fox' FEC Payload ID Mode 1, this field shall be replaced with RS ID.

timgdstamp (32Wbits) - specifies the time instance of MMTP packet delivery based jon UTC. The
format is the “short-format” as defined in IETF RFC 5905, NTP version 4, Clause 6. This timestamp
specifies the sending time at the first byte of MMTP packet. It is required that an MMT sgnding entity
should previde accurate time information that is synchronized with UTC.

pacHet”counter (32 bits) - an integer value for counting MMTP packets. It is incrgmented by 1
when an MMTP packet is sent regardless of its packet id value. This field starts from arbitrary value
and wraps around to “0” after its maximum value is reached. All packets of an MMTP flow shall have
the same setting for packet counter flag (C),which means that either all packets will have the
packet counter field or none of them will have it.

Source FEC payload ID (32 bits) - this field shall be used only when the value of FEC type is
set to “1” (see C.4.2). The MMTP packet with FEC type = 1 shall be used for AL-FEC protection for FEC
Payload ID Mode 0 and this field shall be added to the MMTP packet after AL-FEC protection.

header extension - this field contains user-defined information. The header extension mechanism
is provided to allow for proprietary extensions to the payload format to enable applications and media
types that require additional information to be carried in the payload format header. The header
extension mechanism is designed in such a way that it may be discarded without impacting the correct
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processing of the MMTP payload. The header extension shall have the format as shown in Figure 10.
This document does not specify any particular header extension.

0
01

1 2 3
23456789 0123456789012345¢617829°01

e T L e A A

type | length |

e e e S A

header extension value
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all independ
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reliabili]
the data arq
field shall b

“transmis

s ra-10 [ QPP e £ 'y ian-hoaadai
I ls“l < AU JUTIUCTCTUI U UL CALLIIOIVILI IITUAdul1l

[bits) - indicates the unique identification of the following header extension.
6 bits) -indicates the length of header extension value field in byte.

tension value - provides the extension information. The format ©of this field is ou
this document.

ifier flag (Q:1bit) - when set to “1”, it indicates that QoS classifier informat
oS classifier contains the delay sensitivity field, felliability flag field
ion priority field. Itindicates the QoS class property.The application can perforn
brations according to the particular value of one property. The class values are univer
bnt sessions.

ifier flag (F:1 bit) - when set to “1", it ihdicates that flow identifier informat]
htifier. The application can perform per-flow QoS operations in which network reso
[ily reserved during the session. A flow is'defined to be a bitsream or a group of bitstr
brk resources are reserved according to transport characteristics or ADC in Package.

sion flag (E: 1 bit) - ifthere are more than “127” individual flows, this bit is

ty flag (r: 1 bit)J<when “reliability flag”is set to “0” it shall indicats
e loss tolerant (e.g. média data), and that the following “transmission priox
e used to indicate relative priority of loss. When “reliability flag” is set to “l

tside

on is

and
h per-
sal to

ion is
cates

urces

eams

set to

b that
ity”
", the

sion priority*field will be ignored, and shall indicate that the data are not loss tolerant
(e.g. signalling data, service/data or program data).

type of Hitrate AI'B: 2 bits) - indicates the type of bit rate as listed in Table 11.
Table 11 — Value of type_of_bitrate
Value Description
00 constant bit rate (CBR)
01 non-constant bit rate (nCBR)
10 ~ 11 reserved
delay sensitivity (DS: 3 bits) - indicates the delay sensitivity of the data between end-to-

end delivery for the given service as listed in Table 12. This field is derived from the application as the

same conten
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t may have different delay requirements in different applications.
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Table 12 — Value of delay_sensitivity

Value Description
111 conversational service (~100 ms)
110 live-streaming service (~1s)
101 delay-sensitive interactive service (~2 s)
100 interactive service (~5 s)
011 streaming service (~10 s)
010 non-real-time service
001 reserved
000 reserved

trarsmission priority (TP: 3 bits) - provides the transmission_priority f¢r the media
pack¢t, when the reliability flag is setto “0”. It may be mapped to the NRLof NAL, )SCP of IETF,
or other loss priority fields in another network protocol. This field shall take values from|(“7” (“1112")
to “07 (“0002”), where 7 is the highest priority and “0” is the lowest priority.

flow [label (7 Dbits) - indicates the flow identifier. The application can perform per-flow QoS
opergtions in which network resources are temporarily reserved duging the session. A flqw is defined
to befa bitsream or a group of bitstreams whose network resourcésyare reserved according|to transport
chargdcteristics or ADC in Package. It is an implicit serial numberfrom “0” to “127”. An arbitfary number
is assigned temporarily during a session and refers to every individual flow for whom a decoder
(prodessor) is assigned and network resource could be reserved.

9.2.4] MMTP session description information

The MMTP session description information gnay be delivered to receivers in different ways to
accornmodate different deployment environments. Before a receiver is able to join an MMTP session,
the re¢ceiver needs to obtain the following innformation:

— the destination information. In an4P'environment, the destination IP address and por{ number;
— an indication that the sessionfis an MMTP session;

— the version number of the MMT protocol used in the MMTP session;
Additionally, the MM TP session description information should contain the following inforjmation:

— the start and end.time of the MMTP session.
9.3 |MMTP payload

9.3.1| <{General

The MMTP payload is a generic payload to packetize and carry media data such as MPUs, generic
objects, and other information for consumption of a Package using the MMT protocol. The appropriate
MMTP payload format shall be used to packetize MPUs, generic objects, and signalling messages
described in 10.2.

An MMTP payload may carry complete MPUs or fragments of MPUs, signalling messages, generic
objects, repair symbols of AL-FEC schemes, etc. The type of the payload is indicated by the type field in
the MMT protocol packet header. For each payload type, a single data unit for delivery as well as a type
specific payload header is defined. For example, the fragment of an MPU (e.g. an MFU) is considered as
a single data unit when the MMTP payload carries MPU fragments. The MMT protocol may aggregate
multiple data units with the same data type into a single MMTP payload. It can also fragment a single
data unit into multiple MM TP packets.
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An MFU is a sample or subsample of timed data or an item of non-timed data. An MFU shall contain
media data that may be smaller than an AU for timed data and the contained media data may be
processed by the media decoder. An MFU shall contain an MFU header that contains information on the
boundaries of the carried media data. An MFU shall contain an identifier to uniquely distinguish the
MFU inside an MPU. It may also provide dependency and priority information relative to other MFUs
within the same MPU.

The MMTP payload consists of a payload header and payload data. Some data types may allow for
fragmentation and aggregation, in which case a single data unit is split into multiple fragments or a set
of data units are delivered in a single MM TP packet.

Each data unit may have its gwn data unit header anonﬂing on the fypo of the pqy]nad The p:urload

type specifid headers are defined in 9.2.2. For types that do not require a payload type, a specificthpader
no payload type header is present and the payload data follows the MMTP header immediately.

Some fields ¢f the MMTP packet header are interpreted differently depending on the paylead typ¢. The
semantics of| these fields will be defined by the payload type in use.

9.3.2 MPU mode

neral

of MPUs to MMT receivers using the MMT protocel-requires a packetization and
depacketization procedure to take place at the MMT sendingentity and MMT receiving dntity,
respectively| The packetization procedure transforms an MPU into a set of MMTP payloads that arg then
carried in MM TP packets. The MMTP payload format allows for fragmentation of the MMTP payldad to
enable the dplivery of large payloads. It also allows for thesaggregation of multiple MMTP payload data
units into a §ingle MM TP payload to cater for smaller data.rhits. At the receiving entity, depacketization
is performed to recover the original MPU data. Several,depacketization modes are defined to address
the different requirements of the overlaying applications.

If the payloafl type is “0x00”, the MPU is fragmefited in a media-aware way allowing the transport{layer
to identify the nature and priority of the fragiment that is carried. A fragment of an MPU may eitHer be
MPU metaddta, a Movie Fragment metadata;-an MFU, or a non-timed media data item.

9.3.2.2 MMTP payload header for MPU mode

The payload|type specific headeris provided in Figure 11.

0 1 2 3
0 1|2 3 456\ 8 90123456789 012345¢6789C01

e e T T e e e o ot e et ot TR
| length | FT |T|f i|A| frag counter |
e e e e T st e sl el e B R kst s
\ MPU sequence number |
e S Hi et St e S et S e e e S s e St s e s et S s e st et s et st st s sl 5
| DU _length | DU _Header ce
ottt -F-d—F-F—F—F-F—F—F-F—F-F-F—F-F—F—F—F—F—F—F—F—F—F—F -+ -+ -4+
| DU payload e

B et Tt T T e ek T S ok Tk Tk ik s s s R S SR

Figure 11 — Structure of the MMTP payload header for MPU mode

For payload that carries an MFU, the DU header is specified depending on the value of the T flag
indicating whether the carried data are timed or non-timed media. For timed media (i.e. when the value
of T is set to “1”), the DU header fields are shown in Figure 12. For non-timed media (T is set to “0”), the
DU header is defined as shown in Figure 13.
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0 1 2
0123456789 0123456789012345%672839
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Figure 12 — DU header for timed-media MFU

pn-timed media, the DU header fields are shown in Figure 13.

0 1 2
01234567890123456789012345¢673829

| item ID

Figure 13 — DU header for nofi-timed media MFU

dod oottt ottt -+ttt -ttt -+ -REF F-F -+ -+ -+-+-7F

e e e T e e e e e e e R e o

9.3.2|3 Semantics

lendth (16 bits) -indicates the lengthef\payload excluding this field in byte.

MPU [Fragment Type (FT: 4 bitg)*- this field indicates the fragment type and its

are shown in Table 13.

Table 13— Data type and definition of data unit

[

+
+ —+

valid values

FT Descriptien Content

0 MPU metadata contains the ftyp, mmpu, moov, and meta boxes, as wel]l as any
other boxes that appear in between.

1 Moviedfragment metadata contains the moof box and the mdat box, excluding all media data
inside the mdat box but including any chunks of auxiliary sample
information.

2 MFU contains a sample or subsample of timed media data of an item of
non-timed media data.

3+ 15 [Reserved for private use reserved

Timed Flag (T: 1 Dbit) - this flag indicates if the fragment is from an MPU that carries timed

(value 1) or non-timed media (value 0).

Fragmentation Indicator (f i : 2 Dbits) - this field indicates that the fragmentation
indicator contains information about fragmentation of data unit in the payload. The four values are

listed in Table 14. If the value is set to “00”, the aggregation flag can be presented.
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Table 14 — Values for fragmentation indicator

Value Description
“00” Payload contains one or more complete data units.
“01” Payload contains the first fragment of data unit.
“10” Payload contains a fragment of data unit that is neither the first nor the last part.
“117 Payload contains the last fragment of data unit.

The following flags are used to indicate the presence of various information carried in the MMTP
payload. Multiple bits can be set simultaneously.

aggregati
in the paylo3

fragment |
containing f
aggregati

MPU seque
belongs.

DU length
aggregati
“1”, this field
preceding eg

DU Header
MFU fragme

movie fra
to which the

sample nu
belongs (see
movie fragmn
the “mdat”.
offset (3

subsample

on flag (A:
d, i.e. multiple data units are aggregated.

counter (frag count: 8 bits) - this field specifies the number of pa
ragments of the same data unit succeeding this MMTP payload. This fiéld shall be
on flagissetto “1”".

nce number (32 bits) -thesequence number of the MPU towhich this MPU frag

(16 bits) - this field indicates the length of the data following this field.
on flag is set to “0” this field shall not be present. Whén aggregation flag is
shall appear as many times as the number of the datagnits aggregated in the payloa
ch aggregated data unit.

- the header of the data unit, which depends on the FT field. A header is only defined f
ht type, with different semantics for timed and'non-timed media as identified by the T

gment sequence number (32 bigs?) - the sequence number of the movie frag
media data of this MFU belongs (see ISO/IEC 14496-12:2015, 8.5.5).

mber (32 bits) -the sample nuimber of the sample to which the media data of the
ISO/IEC 14996-12:2015, 8.8.8)(The sample number shall be “1” for the first sample

2 bits) - offset ofithe media data of this MFU inside the referenced sample.

| priority (priority: 8 bits) - provides the priority of the media data carri

this MFU comppared with ether media data of the same MPU. The value of subsample priority

be between

dependend

0” and “255% with higher values indicating higher priority.

y counter (dep counter: 8 Dbits) - indicates the number of data unit{

depend on their tnedia processing upon the media data in this MFU.

1 bit) - when setto “1”, it indicates that more than 1 data unit is/pn

esent

[yload
(IO" if

ment

When
bet to
d and

br the
flag.

ment

MFU
bf the

ent and shall be incremented.by “1” for every succeeding sample in order of appearaice in

ed by
shall

that

Item ID (

20 Lo Aadtapa +hh ot 1o ryriad oo
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For the FT types “0” and “1”, no additional DU header is defined.

9.3.3 Generic file delivery mode

9.3.3.1 General

MMTP also supports the transport of generic files and Assets and uses payload type “0x01” as defined
in Table 9. An Asset consists of one or more files that are logically grouped and share some commonality
for an application, e.g. segments of a dynamic adaptive streaming over HTTP (DASH) Representation, a
sequence of MPUs, etc.

In the generic file delivery (GFD) mode, an Asset is transported by using MMTP’s GFD payload type.
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Each file delivered using the GFD mode requires association of transport delivery information. This
includes, but is not limited to, information such as the transfer length.

Each file delivered using the GFD mode may also have associated content-specific parameters such as
name, identification, and location of file, media type, size of the file, encoding of the file or message
digest of the file. In alignment with HTTP/1.1 protocol as defined in [ETF RFC 2616, each file within one
generic Asset may have assigned any meta-information about the entity body, i.e. the delivered file. The
details are also defined in 9.3.3.2.

9.3.3.2 GFD information

9.3.3|2.1 General

In th¢ GFD mode, each file gets assigned the following parameters.

NOTE See Annex F for DASH segments over MMTP.

9.3.3{2.2 GFD table

dacket id: the asset to which each object belongs to. Objects that belongto the same asset are
donsidered as logically connected, e.g. all DASH segments of a Representation and also across
Hepresentations that extend over multiple DASH Periods and which cartrypieces of the same content.

3

ransport Object Identifier (TOI): Each object is assocdiated with a unigue identifier
yithin the scope of the packet id.

<

JodePoint: each object is associated with a CodePoint A CodePoint associates a sgecific object
and object transport properties. Packets with the same*TOI shall have the same Codg¢Point value.
Hor more details, see Table 16.

The (FD table provides a list of CodePoints as defined in 9.3.3.2.3. Each CodePoint gets|dynamically

assighed a CodePoint value. Table 15 shows the structure and semantics of the GFD table.

Table 15 — GFD table

Element or attribute name Use Description
GFDTable the element carries a GFDTable
CodepPoint 1..N defines all CodePoints in the MMTP sessjon
Leger]d:

For afftributes: M, mandatory; O, Optional; OD, optional with default value; CM, conditionally mandatory.
For elements: sminOccurs>...<maxOccurs> (N=unbounded).

Elemgnts are'bold; attributes are non-bold and preceded with an @.

9.3.3:23—F€odePoints

A CodePoint value can be used to obtain the following information:

the maximum transfer length of any object delivered with this CodePoint signalling.

In addition, a CodePoint may include the following information:

the actual transfer length of the objects;
any information that may be presentin the entity-header as defined in IETF RFC 2616, 7.1;

a Content-Location-Template as defined in 9.3.3.24 wusing the TOI and
packet id parameter, if present. The TOI and packet id may be used to generate the
Content-Location foreach TOl and packet id.If such atemplate is present, the processing
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in 9.3.3.2.4 shall be used to generate the Content-Location and the value of the URI shall be
treated as the Content-Location field in the entity-header;

— specific information on the content, for example, how the content is packaged, etc.

Within one session, at most “256” CodePoints may be defined. The definition of CodePoints is
dynamically set-up in the MM TP session description.

The CodePoint semantics are described in Table 16.

Table 16 — CodePoint semantics

Element or attribute name Use Description
CodePoint Defines the CodePoints in a MMTP session.
@value M Defines the value of the CodePoint in the MMTP

session as provided in the CodePointyalue of the
MMTP packet header containing tHe\GFD payload. The
value shall be between “1” and 7255”. The value “0” is

reserved.
@fileDeliveryMode M Specifies the file deliverymode according to 9.3.3.
@maximpmTransferLength M Specifies the maximum'transfer length in bytes df any
object delivered with\this CodePoint in this MMTP
session.
@constantTransferLength 0D Specifies if all objects delivered by this CodePoin
default: have constant transfer length. If this attribute is et to
“false” TRUE, allobjects shall have transfer length as
specified'in the @maximumTransferLength
attribute.
@conteptLocationTemplate 0 Specifies a template to generate the Content-Locqtion
of the entity header.
EntityHeader 0..1 Specifies a full entity header in the format as defined

in IETF RFC 2616, section 7.1. The entity header
applies for all objects that are delivered with the
value of this CodePoint.

Legend:
For attributes]{ M, mandatory; O, optional; OD, optional with default value; CM, conditionally mandatory.

For elements: kminOccurs>...<maxQccurs> (N=unbounded).

Elements are Bold; attributes aré non-bold and preceded with an @.

9.3.3.2.4 (ontent-Location template

v

A CodePoipt may include a @contentLocationTemplate attribute. The valug of
@contentlloGationTemplate attribute may contain one or more of the identifiers listed in Tahle 17.

In each URL, the identifiers from Table 17 shall be replaced by the substitution parameter defined in
Table 17. Identifier matching is case-sensitive. If the URL contains unescaped $ symbols, which do not
enclose a valid identifier, then the result of URL formation is undefined. The format of the identifier is
also specified in Table 17.

Each identifier may be suffixed, within the enclosing “$” characters following this prototype:
%0 [width]d

The width parameter is an unsigned integer that provides the minimum number of characters to be
printed. If the value to be printed is shorter than this number, the result shall be padded with zeros. The
value is not truncated even if the result is larger.
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The @contentLocationTemplate shall be authored such that the application of the substitution
process results in valid URIs.

Strings outside identifiers shall only contain characters that are permitted within URLs according to
IETF RFC 3986.

Table 17 — Identifiers for URL templates

$<Identifier>$ Substitution parameter Format
$$ [s an escape sequence, i.e. “$$” is replaced with a Not applicable.
single “$”.
$PacketID$ This identifier is substituted with the value of the The format tag may be present.

packet idofthe associated MMT flow. If no format tagis'present,

a default formattag yith
width = hshall bdused.

$ToI$ This identifier is substituted with the Object The format tag may be present.
Identifier of the corresponding MMTP packet
containing the GFDpayload.

Ifnoformat tag is present,
a défault format tag with
width = 1 shall bqused.

9.3.3|3 File metadata

9.3.3{3.1 General

Files fan be transported using the GFD mode of the MMT protocol. Furthermore, the GFD nfode can also
be usgd to transport entities where an entity is defined according to IETF RFC 2616, section 7. An entity
consists of meta-information in the form of entity-header fields and content in the form jof an entity-
body|(the file), as described in IETF RFC 2616, section 7.

This fnables that files may get assigned:information by in-band delivery in a dynamic|fashion. For
example, it enables the association of a.Content-Location, the Content-Size, etc.

The f}le delivery mode shall be signatled in the CodePoint. The value is also specified in Talple 18.

Table 18 — File delivery modes for GFD

Value Description Definition
1 The transport object is a file. in9.3.3.2
2 The delivered object is an entity consisting of an in 9.3.3.3
entity-header and the file.

9.3.3}3.2\_JRegular file

In caseof the regular rile, the object represents a Iile.

If the CodePoint defined in the GFD table contains entity-header fields or entity-header fields
can be generated, then all of these entity-header fields shall apply to the delivered file.

9.3.3.3.3 Regular entity

In case of the regular entity, the object represents an entity as defined in IETF RFC 2616, section 7. An
entity consists of entity-header fields and an entity-body.

If the CodePoint defined in the GFD table contains entity-header fields or entity-header
fields can be generated, then all of these entity-header fields apply to the delivered file. If the
entity-header field is present in both locations, then the entity-header field in the
entity-header delivered with the object overwrites the one in the CodePoint.
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9.3.3.4 MMTP payload header for GFD mode
The GFD mode of MMTP delivers regular files. When delivering regular files, the object represents a file.

If the CodePoint defined in the MMTP session description contains entity-header fields or
entity-header fields can be generated, then all of these entity-header fields shall apply to the
delivered file.

The payload packets sent using MMTP shall include a GFD payload header and a GFD payload as shown
in Figure 14.

In some special cases, a MMT sending entity may need to produce packets that do not contain any
payload. This may be required, for example, to signal the end of a session.

0 1 2 3
01|23 4567890123456789012345678.901
t-t-F-t-F -ttt -ttt -F -ttt -F -t -ttt -F -+ -F-F -+t -+ -tz H-+-+

|C|L|B| CP | RES \ TOI |
+-+-t-+-+-F-F-F-+-t+-F+-F+-F-F-F-F-F-F+-F-F-F-F-F-F-F-F -t A H -t -+-+-+
] TOI | start _offsel |

tt-F-t -ttt -ttt -F -ttt -t -ttt -+ F-HF -+ -+-F-F+-+-+
] start offset |
e e e N T st e S
| Generic File Delivery payload |
e e e s s s el S S e e e e S e e e

Figure 14 — MMTP payload headef for GFD mode

As shown in| Figure 14, the GFD payload header has a*variable size. Bits designated as “padding” or
“reserved” () must be set to 0 by the MMT sending, entity and ignored by receivers. Unless othefwise
noted, numefic constants in this document are in deeimal form.

9.3.3.5 Semantics

C (1 bit)|-indicates that this is the last packet for this session.

L (1 bit)|-indicates that this is thé last delivered packet for this object.
B (1 bit)|-indicates that this-packet contains the last byte of the object.

CodePoint] (CP: 8 ki%ts) - an opaque identifier that is passed to the packet payload decoder to
convey infojmation on-the packet payload. The mapping between the CodePoint and the actual godec
is defined oh a persession basis and communicated out-of-band as part of the session description
information

RES (5 bi|t8J~ areserved field that should be setto “0”.

Transport Object Identifier (TOI: 32 bits) -the objectidentifier should be set to a unique
identifier of the generic object that is being delivered. The mapping between the object identifier and
the object information (such as URL and MIME type) may be done explicitly or implicitly. For example,
a sequence of DASH segments may use the segment index as the object identifier and a numerical
representation identifier as the packet id. This mapping may also be performed using a signalling
message.

start offset (48 bits) -thelocation of the current payload data in the object.
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9.3.4 Signalling message mode

9.3.4.1 General

The signalling message mode of MMTP is defined for the delivery of signalling messages. Signalling
messages may be encoded in one of different formats, such as binary format or XML format. It is
therefore important to enable quick access and filtering of signalling messages at the transport layer
and thus, to avoid parsing the signalling message itself for filtering purposes.

Signalling messages may also be large in size, exceeding the MTU size. Other signalling messages may
be much smaller than the MTU. The signalling message payload format provides fragmentation and
aggrdgation functionatity to SUpport efficient packetiZzation.

9.3.4{2 MMTP payload header for signalling message mode

Figuije 15 depicts the signalling message payload format header.

0 1 2 3

01 23456789012345678901234567282901
R e s sl Tt st e et st et S S o it e R
|f i| res |H|A| frag counter | MSG_I€wgth (16+16*H) |
e e e A i e e e e R e
\ MSG payload
R e e A e e s Sl S T B s s Tl 00 B A it st St S e ST SRR R S (S

Figure 15 — MMTP payload header for signalling message mode

9.3.4{3 Semantics
The semantic of each field are as follows,

Fragmentation Indicator (£)i: 2 bits) - contains information about fragmpntation of a
signallling message in the MMTP payload. The valid values of this field are shown in Table 19.

Table 19 — Value of fragmentation indicator

Value Description
00 Payload dontains one or more complete signalling messages.
01 Payload contains the first fragment of a signalling message.
10 Payload contains a fragment of a signalling message that is neither the first nor the last fragment.
11 Payload contains the last fragment of a signalling message.

uqn :

aggregation flag (A: 1 bit) - when setto “1” indicates that more than 1 signallinlg message is
present in the payload, i.e. multiple signalling messages are aggregated.

fragmentation counter (frag count: 8 bits) - this field specifies the number of payload
containing fragments of the same signalling message following the current fragment. This field shall be
“0”ifaggregation flagissetto “1"

RES (4 bits) -this field contains bits that are reserved for future use and shall be set to “0”.
H (1 bit) -thisflagindicates if an additional 16 bit is used to indicate the signalling message length.

MSG length  (16+16*H bits) - this field indicates the length of the signalling message
following this field. When aggregation flag is set to “0” this field shall not be present. When
aggregation flag is setto “1”, this field shall appear as many times as the number of the signalling
messages aggregated in the payload and preceding each aggregated signalling message.
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9.4 MMTP operation

9.4.1 General

In this subclause, the behaviour of an MMT receiving entity and of an MMT sending entity when
operating the MMTP protocol using different payload types is described.

An MMTP session consists of one MMTP transport flow. An MMTP transport flow is defined as all
packet flows that are delivered to the same destination and which may originate from multiple MMT
sending entities. In the case of [P, destination is the IP address and port number.

A single Paclka

A single MM[I'P transport flow may deliver data from multiple Packages.

An MMTP transport flow may carry multiple Assets. Each Assetis associated with auniquepackeft id
within the sfope of the MMTP session. MMTP provides a streaming-optimized mode-{the MPU mode)
and a file download mode (the GFD mode).

The Asset is|delivered as a set of related objects denoted as an object flow. The object may either pe an
MPU, file or $ignalling message.

Each object flow shall either be carried in MPU mode or GFD mode; however, the delivery of one Pagkage
may be perf¢rmed using a mix of the two modes, i.e. some Assets may‘be’delivered using the MPU mode
and others using the GFD mode.

The MMTP packet sub-flow is the subset of the packets of atn MMTP packet flow that share the |[same
packet id The object flow is transported as an MMTP packet sub-flow.

The MPU mgde supports the packetized streaming of an MPU. The GFD mode supports flexible file
delivery of ahy type of file or sequence of files.

MMTP is suitable for unicast, as well as multicast media distribution. To ensure scalability in
multicast/boadcast environments, MMTP relies mainly on FEC instead of retransmissions for cpping
with packet prror.

Before joinipg the MMTP session, the MMT receiving entity should obtain sufficient informatipn to
enable recegtion of the delivered data) This minimum required information is specified in 9.2.4.

MMTP requjres the MMT recéiving entity to be able to uniquely identify and de-multiplex MM TP
packets thaf belong to a specific object flow. In addition, MMT receiving entities are required [to be
able to identify packets earrying signalling messages and others carrying AL-FEC repair packgts by
interpreting|the type field'of the MMTP packet header.

The MMT rgceivingsentity shall be able to simultaneously receive, de-multiplex, and reconstrugt the
data delivere¢d by MMTP packets of different types and from different object flows.

MDA

3 1 Fa—— | 11 41 ] |
A smgle MMTP PaCRECSIIAIT TAT Ty €XdCUy O1e MMTP paytoac.

9.4.2 Delivering MPUs
9.4.2.1 MMT sending entity operation

9.4.2.1.1 Timed media data
The MPU mode is used to transport MPUs sent by a sending entity to a receiving entity.

The packetization of an MPU that contains timed media may be performed in a MPU format aware mode
or MPU format agnostic mode. In the media format agnostic mode, the MPU is packetized into data units
of equal size (except for the last data unit, of which the size may differ) or predefined size according to
the size of MTU of the underlying delivery network by using GFD mode as specified in 9.3.3. It means
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that the packetization of the MPU format agnostic mode only considers the size of data to be carried in
the packet. The type field of the MMTP packet header specified in 9.3.2 is set to “0x00” to indicate that
the packetization is format agnostic mode.

In the format agnostic mode, the packetization procedure takes into account the boundaries of different
types of data in MPU to generate packets by using the MPU mode as specified in 9.3.2. The resulting
packets shall carry delivery data units of either MPU metadata, movie fragment metadata, or MFU. The
resulting packets shall not carry more than two different types of delivery data units. The delivery data
unit of MPU metadata consists of the “ftyp” box, the “mmpu” box, the “moov” box, and any other boxes
that are applied to the whole MPU. The FT field of the MMTP payload carrying a delivery data unit
of MPU metadata is set to “0x00”. The delivery data unit of movie fragment metadata consists of the
“mo of*boxand-the“md=t*boxtreader{exchudingany mediadataj—The Fifietdof the MM TP payload
carryjing a delivery data unit of movie fragment metadata is set to “0x01”. The media data] MFUs in the
“mdal” box of the MPU, is then split into multiple delivery data units of MFU in a fonmat aware way.
This may, for example, be performed with the help of the MMT hint track. The FT ffield of the MMTP
payldad carrying a delivery data unit of MFU is set to “0x02”.

Each [MFU is prepended with an MFU header, which has the syntax and semantics as defingd in 8.3. It is
followed by the media data of the MFU.

This procedure is described in Figure 16.

ftyp || mmpu || moov moof I mdat sos Nox moof I mdat
MPU metadata Fragment| |\vry l\/@ ...... MFU Fragment| | vpyu|| MFU! |-+ «-- MFU
metadata o\ metadata

Figure 16 — Payload generation for timed media

9.4.2{1.2 Non-timed media.data

The packetization of non-timed media data may also be performed in two different modes. In the MPU
format agnostic mode, the'MPU is packetized into delivery data units of equal size (except for{the last data
unit, pf which the size‘'may differ) or predefined size according to the size of the MTU of thie underlying
delivery network by using the GFD mode as specified in 9.3.3. The type field of the MMTP ppcket header
specified in 9.2.2/1s'set to “0x00” to indicate that the packetization is format agnostic mode

In the format-agnostic mode, the MPU shall be packetized into the packet containing delivery data
units|of either MPU metadata or MFU by using MPU mode as defined in 9.3.2. The delivery data unit of
MPU jmetadata contains the “ftyp” box, the “moov” box, and the “meta” box and any oth¢r boxes that
are appiied to the whole MPU. The FT fieid of the MM TP paytoad carrying a deiivery data unit of MPU
metadata is setto “0x01”. Each delivery data unit of MFU contains a single item of the non-timed media.
The FT field of the MMTP payload carrying a delivery data unit of MFU is set to “0x02".

Each item of the non-timed data is then used to build an MFU. Each MFU consists of an MFU header and
the item’s data. The MFU header is defined in 8.3. This procedure is described in Figure 17.
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ftyp mmpu moov meta item #1 item #2

MPU metadata MFU MFU

Figure 17 — Payload generation for non-timed media

9.4.2.2 MMT receiving entity operation

The depackgtization procedure is performed at the MMT receiving entity to rebuild the transmitted
MPU. The d¢packetization procedure may operate in one of the following mddes, depending on the
application rjeeds:

— MPU mode: in the MPU mode, the depacketizer reconstructs the full MRU before forwarding it fo the
applicatjon. This mode is appropriate for non-time critical deliveryi€. the MPU’s presentatior] time
as indicated by the presentation information document is sufficiently behind its delivery timg.

— Movie Fragment mode: in the Fragment mode, the depacketizer reconstructs a complete fragment
including the fragment metadata and the “mdat” box wittmedia samples before forwarding it fo the
applicatjon. This mode does not apply to non-timed media. This mode is suitable for delay-senkitive
applicatjons where the delivery time budget is limited but is large enough to recover a conjplete
fragment.

— MFU mdde: in the media unit mode, the depacketizer extracts and forwards media units as fast as
possible| to the application. This mode is_applicable for very low delay media applications. If this
mode, the recovery of the MPU is not nequired. The processing of the fragment media data |s not
required but may be performed to resynchronize. This mode tolerates out of order delivery ¢f the
fragment metadata MFUs, which may be generated after the media units are generated. This mode
applies fo both timed and non-timed media.

Using the MFU sequence numbers, it is relatively easy for the receiver to detect missing packets and
apply any error correction precedures such as ARQ to recover the missing packets. The payload type
may be used| by the MMT sehding entity to determine the importance of the payload for the applidation
and to applylappropriate‘error resilience measures.

9.4.3 Deliyering generic objects

= = I | £, PakalaY | 1 i
9.4’.3.1 Bdbll. PLHIIICIPITS 101 UI'D dIIU dPpPITILAUUIIS

The files delivered using the GFD mode may have to be provided to an application, for example,
presentation information documents or a Media Presentation Description as defined in ISO/IEC 23009-
1 may refer to the files delivered using MMTP as GFD objects.

The file shall be referenced through the URI (in accordance with Annex G) provided or derived from
Content-Location, either provided in-band as part of an entity header or as part of a GFDT.

In certain cases, the files have an availability start time in the application. In this case, the MMTP
session shall deliver the files such that the last packet of the object is delivered such that it is available
latest at the receiver at the availability start time as announced in the application.

Applications delivered through the GFD mode may impose additional and stricter requirements on the
sending of the files within a MMTP session.
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9.4.3.2 MMT sending entity operation

9.4.3.2.1 General

If more than one object is to be delivered using the GFD mode, then the MMT sending

-1:2017(E)

entity shall

use different TOI fields. In this case, each object shall be identified by a unique TOI scoped by the
packet id and the MMT sending entity shall use that TOI value for all packets pertaining to the

same object.

The mapping between TOIs and files carried in a session is either provided in-band or in a GFDT.

The GEbpadeadheaderasdefinedis £ - G aed A arHAS
field that shall be used to communicate to a MMT receiving entity the settings for infornj
established for the current MMTP session and may even vary during a MMTP session. ]
betwgen settings and CodePoint values is communicated in the GFDT as described in.9.3.3

Let T| > 0 be the Transfer-Length of any object in bytes. The data carried in-the payload
consists of a consecutive portion of the object.

Then| for any arbitrary X and any arbitrary Y > 0 as long as X + Y is atmmost T, an MMTP pz
generated. In this case, the following shall hold:

a) The data carried in the payload of a packet shall consist-of-a consecutive portion
starting from the beginning of byte X through the beginnihgof byte X + Y.

b) The start offset field in the GFD payload headefshall be set to X and the payload
dded into the packet to send.

o8]

c) IfX+YisidenticaltoT,

- the payload header flag B shall be sett6*1”

dlse

- the payload header flag B shall be set to “0”.

The following procedure is receammended for a MMT sending entity to deliver an object
packé¢ts containing start dffset and corresponding payload data.

a) Set the byte offset counter X to “0”.
b) Hor the next packets to be delivered, set the length in bytes of a payload to a value Y, w
reasonable for a packet payload (e.g. ensure that the total packet size does not exce

sueh*that the sum of X and Y is at most T, and

15 a2 CodePoint

ation that is
'he mapping
2.2.

| of a packet
icket may be

bf the object

data shall be

to generate

hich is
ed the MTU),

stich that it is suitable for the payload data included in the packet.

c) Generate a packet according to the rules 1) to 3) above.
d) IfX+YisequaltoT,

— set the payload header flag B to “1”

else

— set the payload header flag B to “0”

— incrementX =X +Y

— goto 2.
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The order of packet delivery is arbitrary, but in the absence of other constraints, delivery with increasing

start offset number is recommended.

NOTE The transfer length may be unknown prior to sending earlier pieces of the data. In this case, T can be

determined later. However, this does not affect the sending process above.

Additional packets may be sent following the rules in a) to c) from above. In this case, the B flag shall

only be set for the payload that contains the last portion of the object.

9.4.3.2.2 GFD payload

The bytes of,

last byte of the object with T as the transfer length (in bytes) of the object.

The data capried in the payload of an MMTP packet shall consist of a consecutive portion ©f’the gbject

starting frorh the beginning of byte X and ending at the beginning of byte X + Y where
— Xistheyalueof start offset field in the GFD payload header, and

— Y is the length of the payload in bytes.

Note that Y [is not carried in the packet, but framing shall be provided by.the underlying transport

protocol.

9.4.3.2.3 GFD table delivery

When the GFD mode is used, the GFD table (GFDT) shall be provided. A file that is delivered usirlg the
GFD mode, Hut not described in the GFD table is not considered a “file” belonging to the MM TP sef§sion.

Any object received with an unmapped CodePoint should-be ignored by the MMT receiving entity.

The delivery| of the GFD table in the MMT signalling miessage is defined in 10.5.4.

o

Other ways ¢f delivery of the GFD table may be possible, but are outside the scope of this documer

9.4.3.3 MMT receiving entity operation
The GFDT mpy contain one or multiple:€odePoints identified by different CodePoint values.

Upon receipt of each GFD payload, the receiver proceeds with the following steps in the order listed.

a)

b)

42

The MM[T receiving entity-shall parse the GFD payload header and verify that it is a valid heager. If
it is not yalid, then the.GFD payload shall be discarded without further processing.

The MMT receiying entity shall parse the CodePoint value and verify that the GFDT cortains
a matchjng CedePoint. If it is not valid, then the GFD payload shall be discarded without further

processing:

- - . T o7 e pay ) ng the
other payload header fields approprlately and usmg the start offset and the payload data to
reconstruct the corresponding object as follows.

1) The MMT receiving entity can determine from which object a received GFD payload was
generated by using the GFDT and by the TOI carried in the payload header.

2) Uponreceipt of the first GFD payload for an object, the MMT receiving entity uses the Maximum
Transfer Length received as part of the GFDT to determine the maximum length T’ of the object.

3) The MMT receiving entity allocates space for the T’ bytes that the object may require.

4) The MMT receiving entity also computes the length of the payload, Y, by subtracting the
payload header length from the total length of the received payload.
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5) The MMT receiving entity allocates a Boolean array RECEIVED[0..T’-1] with all T entries
initialized to false to track received object symbols. The MMT receiving entity keeps receiving
payloads for the object block as long as there is at least one entry in RECEIVED still set to false
or until the application decides to give up on this object.

6) For each received GFD payload for the object (including the first payload), the steps to be taken
to help recover the object are as follows.

i) Let X be the value of the start offset field in the GFD payload header of the MMTP
packet and let Y be the length of the payload, computed by subtracting the MMTP packet
and GFD payload header lengths from the total length of the received packet.

ii) The MMTP receiving entity copies the data into the appropriate place withfin the space
reserved for the object and sets RECEIVED[X ... X+Y-1] = true.

iii) Ifall T entries of RECEIVED are true, then the receiver has recoveredthe entirfe object.

7) Once the MMT receiving entity receives a GFD payload with the B flag'setto “1”, it cgn determine
the transfer length T of the object as X+Y of the corresponding (GFD payload and adjust the
boolean array RECEIVEDJ[0..T'-1] to RECEIVEDI[0..T-1].

9.4.4f Header compression for MMTP packet

9.4.4{1 General

Headpr compression provides the method to reduce the size of the header; techniques|such as the
Robugt Header Compression (RoHC defined in IETF RFC"3095) may be used. While such t¢chnique can
severlely reduce the size of headers, it has two majoridrawbacks.

[t relies on complex computations/coding téchniques (described in protocol stacks proffiles) that are
quite heavy on the receiver’s side.

— Itisnotatransparent technique andheaders need to be entirely decoded, even when itjis only to do
spme filtering and most of the decoded packets are rejected.

It prdvides two types of headerscas follows.
— Rull-size headers are senttegularly and may be used as a reference for reduced-size hgaders.

— Heduced-size headers contain differential information with regard to the last fullrsize header
received that is inarked as a reference header.

Therefore, by sending only differential information instead of full information, bits sayings can be
achieved. Additionally, a link to the reference header packet is added in all compressefd packets to
makg sure-that the last full header (reference) packets received is indeed the one that shalllbe used as a
refergnce.-Such robustness mechanism is needed as reference packets may actually be lost]

The header compression method applies on the MMTP packet header. For this, a bit (B) is introduced
at the beginning of the original header (or at least in the initial fixed part of the header that is common
to the full-size header and reduced-size header) to simply inform whether or not the present header is
full-size or reduced size.

Then, many fields present in the full-size headers are either removed or replaced by much smaller fields
that contain enough information for the receiver to reconstruct the original full-size header field.

In order to let the receiver know that a full-size header will be used as a reference by a further reduced-
size header, an extra bit (I) is also added at the beginning of the full-size header in order to mark headers
that will be used as a reference later.

Since packet losses may also happen in the network, it is important that even when reduced-size headers
are used, it is still possible to detect and identify packet losses. Thus, a smaller sequence number is
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introduced for MMTP packets and mandates that the full-size header is used in place of the reduced-
size header whenever the reduced sequence number is about to wrap around its initial value.

Similarly, although it is costly in number of bits, the timestamp information associated to packets must
be preserved. For this, only the last 19 bits of the full-size 32 bits NTP timestamp are used. This allows
keeping the same timestamp precision with a wrap around duration of 8 s. Consequently, a full-size
header must be present at least every 8 s. Header compression of the MMTP packet is defined as shown

in Figure 18.

9.4.4.2 Syntax

01334567890123456789012345671829390 1«

F—t——t—t—F—F—t—t—F—F—t—F—F—t—F—F—F—Ft—F—F—F—F—F—F—F—F—F—F—F—F ot >t
|[V=1|B|IX|Q|F|E|Refchecksum| delta timestamp |
FRRFRINE RSSO ST VR YU AR ST SO SN SR SN SN SN S SN S ST SN SR WIS SR SN SR I NS

| packet counter |
L A e e e e S e e e I s S S e e e N s ot s S St et &

|redyced SegNum | TB | DS | TP |flow_label |extensQon header..
F—t—f—F—t—t—t— =t —t—F— =t —F—F—F—F—F—F—F—F—F— -+ AP+~ —F—+—+—+
[ payload data S

R L e e e e e S e e e e e Tt A s e e e e e e R e Bl
| source FEC payload ID |
t—t ==t =t =t =ttt t—t—t—t—t =t =t =ttt ==t =Pt —F— =t ==~ =+ —+—+

Figure 18 — MMTP with reduced header (B = 1)

9.4.4.3 Semantics
The full-size] MMTP packet header introduces new-fields with their own semantics.

Compressifon flag (B: 1 bit) - thisyfield is added at the beginning of the header in order to
indicate whdther or not header compressiori is used. When set to “0”, the full-size header is used; when
set to “1”, th¢ reduced-size header is uséd.

Indicator] flag (I: 1 bit) =thisfieldisadded to tell the receiver whether or not the current full
header will later be used as a réference. This field shall be set to “1” when the full header will be uded as
a reference. [This allows receivers to discover that this header information shall be stored as it will be
later used aq a reference hy packets with reduced headers.

The reduced}size MMTP packet header introduces new additional fields with their own semantics{

Referencel chegksum (RefChecksum: 6 bits) - containsa 6 bits checksum value that allows
the MMT refeiving entity to verify that the last reference MMTP packet received is indeed the one
that shall beusedfordecompressimgthe current Mt TP packet header—Thechecksumrvatuestrall be
calculated based on the timestamp value and packet sequence number (total 64 bits) value of the MMTP
packet with the full header to be used as reference. BSD checksum (8) algorithm is used to compute the
checksum but Reference checksumn field is set to last 6 bits of the result which is 8 bits.

delta timestamp (19 Dbits) - contains the difference between the timestamp field of the
reference full-size header and the value that would be in the current packet timestamp field if the full-
size header was used. This difference is coded in a way similar to the 19 least significant bits of an
NTP timestamp. If the difference between these two timestamps is larger than 8 s (and therefore goes
beyond the maximum duration that can be coded on 19 bits), then a packet with a full header shall be
sentin order to provide a new timestamp reference value for further packets with a reduced-size header.

reduced sequence number (reduced SegNum: 8 Dbits) - contains the 8 least significant
bits of the packet sequence number field that would be in the header if a full-size header were
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used. Since this new field is coded on 8 bits, the reduced decoder shall take into account the number of
times this field wrapped around 0 to compute the original packet sequence number value.

The reduced-size MMTP packet header also suppresses the fields that are present in the full-size header.

— The version field is suppressed as reduced-size headers shall have the same version as their
referenced header.

— The I field is suppressed, as only full-size headers shall be used as a reference.

— TheRAP_flagisremoved as full-size headers shall be sent whenever the payload contains a random
access point.

9.4.414 MTP packet header compression rules and normative aspects
A padket with a full MM TP header shall at least be sent when one of the following conditior]s is met:

a) the difference between the timestamps of the current packet and the-reference padket is larger
than 8 s (and therefore cannot be coded on the 19 bits long delta timestamp field)

b) gacket idisnotintherange of 0to 255;
c) the packet contains a random access point (RAP).

Pack¢t header compression is optional on MMTP sending entities and MMTP receivling entities.
Consequently, MMT receivers shall ignore packets with the B field set to “1” if they do|not support
MMTIP header compression.

MMTIP receiving entities shall not try to decode a.reduced-size header for which the flill reference
head¢r has not been received, whether because‘theé receiver has just joined the stream qr the packet
with p full reference header has been lost. MMTP receiving entities shall always wait for packets with
arefgrence header (I field set to “1”) before they can start or restart (in case of packet losg of reference
headegr) the header decoding.

10 Signalling

10.1| General

This [clause specifies the signalling function of MMT. It defines a set of message formatfk to be used
to cdgmmunicate signalling information necessary for the delivery and consumption pf Packages.
The delivery of signalling messages using the MMT protocol is also specified in this dogument. This
document specifies the message format for carrying signalling tables, descriptors or the delivery-
relat¢d information. A signalling table has a set of elements and attributes for speciffic signalling
information. A signalling table may also include descriptors that carry more detailed information.

— Package access (PA) message: This message type contains a PA table that has information on all
signalling tables required for Package access, including the MMT Package (MP) table and MPI table
(see 10.3.2).

— Media presentation information (MPI) message: This message type contains an MPI table
encapsulating a whole or a subset of a presentation information document. It may also include an
MP table corresponding to the MPI table for fast Package consumption (see 10.3.3).

— MMT package table (MPT) message: This message type contains an MP table that provides all or a
part of information required for a single Package consumption (see 10.3.4).
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The followinjg nine signalling messages are defined that relate to the delivery of the-Rackage.

Clock relation information (CRI) message: This message type contains a CRI table that provides
clock-related information used for the mapping between an NTP timestamp and an MPEG-2 system
time clock (see 10.3.5).

Device capability information (DCI) message: This message type contains a DCI table that provides
the required device capability information for Package consumption (see 10.3.6).

Security software request (SSWR) message: This is used to request security software for consuming
a Package or Asset by the MMT receiving entity. It can also include a PA table or an MP table (see

10.3.7).

License signalling (LS) message: This message carries the license information targeted to a specific

MMT re
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Fion to configure an HRBM operation (see 10.4.2); the HRBM is specified in Clause 11.
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bmoval (HRBMR)ymessage: This message provides information on the management of

livery~characteristic (ADC) message: This message type is used for providing inform
rure the network delivery resource (see 10.4.10).

rstem

pvide

on to

ic repeat-request (ARQ) configuration (AC) message: It)provides the information required

ed for

rting

NAM

y consumption (LDC) message: This message provides information required to decode and

ment

MMT
. (see

ation

10.2 Signalling message format

10.2.1 General

MMT signalling messages use a general format consisting of three common fields, one specific field
(for each signalling message type), and a message payload. A message payload carries signalling
information.

The syntax and semantics of a general signalling message format are given in 10.2.2 and 10.2.3,
respectively.

XML Syntax for signalling messages is provided in Annex B (see B.1).
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The syntax of the general format of MMT signalling messages is given in Table 20.

Table 20 — Syntax of the general format of MMT signalling messages

Syntax Value No. of bits Mnemonic
signalling message () {
message_id 16 uimsbf
version 8 uimsbf
Tf{messSage To = PA esSage &%
mesdage id != MPI message) {
length 16 uimsbf
} else {
length
} 32 uimsbf
extension
message_payload {
}
}

10.2.8 Semantics

mes S

very

MMT

leng
exceqi

extdq
The d

mes S

by th

10.3

10.3.

age id - this field indicates the identifier* of the signalling message. Valid message identifier
values are listed in Table 61.

ion - this field indicates the version of the signalling message. Both the MMT sending entity and
receiving entity can verify whether a received message has a new version of not.

th - this field indicates the\length of the signalling message. This field for all signalling messages
t PA messages and MPI message is 2 bytes long. The length of PA messages and MPI messages is
4 bytes long because it is expected that occasionally an MPI table whose length cannot be ¢xpressed by
a 2 bytes length fields. Al§o, note that a PA message includes at least one MPI table.

nsion - this fieldprovides extension information for signalling messages that require extension.
ontent and lehgth of this field are specified for these signalling messages.

age pdawload - the payload of the signalling message. The format of this field can

e value-of the message id field.

 Signalling messages for Package consumption
O r

1 General

be identified

This subclause specifies signalling messages that are used to exchange signalling information related
to Package consumption. As mentioned above, a signalling message may contain signalling tables. Each
signalling table carries information on a specific aspect of the Package, such as a Package structure,
presentation information document or clock. Signalling messages can aggregate multiple tables for
efficient signalling information exchange. For example, an MPI message delivers an MPI table only or
an MPI table and a corresponding MP table. The relationship between a message and a table is shown in

Figure 19.
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PA message MPI message MPT message SSWR message
(subset 0) (subset 0)
MPI table MP table PA table
PA table (subset 0) (subset 0)
MP table MP table
(subset 0) (subset 0)
MPI table
(subset 0) . .
MPI message MPT message
MP table (subset N) (subset N)
(subset 0) MPI table MP table
(subset N) (subset N)
MP table
CR] table (subset N)
CRI message DCI message
DC] table CRI table DCI table
Figure 19 — Structure of the signalling messages and tables for Package consumption

A PA messag
complete or
an MPI table
carry a CRI
several subs

Some signal
those signall

10.3.2 PA message

10.3.2.1 Ge

A PA messag

or subset 0) for delivery of the minimum information for the processing of the Package.

neral

re shall carry a PA table, an MP table (either’complete or subset 0), an MPI table (g¢ither
subset 0) and a DCI table. A PA message.may carry a CRI table. An MPI message shall carry
and may carry an MP table. An MPT message shall carry an MP table. A CRI message shall
able. A DCI message shall carry a DGFtable. An MPI message and an MPT message can carry
bts of the complete information needed for efficient delivery and redundancy reductign.

ing tables share the same - stricture of signalling information. For efficient excharjge of
ing information, a set of desériptors are defined in 10.5.

e carries-aPA table, which contains information for all other signalling tables for a Padkage.
A PA message also_carries an MPI table (either complete or subset 0) and an MP table (either conjplete

An MMT reckivinsentt

10.3.2.2 Syntax

The syntax of the PA message is defined in Table 21.
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Table 21 — PA message syntax

Syntax Value No. of bits Mnemonic
PA message () {
message_id 16 uimsbf
version 8 uimsbf
length 32 uimsbf
extension {
number of tables N1 8 uimsbf
for (1':0-—1' N1: di44) ¢
table id 8 uimsbf
table version 8 uimsbf
table length 16 uimsbf

message payload f{
for (i=0; i<N1l; i++) {
table ()

10.3.2.3 Semantics
mesdage id - indicates the identifier of the PA'messages.
verdion - indicates the version of the .PA;messages.

lendth - a 32-bit field for conveyingthe length of the PA message in bytes, counting from the beginning
of thg next field to the last byte ofthe PA message. The value “0” is not valid for this field.

numer of tables -indi€atés the number of signalling tables included in this PA messgge.

tablle id - indicates the table identifier of a table included in this PA message. It is g copy of the
tablle id field in thetable included in the payload of this PA message.

tablle versigf='indicatesthe version of a table included in this PA message. Itis a copy df the version
field |n the tabl&lincluded in the payload of this PA message.

tablle kength - if the table is not an MPI table, it is a copy of the length field in the tablg included in
the mesgage payload of this PA message. If the table is an MPI table, it is the length deriyed from the

AN 4 3 ] £l VR +lai £l pa | 3 A1 e ] oot ] u“
lengt ant e eXte SO reRg Tt patrt TS Case e aeriveareigtr IS a- varte—trac eqtar the actual

length” - 5.

table () - an MMT signalling table instance. The tables in the payload appear in the same order as the
table ids inthe extension field. An PA table shall be an instance for table ().

10.3.3 MPI message

10.3.3.1 General

An MPI signalling message delivers a whole or a subset of a presentation information document. An MPI
message uses an MPI table for encapsulating presentation information documents.
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When a subset of a presentation information document is carried by an MPI message, the presentation
information document is partitioned into multiple MPI tables. MPI tables for different subsets of a
presentation information document shall have different table id values. The table id values are
allocated in a contiguous space in increasing order. The MPI table having the lowest table id value
provides the base subset among the subsets of a presentation information document and other MPI
tables for the remaining subsets of a presentation information document have different table id
values. The maximum number of MPI tables for subsets of a Pl is 15.

Each MPI message carrying a subset of a presentation information document may have a different
transmission period and include the MP table associated with the presentation information document
that the MPI message carries.

10.3.3.2 Syptax

The syntax qf the MPI message is defined in Table 22.

Table 22 — MPI message syntax

Syntax Value No.lof bits | Mnemg¢nic
MPI message () {

message id 16 uimspf
versiof 8 uimspf
length N1 32 uimspf
extenslon {

reserved “111 111717 7 uimspf

associated MP table flag 1 bslbf

}

messag¢ payload {

MPI table()

L f (associated MP table flag) {
MP table ()

10.3.3.3 Semantics

message ild - indi€ates the identification of the MPI message.

version - indicates the version of the MPI message.

length - indicates the length of the MPI message in bytes, counting from the beginning of the next
field to the last byte of the MPI message. The value “0” is not valid for this field.

associated MP table flag - if this flag is set to “1”, the MPI message also carries an associated
MP table. Whenever an associated MP table exists, the associated MP table shall be delivered by a
message together with the MPI table. Value “0” explicitly means that the previously stored MP table
in the receiving entity can be continuously used with the newly delivered MPI table. The simultaneous
delivery of the MPI table and MP table in a single MPI message helps an MMT receiving entity reduce
the signalling acquisition time for Package consumption.

MPI table ()-an MPItable defined in 10.3.8.

MP_ table () - an MP table defined in 10.3.9.
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10.3.4 MPT message

10.3.4.1 General

The MPT message carries a whole or a subset of an MP table. Subsets of MP tables can be delivered by
different MPT messages.

An MPT provides information for a single Package. A single presentation information document may
be split into several subsets of such document. For partial delivery of a presentation information
document, Assets referenced by a subset of the presentation information document may be described
by a subset of an MP table. MP tables associated with different subsets shall have different table ids.
Sixtepm (16) cCoMgUoOUS vatues from 17 are assigned 10 table_1d vatues for MPtabies.[The value of
tablle id “32” (0x20) is assigned for the complete MP table.

In orfler to support efficient operation of signaling acquisition, a complete MPT,orla subget 0 MPT is
also found as part of PA messages.

10.3.4.2 Syntax

The gyntax of the MPT message is defined in Table 23.

Table 23 — MPT message syntax

Syntax Value No. of bits Mmnemonic
MPT |message () {
nessage id 16 imsbf
Yersion 8 ‘l[imsbf
length 16 imsbf

message payload |
MP_table ()

10.3.4.3 Semantics
mesgage id - indicatesithe identifier of the MPT message.

verdion - indicatesthe version of the MPT message. The MMT receiving entity can check the version
of thq received message contained in this field.

lendth - indicates the length of the MPT message. The size of this field is 16 bits. The length of the MPT
messpge is in bytes, counting from the beginning of the next field to the last byte of the MPT message.
The valtie™“0” is not valid for this field.

MP table ()- MP table defined in 10.3.9.
10.3.5 CRI message

10.3.5.1 General

This message carries clock-related information to be used for mapping between the NTP timestamps
and MPEG-2 STC.

To achieve synchronization between Assets that use NTP timestamps and MPEG-2 ES that uses the
MPEG-2 presentation time stamp (PTS), it is necessary to inform the relationship between the NTP
timestamp and the MPEG-2 STC to an MMT receiving entity by periodically delivering values of the
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NTP timestamp sample andthe STC sample atthe same temporal points. If more than one MPEG-
2 ES with different MPEG-2 STCs are used, more than one CRI messages will be used.

10.3.5.2 Syntax

The syntax of the CRI message is defined in Table 24.

Table 24 — CRI message syntax

Syntax Value No. of bits Mnemonic
CRI message () {
messagL_id 16 uimsbf
version 8 uimsbf
length 16 uimsbf
messag¢ payload {
CRf table()
}
}

10.3.5.3 Semantics
message_ ijd - indicates the identifier of the CRI message.

version - indicates the version of the CRI message. An MMT receiving entity can check the versjon of
a received message using this field.

length - indicates the length of the CRI message, counted in bytes starting from the beginning of the
next field to the last byte of the CRI message. The value “0” is not valid for this field.

CRI tablel() — aCRItableis defined in 10.3.10.
10.3.6 DCImessage

10.3.6.1 General

The DCI mgssage delivers a-DCI table that provides required device capabilities for the Pagkage
consumption.

10.3.6.2 Syptax

The syntax qf the-DCI message is defined in Table 25.

T 1.1 La 1 NLCL g
1IdUIT L5 — DULIITSSdgC SyIItdX

message payload {

DCI_ table()

Syntax Value No. of bits Mnemonic
DCI message () {
message_id 16 uimsbf
version 8 uimsbf
length 16 uimsbf

52

© ISO/IEC 2017 - All rights reserved


https://iecnorm.com/api/?name=94d7691c29a689f0baf7e898c40bd684

ISO/IEC 23008-1:2017(E)

10.3.6.3 Semantics
message id - indicates the identifier of the DCI message.

version - indicates the version of the DCI message. An MMT receiving entity can check the version of
areceived message using this field.

length - indicates the length of the DCI message, counted in bytes starting from the beginning of the
next field to the last byte of the DCI message. The value “0” is not valid for this field.

DCI table () - provides the required device capabilities for the Package consumption. The content of
a DCI table is defined in 10.3.11.

10.3.7 PAtable

10.3.[7.1 General

A PA table provides information on all other signalling tables for the consumption of a Package.

10.3.7.2 Syntax

The gyntax of the PA table is defined in Table 26.

Table 26 — PA table syntax

Syntax Value No. of Mnemonic
bits
PA fable () {
table id 8 uimsbf
Yersion 8 uimsbf
length 16 uimsbf
Information table info {
number of tables N1 8 uimsbf
for (i=0; 1i<N1l; i+~ {
signalling information_table id 8 uimsbf
signalling information table version 8 uimsbf

location™ {
MMT general location_info()

i

reserved “1111 11717 7 bslbf
alternative location flag 1 bslbf
1T (aLternatlve_Locatlon_nag == 1) A

alternative location {

MMT general location_info()

}
reserved “1111 1117 7 bslbf
private extension_ flag 1 bslbf

if (private extension flag == 1)

private extension {
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Table 26 (continued)

No. of
bits

Syntax Value

Mnemonic

10.3.7.3 Se

mantics

table_j_d —indicates the identifier of the PA table

version -

older version.

length-i
the last byte

number Of
PA table.

signallin|
provided in {

signallin
information

MMT gener
provided in t

alternati
receiving en

MMT genern
an alternati
location |
second locat

private e

private ¢
specific exte

10.3.8 MPI

ndicates the version of the PA table. The newer version obsoletes the information ‘i

r].dicates the length of the PA table in bytes, counting from the beginning ofithe next fi

of the PA table. The value “0” is not valid for this field.

| tables - indicates the number of signalling tables whose information is provided i

g information table id -indicates the ID of a signalling table whose informat
his PA table.

g information table version - indicates the version of a signalling table v
is provided in this PA table.

h]l location info - provides the locationvof a signalling table whose informat
his PA table. Syntax and semantics of MMT général location infoaredefinedinl

ve location flag - if this flag is setito “1”, an alternative address from where an
[ity can get the information table is provided.

al location info alternative location provides the informatio
ve address from where an, MMT receiving entity can get the signalling table.
type from “0x07” to “0x0OB” shall be used in MMT general location info
jon.

xtension flag —dfthis flagis “1”, the private extension is present.

xtension - alsyntax element group serving as a container for proprietary or applic
nsions.

table

h any
bld to
n this
ion is
Yhose
on is

MMT

n of
Only
for a

ition-

10.3.8.1 General

An MPI table carries a complete or a subset of a presentation information document. In case of a subset
of a presentation information document, MPI tables for each subset are delivered in separate messages.

10.3.8.2 Sy

ntax

The syntax of the MPI table is defined in Table 27.
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Table 27 — MPI table syntax

Syntax Value No. of bits | Mnemonic
MPI table () {
table id 8 uimsbf
version 8 uimsbf
length N1 16 uimsbf
reserved “1111” 4 bslbf
PI mode 2 uimsbf
reserved ‘11" 2 bslbf

MPIT descriptors ({
MPIT descriptors_length N2 16 uimsbf
for (i=0; i<N2; i++) {

MPIT descriptors_byte 8 uimsbf

BI_content count N3 8 uimsbf
flor (1 =0; 1i<N3; i++) {

PI content type {

PI_content type length N4 8 uimsbf
for (3=0; j<N4; Jj++) {
PI_content type length, byte 8 uimsbf
}
}
PI_content name length N5 8 uimsbf
for (3j=0; J<N5; J++) {
PI_content_ name _byte 8 uimsbf

}

PI content descripfors {

PI_content, descriptors_length N6 16 uimsbf
for (=0} i<N6; i++) {
PI_contnent descriptors_byte 8 uimsbf
}
}
PI content length N7 16 uimsbf
for (3J=0; J<N7; J++) {
PI_content byte 8 uimsbf

10.3.8.3 Semantics

table id - indicates the identifier of the MPI table. A complete presentation information document
and each subset of a presentation information document shall have distinct table identifiers. The
processing order of subsets of a presentation information (PI) document is specified by this information.
Since the table id values are assigned contiguously, the PI subset number can be deduced from this
field, i.e. the PI subset number equals this field minus the table id of the base MPI table. The number
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» o«
~

0 indicates base PI and the numbers “1
meaning since it indicates a complete PI.

14” indicate the subset of PI. The number “15” has a special

version - indicates the version of the MPI table. The newer version overrides the older one as soon as
itis received if table id indicates a complete MP], if subset 0 MPI has the same version value as this
field (when PI mode is“1”), orifall MPIs with the lower-subset number have the same version value as
this field (when PI mode is “0”), or if processing of the MPIs are independent (when PI mode is “2”).
If subset 0 MPI table has a newer version, all PIs with higher subset numbers up to 14 previously stored
within an MMT receiving entity are treated as outdated except for the independent mode. When the PI
subset number is not 0 and PI mode is “1”, the contents of the MPI table with a version different from
that of subset 0 PI stored in an MMT receiving entity shall be 1gnored Also when the PI subset number
is not 0 and s~
subset PIs stfored in an MMT receiving entity shall be ignored. It shall be modulo-256 incremented per
version charlge.

length - indicates the length of the MPI table in bytes, counting from the beginning of the next field to
the last byte|of the MPI table. The value “0” is not valid for this field.

PI mode - indicates the mode of a PI subset processing. In
“sequentigl order processing mode” and with a non-zero stubset number of| this
P, an MMT receiving entity shall receive all Pls with lower subset’numbers that have the
same versiqn as this Pl before it processes this PI. For example)'an MMT receiving eéntity
cannot progess subset-3 PI, if it has not received subset-2 Pl)with the same versiopn. In
“order irfelevant processing mode” and with the layer number of this MMT-PI
set to non-zero, an MMT receiving entity should process asPlHright after it receives the [PI as
long as the|subset 0 PI stored in an MMT receiving entityyhas the same version as this PI. In
“independ¢nt processing mode”, versions of each subset of Pls are managed individually.
Fragmented|PI is adapted in this mode. The value of PT jmode is specified in Table 28.

Table 28 — Value of PI_mode

Value Description
DO “sequential_order_processing_mode”
D1 “order_irrelevant_precessing_mode”
10 “independent_procéssing_mode”
11 Reserved

MPIT desdriptors length™ indicates the length of the MPIT descriptors syntax loop. The lgngth
is counted fitom the next field to the end of the MPIT descriptors syntax loop. Several descriptors that
include inforymation on the whole MPIT can be inserted in this syntax loop.

MPIT desdriptosis) byte -abyteinthe MPIT descriptors syntax loop.

PI_contenlt /gount - indicates the number of PI contents delivered in this MPI table.

PI content type length - indicates the length of the content type of this PI content excluding
the terminating null character. The content type shall be one of the MIME media types registered at the
IANA website, i.e. http://www.iana.org/assignments/media-types.

PI content type byte - a byte in the content type string of this PI content excluding the
terminating null character.

PI content name length -indicates the length of the name string of this PI content excluding the
terminating null character.

PI content name byte -abyte in the name string of this PI content excluding the terminating null
character.
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PI content descriptors length - indicates the length of the PI content descriptors syntax
loop. The length is counted from the next field to the end of the PI content descriptors syntax loop.
Several descriptors that include information in the PI content can be inserted in this syntax loop.

PI content descriptors byte -abyte in the PI content descriptors syntax loop.

PI content length -indicates the length in bytes of this PI content.

PI content byte -a byte in this PI content.

10.3.9 MP table

10.3.p.1 General

A corpplete MP table has the information related to a Package including the list of-'all Ass
MP table has a portion of information from a complete MP table. In addition, MP table sub

minimum information required for Package consumption.

10.3.9.2 Syntax

The gyntax of the MP table is defined in Table 29.

Table 29 — MP table syntax

ets. A subset
set 0 has the

Syntax Value No. of bits | |Mnemonic
MP flable () {
table id 8 uimsbf
version 8 uimsbf
length 16 uimsbf
rgserved “11 1111”7 6 bslbf
ME table mode 2 bslbf
iff ((table id == 0x20)or (table id == 0x11)) {
MMT package id { N1
MMT package id_length 8 uimsbf
for (i=0; i<NiL; i++) |
MMT package id byte 8 uimsbf
}
}
MP tab¥e descriptors { N2
MP table descriptors length 16 uimsbf
for (i=0; i<N2; i++) {
MP_table descriptors byte 8 uimsbf
}
}
}
number of assets N3 8 uimsbf
for (i=0; 1i<N3; i++) {
Identifier mapping()
asset_type 32 char
reserved “1111 11”7 6 bslbf
default asset flag 1 bslbf
© ISO/IEC 2017 - All rights reserved 57


https://iecnorm.com/api/?name=94d7691c29a689f0baf7e898c40bd684

ISO/IEC 23008-1:2017(E)

Table 29 (continued)

Syntax Value No. of bits | Mnemonic
asset _clock _relation flag 1 bslbf
if (asset clock relation flag == 1) {

asset_clock relation_id 8 uimsbf
reserved “1111 111~ 7 bslbf
asset_timescale flag 1 bslbf
if (asset _time scale flag == 1) {
___asset timescale 32 nimsbf
}
}
assef location {
focation count N4 8 uimspf
For (i=0; 1i<N4; i++) {
MMT general location_info()
}
assef descriptors {
asset descriptors length N5 16 uimspf
For (J=0; J<N5; Jj++) |
asset_descriptors byte 8 uimspf
}
}
}

10.3.9.3 Semantics

table id 1 indicates the identifiet of the MP table. A complete MP table and each subset MP fables

shall use dif
this field. Si
deduced fro
base MP tab
“0” indicates
“15” has a sp

version -

ferent table identifiers. The subset number of the MP table is implicitly represent
nce the table idivalues are assigned contiguously, the MP table subset number c
m this field, i.ecthe’ MP table subset number equals this field minus the table id
e. The MP tablesubset number provides the subset number of this MP table. The n
the base/MP table and the numbers “1"~“14” indicate a subset of MP table. The n
ecial méaning since it indicates a complete MP table.

J

ndicates the version of the MP table. The newer version overrides the older one as sg

it has been i

eceived. If the MP table mode is not set to independent mode and a subset 0 MP

bd by
hn be
bf the
mber
mber

on as
table

with a newer version number is received, all MP table subsets with a higher subset number (excluding
complete MP tables) that were previously stored by the MMT receiving entity shall be treated as
outdated. When the MP table subset number is not “0” and MP_table mode is “01”, the contents of the
MP table subset with a version different from that of the subset 0 MP table stored by an MMT receiving
entity shall be ignored. Also, when the MP table subset number is not “0” and MP_table mode is “0”,
the contents of the MP table subset with a version different from that of lower-subset MP table subsets
stored by an MMT receiving entity shall be ignored. The version number wraps around after reaching
“255” and shall be incremented by one for every version change.

length - contains the length of the MP table in bytes, counting from the beginning of the next field to
the last byte of the MP table. The value “0” is not valid for this field.

MP table mode - indicates the mode of an MP table subset processing when the MP table subset

mechanismisused.In“sequential order processing mode”andwithanon-zerosubsetnumber
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of this MP table, an MMT receiving entity shall receive all MP table subsets with lower subset numbers
that have the same version as this MP table subset before it processes this MP table subset. For example,
an MMT receiving entity cannot process a subset-3 MP table ifithas not received a subset-2 MP table with
the same version. In “order irrelevant processing mode” and with the subset number of this
MP table subset set to non-zero, an MMT receiving entity should process an MP table subset right after it
receivesthe MP tablesubsetaslongasthesubset0 MPtablestoredinan MMTreceivingentity hasthe same
version as this MP table subset. In “independent processing mode”, the version of each MP table
subset is managed individually. The fragmented MP table, where each MP table subset is delivered
by one of multiple MMT sending entities, is adapted in this mode. The independent mode of subsets
of the MP table can be used for the multi-channel instantiation, i.e. MP table subsets from subset 0
MP table to subset-N MP table are assigned as logical channels from Ch “0” to Ch “N”. When an MPI
mesiﬁge carries both an MPI table subset and the associated MP table subset, the /I mode in
the NIPI table and the MP table mode in the MP table shall have the same value.'The value of
MP_ Hable mode is specified in Table 30.

Table 30 — Value of MP_table_mode

Value Description
00 “sequential_order_processing_mode”
01 “order_irrelevant_processing_mode”
10 “independent_processing_mode”
11 Reserved

MMT [package id - this field is a unique identifier of the/Package.

MMT [package id length - the length in bytes.ofitthe MMT package id string, gxcluding the
termjnating null character.

MMT [package id byte - a byte in the MMI\ package id. When the MMT package |id byteis
string, the terminating null character is notiincluded in the string.

assqt type - provides the type of-Asset. This is described in a four character code [“4CC”) type
registered in MPAREG (http://www.ip4ra.org).

MP flable descriptors - this field provides descriptors for the MP table.

MP Hable descriptogs.length - contains the length of the descriptor syntax loop. [The length is
counfed from the next field to the end of the descriptor syntax loop. Several descriptors cai be inserted
in this syntax loop.

MP flable des@riptors byte -one byte in the descriptors loop.

numier of\assets - provides the number of Assets whose information is provided by this MP table.

Identdfier mapping - provides information of identifier mapping as defined in 10}6.3.

asset clock relation flag-indicates whetheran Assetusesan NTP clock or other clock systems
as the clock reference. If this flag is “1”, asset clock relation id field is included. If this field is
“0”, the NTP clock is used for the Asset.

asset clock relation id - provides a clock relation identifier for the Asset. This field is used to
reference the clock relation delivered by a CRI descriptor () for the Asset. The value of this field is
one of the clock relation id values provided by the CRI descriptors (see 10.5.1).

asset timescale flag-indicates whether “asset timescale” information is provided or not. If
this flag is “1”, asset_timescale field is included and if this flag is set to “0”, asset timescaleis
90,000 (90 kHz).

location count - provides the number of location information for an Asset. Set to “1” when an Asset
is delivered through one location. When bulk delivery is achieved, in which MPUs contained in an Asset

© ISO/IEC 2017 - All rights reserved 59


http://www.mp4ra.org
https://iecnorm.com/api/?name=94d7691c29a689f0baf7e898c40bd684

ISO/IEC 23008-1:2017(E)

are delivered through multi-channels, not “1” is set. When one Asset is delivered over multiple locations,
an MMT receiving entity shall receive all MPUs of the Asset from all indicated locations.

asset timescale - provides information of time unit for all timestamps used for the Asset;
expressed in the number of units in one second.

MMT general location info for asset location - provides the location information of
the Asset. General location reference information for the Asset defined in 10.6.1 is used. Only the value
of location type between “0x00” and “0x06” shall be used for an Asset location.

asset descriptors length -the number of bytes counted from the beginning of the next field to
the end of the Asset descriptors syntax loop.

asset descriptors byte - specifies a byte in Asset descriptors.

default alsset flag-indicates whether an Asset is marked as a default asset or not. In caSe anfasset
is marked a$ a default asset, the MPU timestamp descriptor should be present for the corresponding
timed asset.[If this flag is “0”, the asset is marked as a default asset.

10.3.10 CRI|table

10.3.10.1 General

The CRI table defined in Table 31 is delivered by the CRI message: Also, it may be delivered by a PA
message.

10.3.10.2 Syntax

The syntax gf the CRI table is defined in Table 31. A CRI table may include multiple CRI descriptor§ (see
10.5.1).

Table 31 <<CRI table syntax

Syntax Value No. of bits Mnemoni¢
CRI table| () {
table jid 8 uimsbf
version 8 uimsbf
length 16 uimsbf
number|of CRI descriptor N1 8 uimsbf
for (if0; 1<N1i/i++) |
CRI descriptor() 152 uimsbf
}
}

10.3.10.3 Semantics
table id-indicates the table identifier of the CRI table.

version - indicates the version of the CRI table. The newer version overrides the older one as soon as
itis received.

length - indicates the length of the CRI table counted in bytes starting from the beginning of the
next field to the last byte of the CRI table. The value “0” is not valid for this field. This value shall be a
multiple of 19.

number of CRI descriptor -indicates the number of CRI descriptor.
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CRI descriptor ()-a CRIdescriptor as defined in 10.5.1.
10.3.11 DCI table

10.3.11.1 General

ISO/IEC 23008-1:2017(E)

The DCI table contains information on required device capabilities for the consumption of the Package.
Depending on the MIME type of the Asset, a different set of information may be provided to support
the delivery and consumption of the Package. This document differentiates between video, audio and

download (applicable to non-timed data) MIME types.

10.3.11.2 Syntax
The gyntax of DCI table is defined in Table 32.
Table 32 — DCI table syntax
Syntax Value No. of bits || Mnemonic
DCI |table () {
table id 8 uimsbf
Yersion 8 uimsbf
length 16 uimsbf
number of assets N1 8 uimsbf
for (i=0; i<N1; i++) {
asset_1id()
mime type ()
reserved “111 1111”7 7 bslbf
codec_complexity flag 1 bslbf
if (codec complexity flag == 1) {
if (top level mime type == video) {
video codec complexity {
video average bitrate 16 uimsbf
video maximum bitrate 16 uimsbf
horizontal resolution 16 uimsbf
vertical resolution 16 uimsbf
temporal resolution 8 uimsbf
video minimum buffer size 16 uimsbf
}
I else if (top level mime type ==
audio) {
audio codec complexity {
audio_average bitrate 16 uimsbf
audio maximum bitrate 16 uimsbf
audio minimum buffer size 16 uimsbf
}
}
}
else {
download capability {
required_storage 32 uimsbf
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Table 32 (continued)

Syntax Value No. of bits

Mnemonic

10.3.11.3

Semantics

table id-A

version -1
the DCI table

length - indicates the length of the DCI table in bytes, counting from the beginningefthe next fi

the last byte
number Of
asset idHA

top level
mime type

codec_ com
video cod
video ave

video majy
whole Asset

horizontal
vertical |
temporal |

video mimn
be available

audio_ cod

audio_ ave

T 1 -1 s L £l haWal] 11
HHIUICAUCS UIIC TUCIILITICT O LIS DUTL LdDIC,

ndicates the version of the DCI table. The newer version overrides the older oneas'sg
is received.

of the DCI table. The value “0” is not valid for this field.
| assets - indicates the number of Assets.
provides the identifier of the Asset as defined in 10.6.2.

| mime type - indicates the media type part of the/MIME type as given i
() syntax element. MIME types are defined in RFC 2046;

plexity flag - ifthis flagis “1”, codec complexity)information is provided.
ec complexity -indicates the complexity the video decoder has to deal with.

rage bitrate -indicates the average bitpate of the video in kilo-bit/s for the whole /

1 resolution -indicates the-horizontal resolution of the video in pixels.
resolution - indicatesthe vertical resolution of the video in pixels.
resolution -indicates the average temporal resolution of the video in frames per se

imum buffexy” $ize - indicates the minimum size of video decoder buffer that neg
in kilo-bytes.

ec compyexity - indicates the complexity the audio decoder has to deal with.

rade)bitrate - indicates the average bitrate in kilo-bit/s for the whole Asset.

oI as

cld to

1 the

\sset.

fimum bitrate - indicates the maximum bitrate of the video in kilo-bit/s for the

cond.

ds to

]

audio ma

i di oot ra-bikrata 13 1711 it [
TIaTCatcs TIT OTCT atCTIT KITO~ 0

3 oo + 4 Ao for o vay A +
T Oorcrace CHCTITarATIITT TC/ S TOT Tt vwioOTe 7SSt

audio minimum buffer size - indicates the minimum size of audio decoder buffer needs to be
processed in kilo-bytes.

download

required
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capability - indicates the required capability for download.

storage - indicates the size of storage in kilobytes required to download.
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10.3.12 SSWR message

10.3.12.1 General

The overall operation of downloadable DRM and CAS for MMT is described in Annex E. There are five
steps in Annex E. Among them, the message for the security software request is sent from a receiving
MMT entity to a downloadable DRM/CAS server. The message for DRM and CAS SW request is defined
in this subclause.

10.3.12.2 Syntax

The gyntax of SSWR message is defined in Table 33.

Table 33 — SSWR message syntax

Syntax Value Ne:of bits Mnemonic
SSWH message () {
message id 16 uimsbf
version 8 uimsbf
length 16 uimsbf
nessage payload {
token ID { uimsbf
token ID URI length N1 8 bslbf
for (i=0; 1i<N1l; 1i++) {
token ID URI byte 8
} uimsbf
Number of deviceID N2 8 uimsbf
for (i=0; 1<N2; 1i++) {
device ID { uimsbf
deviceID length N3 8
for (J=0,03KN3; Jj++) {
deviceID byte 8
} uimsbf
}
} uimsbf

tokeIssure ID {

tokenIssuer ID URI length N4 8
for (i=0; 1i<N4; i++) {
tokenTssuer—URI-bytes 8
} uimsbf
} 64
tokenIssueTime 64 uimsbf
tokenExpireTime
information table info ({ uimsbf
number of tables uimsbf
for (i=0; 1i<N5; i++) { N5 8
MMT signaling table id 8
MMT signaling table version 8
} uimsbf
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Table 33 (continued)

Syntax Value No. of bits

Mnemonic

uimsbf
umisbf

10.3.12.3

Semantics

message i

version - indicates the version of MMT signalling messages.

length -in

tokenID-i
by a trustabl

devicelID
consume As

tokenIssu
D-DRM/D-C

tokenIssuy
will be used

tokenExpi
format will I

MMT signa

descripted bly downloaded DRM or CAS.

10.3.13 LS 1

10.3.13.1

The LS mess
This informad

d - indicates the type of MMT signalling messages.

dicates the length of MMT signalling messages. The value “0” is never used-for this fie

Hentification of a Token and is provided by the Token Provider. The Taken should be pro
e entity. It has sub-elements of Device ID, Token Issuer ID, Issue Tiime and Expire Time

- provides the identification of device(s) under the Token=If the MMT client war
et/Package of two different devices, then multiple DevicedDs’should be provided.

reID - identification of trust entity that issues a ToKen. This field is to be used b
AS server to verify the validity of the Token.

eTime - atime at which the Token is issued. Theunit of this field is second. The NTC fq

reTime - a time at which the Token isexpired. The unit of this field is second. The
e used.

1ling table info - provides-the information of MPT related to Package/Asset

nessage

General

age carries the-license information targeted to a specific receiver or group of rece
tion is delivered to receivers that do not have a return channel.

Id.
vided

Its to

y the

rmat

NTC

to be

ivers.
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10.3.13.2 Syntax

The syntax of LS message is defined as follows in Table 34:

Table 34 — LS message syntax

Syntax Value No. of bits Mnemonic
LS message () {
message_id 16 uimsbf
version 8 uimsbf
Jength 32 imsbf

message payload ({

system id 16*8 imsbf
number of licenses N1 32 imsbf
for (1=0; i<N1;i++) {
license _message hash length N2 8 imsbf
license _message hash 8*N2 imsbf
encrypted license data length N3 16 imsbf
encrypted license data 8*N3 imsbf

10.3.13.3 Semantics
mesdage 1id - indicates the identifier of the.PA messages.
verdion - indicates the version of the PA/messages.

lendth - a 32-bit field for conveyingthe length of the LS message in bytes, counting from the beginning
of thg next field to the last byte ofithe LS message. The value “0” is not valid for this field.

systlem_id - provides the UUID that uniquely identifies the DRM system.
numder of licenses'= providesthe number of licenses in the LS message.
licqgnse message~hash length - provides the length in bytes of the license message hash.

licgdnse message hash - the license message hash code is used to identify the tagget receiver
or grpup of-receivers for the enclosed license. The license message hash is generated by the content
decryptionmodule in the same way as the license server. The hash generation algorithm is|DRM system
specific:

encrypted license data length - provides the length of the encrypted license data.

encrypted license data - contains an encrypted license that corresponds to the license message
of which the hash value is included in this message. The license is encrypted using the certificate of the
targeted receiver or group of receivers.

10.3.14 LR message

10.3.14.1 General

The license revocation message is defined to allow the DRM system to provide a signal that it has
revoked the license for a user or group of users.
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10.3.14.2

Syntax

The syntax of the LR signalling message is defined in Table 35.

Table 35 — LR message syntax

Syntax Value No. of bits | Mnemonic
LS message () {
message_id 16 uimsbf
version 8 uimsbf
length 32 uimspf
messag¢ payload {
system| id 16*8 mimspf
number of licenses N1 32 uimspf
for (1=0; i<N1;i++) {
encrypted license challenge length N2 16 uimspf
encrypted license challenge 8*N2 uimspf
}
}
}

10.3.14.3

message ild

Semantics

- indicates the identifier of the LR messages:

version - indicates the version of the LR messages.

length-a]

2-bit field for conveying the length ofthe LR message in bytes, counting from the begi

of the next field to the last byte of the LR message. The value “0” is not valid for this field.

System id

number Of

encrypted license challé&nde length-providesthelength of the encrypted license chal

- provides the UUID that uniquely identifies the DRM system.

licenses - provides/the number of licenses in the LS message.

hning

enge.

encrypted license challenge - contains an encrypted license challenge. The license challenge

is encrypted

using the certificate of the targeted receiver or group of receivers.

10.3.15 Sl table

10.3.15.1

General

The security information table (SIT) provides the required security for the consumption of the Package.

10.3.15.2

Syntax

The syntax of the SIT is defined in Table 36.

Table 36 — SIT syntax

Syntax Value No. of bits | Mnemonic
SI table() {
table id 8 uimsbf
version 8 uimsbf
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Table 36 (continued)

Syntax Value No. of bits | Mnemonic
length 16 uimsbf
number of Security System N1
for (i=0; i<N1; i++) {

system id {
system id length N2 8 uimsbf
for (3=0; Jj<N2; j++) {
system id byte 8 uimsbf
}
}
systemProvider {
systemProvider URL length N3 8 uimsbf
for (i=0; 1i<N3; i++) {
URL byte 8 uimsbf
}
}
reserved “1111 111”7 7 bslbf
encryption flag 1 bslbf
if (encryption flag == 1) {
encAlgorithm {
encAlgorithm length N4 8 uimsbf
for (i=0; i<N4; i++) Af
encAlgorithm _byté 8 uimsbf
}
}
keySize {
keySize.length N5 8 uimsbf
for «(i=0; i<N5; i++) |
keySize byte 8 uimsbf
}
}
keyUrl {
key URL length N6 8 uimsbf
for (i=0; 1<N6; 1i++) {
URL byte 8 uimsbf
}
}
initializationVector {
initializationVector length N7 8 uimsbf
for (i=0; 1i<N7; i++) {
length byte 8 uimsbf
}
}
ivUrl {
iv_URL length N8 8 uimsbf
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Table 36 (continued)
Syntax Value No. of bits | Mnemonic
for (i=0; i<N8; i++) {
URL byte 8 uimsbf

keyUrlTemplate {

keyUrlTemplate length N9 8 uimsbf
for (i=0: J<NO: Jj++) {
length byte 8 uimgbf
}
}
ivUrlTemplate {
ivUrlTemplate length N10 8 uimgbf
for (1i=0; 1<N10; i++) {
length byte 8 uimgbf
}
}
reserved “1111 111”7 7 bslbf
authentication flag 1 bdﬂf
if (authentication flag == 1) {
digestUrl {
digest URL length N11 8 uimgbf
for (i=0; 1i<N11;:8+) {
URL byte 8 uimgbf
}
}
digestURLTemplate {
digestUrlTemplate length N12 8 uimgbf
for (i=0; 1<N12; i++) {
length byte 8 uimgbf
}
}
signatureUrl {
signature URL length N13 8 uimsbf
for (1=0; 1<N13; 1i++) {
URL byte 8 uimsbf

signatureURLTemplate {
signatureUrlTemplate length N14 8 uimsbf
for (i=0; i<N14; i++) {

length byte 8 uimsbf
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Table 36 (continued)
Syntax Value No. of bits | Mnemonic
signaturelLength {
signature length N15 8 uimsbf
for (i=0; 1<N15; i++) {
Length byte 8 uimsbf
}
}
signatureKevUrl {
signatureKey URL length N16 8 uimsbf
for (i=0; 1<N1l6; 1i++) {
URL byte 8 uimsbf
}
}
number of License N7
for (i=0; i<N17; i++) {
license Url ({
licenseUrl _length N18 8 uimsbf
for (3=0; j<N18; j++), {
URL byte 8 uimsbf
}
}
licenseURLTemplate {
lisenceUrlTemplate length N19 8 uimsbf
for (i=0301<N19; i++) {
length byte 8 uimsbf
}
¥
}
}
}
NOTE How 4specific DRM solution or CAS solution works with MMT is out of the scope.
10.3.15.3 Semantics
tablle—id —indicatesthe [D of SIT.

version - indicates a version of SIT. The newer version overrides the older one as soon as it has been
received.

length - provides the length of SIT counted in bytes starting from the next field to the last byte of the
SIT. The value “0” is never used for this field.

number of Security System - provides a DRM or CAS system that can process and handle the
content protection, access control and rights management.

systemId - provides a UUID-formatted opaque string for the system. This can also be used to encode
the type of the system.
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systemProvider - provides a URL location of a provider for the system. This can be used for
downloading and installing the system, when needed.

Encryptio

encAlgori

n - this optional element provides the information about encryption.

thm - provides the algorithm used for encryption.

keySize - provides the size of initialization vectors in bytes.

keyUrl - provides the URL for key derivation.

IV - provid

es the initialization vector.

ivUrl -pr
keyUrlTemn
ivUrlTemp
Authentic
digestUr]
digestUrl
signature

signature

signature vaflue.

signature
than the nor]

signature
License —{

licenseUn
specified wi

licenseUn
10.4 Signa

10.4.1 Gen

pbvides the URL for initialization vector derivation.

plate - provides the template for key URL generation.

late - provides the template for IV URL generation.

ation - this optional element gives the information required for authentication.
- provides the URL used for retrieving the digest value.

Template - provides the template for creating the URL used for retrieving the digest
Ur1l - provides the URL used for retrieving the signature‘value.

Ur1Template - provides the template for creating the URL used for retrievin

Length - provides the length of the signature: It shall appear only if the length is sh
mal output size of the signature algorithm:

keyUrl - provides the URL for the key used for the signature.
his optional element provides the-information to get the License.

1 - the license format can be.in some standard ones or be dependent on the system t|
h systemId of the System-element.

1Template - specifies the template for license URL generation.
lling messagés for Package delivery

bral

Signalling

NOTE

70

ralue.

o the

orter

hat is

essdges for delivery are HRBM message, ARQ configuration (AC) message, ARQ fee

AL-FEC message is defined in C.6.
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Figure 20 — Structure of the signalling messages for MMT delivery

2 Hypothetical receiver buffer model (HRBM) message

2.1 General

HRBM is described in Clause. T1. An HRBM message provides information or] end-to-end
mission delay and memory requirement to an MMT receiving entity for efficient pperation in
adcasting environment. As'the HRBM is applied per MMTP sub-flow, the MMT recgiving entity
ecognize the correspanding sub-flow for which it received HRBM information fthrough the
et id ofthe MMTP packet that carried the HRBM signalling message.

2.2 Syntax

yntax of the HRBM message is defined in Table 37.

Table 37 — HRBM message syntax

Syntax Values No. of bits | Mnemonic
HRBM message ( ) {
message_id 16 uimsbf
version 8 uimsbf
length 16 uimsbf
message payload{
max_buffer size 32 uimsbf
fixed end to_end delay 32 uimsbf
max_transmission delay 32 uimsbf
}
}
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10.4.2.3 Semantics

message id - indicates the identifier of the HRBM message.

version - version of the HRBM messages. An MMT receiving entity can use this field to check the

version of the received HRBM message.

length - length of the HRBM messages in bytes, counting from the first byte of the next field to the

last byte of the HRBM message. The value “0” is not valid for this field.

max_buffer size-providesinformation for the required maximum buffer size in bytes of MMT Assets.

fixed end [E0_end _delay - provides information for fixed _end to_end delay petwgeh the

sending entity and the receiving entity in millisecond.

max_transmission delay - provides information for the max transmission delay between

the sending ¢ntity and receiving entity in millisecond.

NOTE Fixed end-to-end delay is calculated by summing the max transmission delay and

FECprotecflion window time (refer to AL-FEC message in C.6).
10.4.3 Measurement configuration (MC) message

10.4.3.1 General

MC message$ are used for transport metrics measurement. It prevides the information on measurgment

metrics (e.g.|]a receiving entity buffer status, round trip delay,-NAM parameter), measurement conilition
such as a measurement starting time and a period and.ameéasurement report. The syntax of

message is shown in Table 38 and its semantics are described in 10.4.3.2.

10.4.3.2 Syhtax

The syntax df the MC message is defined in Tahl&-38.

Table 38 — MC message syntax

MC

Syntax Values No. of bits Mnemonhic
MC messageg () |
message id 16 uimsbf
versioh 8 uimsbif
length 16 uimsbf
messag¢ payload {
res¢rveéd “1111 11”7 6 bslb
meaiuremenq_mode 2 bslb
if (measurement mode !=11) {
if (measurement mode ==01) {
measurement start time 32 uimsbf
}else if (measurement mode ==10) {
measurement start condition()
}
measurement stop time 32 uimsbf
measurement period 32 uimsbf
measurement_report{
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Table 38 (continued)

Syntax Values No. of bits Mnemonic

server address{

MMT general location info ()
}
report_type 8 bslbf

10.4.3.3 Semantics
mesdage 1id - indicates the message ID. The length of this field is 16 bits.

verdion - indicates the version of the messages. The MMT receiving entity may check [whether the
versipn of the received message is new or not. The length of this fieldis 8 bits.

lendth - indicates the length of the messages in bytes, counting/from the beginning of thg next field to
the 1gst byte of the MC message. The value “0” shall not be used4or this field.

meagurement mode - indicates when the MMT receiving entity should start measurfng the item
indicpted by measurement item flag. Valid values foxthis field are described in Table 39.

Table 39 — Value of measurement_mode

Value Description
$0 Start measurement immediately and stop measurement at the appointed time
01 Start and stop measurement at'the appointed time
10 Start measurement at the measurement condition
| 1 Stop measurement immediately

meaqurement start time)-indicatesa UTC timein NTP format corresponding to the measurement
startftime. This field is the 32 bits MSB from the full resolution NTP timestamp.

meadurement starg’condition - indicates a specific condition which the MMT recpiving entity
starty a measurement. The example of specific condition is the receiver buffer status or the reception
channel status<The example of condition is given in Table 39.

stop fimé. This field is the 32 bits MSB from the full resolution NTP timestamp. The valjie “0x0000”
mearjsh\tiie MMT receiving entity measures periodically with the measurement p¢riod until
receiving the “immediately stop measurement” indication.

meaqurement stop time -indicates a UTC time in NTP format corresponding to the jﬁeasurement

measurement period - indicates how frequently the MMT receiving entity should measure the
item indicated by measurement item flag. The value “0x0000” means the MMT receiving entity
is to execute the measurement only once. Other values mean the period for measurement. The unit is
seconds.

measurement report - this field provides information for the measurement report. It has a server
address where the MMT receiving entity should send measurement results and a template to be used
for the measurement report.

server address - indicates the location of the server that receives transport data measurement
results. The syntax and semantics are the same of MMT general location info thatis defined
in 10.6.1.
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report type -indicates the type of measurement report request as shown in Table 40.

Table 40 — Value of report_type field

Value Description
0000 0000 reporttypeis reception quality feedback
0000 0001 report type isNAM feedback
0000 0010 reporttypeis reception quality feedbackand NAM feedback
00000011 ~ 1111 1111 |reserved for future use

10.4.4 AR(] configuration (AC) message

10.4.4.1 General

ARQ configujration information, which includes the policy to be adopted by the MMT sending entitly and

MMT receiving entity in the event of packet loss, shall be transmitted at the beginning of a session as
the ARQ conlfiguration (AC) message from the transmitting MMT sending entity)te’the MMT recgiving
entity either{in-band or out-of-band. The syntax for AC message is shown in Table"41.
10.4.4.2 Syptax
The syntax df the AC message is defined in Table 41.
Table 41 — AC message syntax
Syntax Values No. of bits Mnemonjc
AC messag¢ ()
message| id 16 uimsbf
version 8 uimsbf|
length 16 uimsbf
message|payload{
flow_label flag 1 bslbf
if (floy label flag == 1) ({
fb_flow_label 7 uimsbf|
} elge |
reserved “1111 111”7 7 bslbf
}
delay constrained ARQ flag 1 bslbf
numbE'_Of ? packet_id N1 7 uimsbf|
for (1=R% {1<NT; i44) ¢
packet_id 16 uimsbf
rtx window_timeout 32 uimsbf
}
arq_server_ address{
MMT general location info()
}
}
}
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4.3 Semantics

message 1id -indicates AC message ID. The length of this field is 16 bits.

-1:2017(E)

version - indicates the version of AC messages. The MMT receiving entity may check whether the
received message is new or not. The length of this field is 8 bits.

length - indicates the length of AC messages. The length of this field is 16 bits. It indicates the length
of the AC message counted in bytes starting from the next field to the last byte of the AC message. The
value “0” shall not be used.

flow label flag - indicates whether fb flow label exists. If the value is set to 1, the value

of rt

fb 1]
The {
path.

deld
const

numpg

rtx |
an M
certal
recei
the M

arq_
the Al

NOTE

x flow label parameter is present.

ow label -indicates the flow label to be used when the MMT receiving entity sends an
low label will be allocated to guarantee higher priority for the AF message.'along
This parameter will be presented only if the value of flow label flag parameter is sq

y _constrained ARQ flag - when set to “1”, this flag indicates that-the server su
rained ARQ.

er of packet id-indicatesthe number of packetid thathaslost packets.

window timeout -indicatesthe retransmitwindow time¢out. An MMT sending ent
MTP packet in buffer until the timeout, and thus available for retransmission. The t
in MMTP packet starts when the MMT sending entity’sends the MMTP packet. Th
/ing entity can infer whether the MMTP packet is‘ayailable by referencing the times
MTP packet header. The unit is milliseconds.

server address - indicates address of<sérvers to which the MMT receiving ent
F message to request lost MMTP packets.

The location_type of MMT general® location info () will be restricted to 0x01, 0

for sifplicity.

10.4.

10.4.

In th

5 ARQ feedback (AF) message

5.1 General

e event of packetloss, this loss is detected by the MMT receiving entity. An ARQ fe

AF message.
the delivery
tto 1.

pports delay

ity will keep
imeout for a
s, the MMT
famp field in

ity can send

x02 and 0x05

edback (AF)

messpge is generated according to the information of the AC message and then transmitted to the MMT
sending entity. When the MMT receiving entity detects that one or more packets have been|lost, it forms
a mask of up t6,255 bytes where each bit in a byte corresponds to a sequence number df lost MMTP
packets. This\allows the AF message to report up to 255x8 lost packets in one AF messagg. The syntax
for tHe AFmessage is shown in Table 42.
The method of packet loss detection is outside the scope of this document
10.4.5.2 Syntax
The syntax of the AF message is defined in Table 42.
Table 42 — AF message syntax
Syntax Values | No.ofbits | Mnemonic

AF message () |

message id 16 uimsbf

version 8 uimsbf

length 16 uimsbf
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Table 42 (continued)

Syntax Values | No.ofbits | Mnemonic
message payload ({
reserved ‘11111 5 uimsbf
argument_type 1 bslbf
delay constrained ARQ mode 2 uimsbf
if (argument type == 0) {
if (delay constrained ARQ mode == 01) {
ARQ feedback timestamp 32 nimsbf
}
if] (delay constrained ARQ mode == 10) {
propagation delay 32 uimsbf
}
pa¢ket counter 32 uimshf
masklength N1 8 uhnSIf

if] (delay constrained ARQ mode ==01) {

arrival deadline 16 uimsbf

for (1=0; i<N1; i++) {

mask_byte 8 uimsbf
}
}
if (argument type == 1) {
reéserved ‘1 1 bslbf
nymber of packet id N2 7 uimsbf
if (delay constrained ARQ mode == 01) {
ARQ feedback timestamp 32 uimsbf
}
if] (delay constrained ARQ mode == 10) {
propagation—delay 32 uimsbf

fofr (1=0; i<y i++) {

packet id 16 uimsbf
packet sequence number 32 uimsbf
masklength N3 8 uimsbf
1f (delay constrained ARQ mode == 0I) {

arrival deadline 16 uimsbf

}
for (§=0; J<N3; J++){
mask_byte 8 uimsbf
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10.4.5.3 Semantics
message 1id -indicates AF message ID. The length of this field is 16 bits.

version - indicates the version of AF messages. The MMT receiving entity may check whether the
received message is new or not. The length of this field is 8 bits.

length - indicates the length of AF messages. The length of this field is 16 bits. It indicates the length
of the AF message counted in bytes starting from the next field to the last byte of the AF message. The
value “0” shall not be used.

argument type - indicates the type of argument the MMT receiving entity is using when requesting
the Idst packets to the server. Valid values for this field are described in Table 43.

Table 43 — Value of argument_type

Value Description

Packet counter based ARQ. The MMT receiving entity sends'the AF
message with packet counter.

Packet sequence number based ARQ. The MMT receiving entity sends the
AF message with packet idand packet sequérice number.

delgy constrained ARQ mode - indicates the type of deldy,constrained ARQ. Valid values for this
field pre described in Table 44.

Table 44 — Value of delay_constrained_ARQ_mode

Value Description

No time constrained ARQ. The ARQ server does not need to consider any

00 delay constraints when,fetransmitting the lost packets for this request.

Playout-time constrained ARQ. The MMT receiving entity sends the AF
01 message, with ARQ.feedback timestampand arrival deadline,to
help the server décide whether to retransmit or not.

Delivery-time constrained ARQ. The MMT receiving entity sends the AF
10 message; With propagation delay only, to help the server decide
whethér to retransmit or not.

11 Reserved for future use.

numfer of packet4d - indicates the number of packet id that has lost packets.
delgy constra®ned ARQ flag - indicates the presentof arrival deadline field ifformation.

ARQ |feedbaek timestamp - indicates the NTP time at which the ARQ feedback is s¢nt from the
MMT]recé€ivying entity.

prOP St n deolossz r\rnh')n")flnn r‘o]qxr Fnr f]‘\o ]\/”\/[T par‘]!of fr\ arrnro af‘ fhn ]\/”\/I'T' rec IVlng entlty

SHgS eSSy prope
The MMT receiving entity calculates the propagatlon delay by the subtracting the NTP time
at the delivery instant of a MMT packet from the NTP time at the arrival instant of the MMT packet.
The propagation delay can be an average result of a propagation delay measured within the
measurement duration.

packet id - this field is the integer value assigned to each Asset to distinguish packets of one Asset
from another. Separate values will be assigned to signalling messages and FEC parity flows.

packet sequence number - corresponds to the packet sequence number of the first packet
indicated by the mask byte that is identified as having been detected to be lost and hence requiring
re-transmission.

masklength - indicates the length of the data behind the mask in bytes.
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arrival deadline - indicates the deadline by which the retransmitted packet for the first lost
packet should arrive at the MMT receiving entity for timely processing. This parameter represents the

time increment from the ARQ feedback timestamp. The first 8 bits represents integer partand the
last 8 bits represents fractional part.

mask byte - mask field, each bit corresponds to a MMTP packet. If the packet behind the packet with
packet idis lost, then the corresponding bit will be set to “1”.

10.4.6 Reception quality feedback (RQF) message

10.4.6.1 General

An MMT recgiving entity can send the reception quality feedback to the MMT sending entity te infform
the receptiopn quality of the received MMTP packet flow by using RQF messages. An MM{[“recgiving
entity needs|to keep track of reception quality per MMT sending entity.

MMT TF,S(/) T
sending

T
entity { . . |
! Reception quality |
! feedback :
l Delay 1,47, |
- |
T.i} |MMTP packet (i) !
| 1
| |
| |
| |
| |
| |
MMT : l
feceiving i | l :
entity | Delay1 | i Delay2 |
| |

|
|

|
, I
TER(// T |
|

Delay1=T_.[i) - T, (i)

Figure 21 — Round trip time (RTT) calculation

An MMT recetvimgemntity provides imformation i tirefeedback toattow the M T semdingentity to
calculate the round trip time (RTT) and the process is as shown in Figure 21. In Figure 21, Delay 1 is
the delivery time of the MMTP packet from the MMT sending entity to the MMT receiving entity. Delay
1 is calculated by the subtracting Tgs(i) (NTP time at delivery instant of i-th MMTP packet) from Tg,r(i)
(NTP time at arrival instant of i-th MMTP packet). The Delay 2 is the delivery time for the MMTP packet
from the MMT receiving entity to the MMT sending entity. The Delay 2 is calculated by subtracting Tg r
(NTP time at delivery instant of the feedback report, i.e. feedback timestamp) from the Tgs (NTP

time at arrival instant of the feedback report). Thus, the MMT sending entity can calculate the RTT by
adding Delay 1 and Delay 2.

10.4.6.2 Syntax

The syntax of the RQF message is defined in Table 45.
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Table 45 — RQF message syntax

Syntax Values No. of bits Mnemonic
RQF message ( ) {
message id 16
version 8
length 16
message payload { unsigned short
packet loss ratio 8 unsigned char
dinter arrival jitter 32 unsigned integer
max_transmission_delay 32 unsigned integer
min_ transmission delay 32 unsigned integer
RTT parameter( ) {
propagation_delay 32 unsigned integer
feedback timestamp 32 unsigned integer
}
}
}

10.4.6.3 Semantics
mesdage id - identifier of the RQF message. The length of this field is 16 bits.

verdion - version of the RQF message. An MMT, receiving entity can use this field to check the version
of a received message. The length of this field is-8 bits.

lendth - length of the RQF in bytes, counting from the first byte of the next field to the last byte of the
RQF message. The length of this field is.16,bits and the value “0” is not valid for this field.

paclet loss ratio - ratio between the number of lost MMTP packets and the tptal number
of trgnsmitted packets. This value is equivalent to taking the integer part after multiplying the loss
fractjon by 256. The packet:déss ratio is a result measured within the measurempnt duration
which can be calculated between measurement start time and measurement stpp time or
can be provided by average bitrate period.

intqr arrival jipter - deviation of the difference in packet spacing at the MMT receiving
entity compared_with the MMT sending entity for a pair of packets, measured in timestamp units. It
can Qe estimatéd based on the time difference between the arrivals of adjacent MMTP packets. The
intdr arxivael jitter is an average result measured within the measurement duration which
can He calculated between measurement start time and measurement stop time or can be
provided by average bitrate period.

RTT_parameter - parameter used for calculating the round trip time (RTT). RTT is the length of time
required for the MMTP packet to be sent and the length of time it takes for an acknowledgement to be
received. When computing the RTT, the MMT sending entity records the time when the feedback is
received. RTT is calculated by subtracting the feedback timestamp from the recorded time and
adding the propagation delay.

propagation delay - propagation delay for the MMTP packet to arrive at the MMT receiving entity.
The MMT receiving entity calculates the propagation delay by the subtracting the NTP time at
the delivery instant of an MMTP packet from the NTP time at the arrival instant of the MMTP packet.
The propagation delay can be an average result of a propagation delay measured within the
measurement duration.
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feedback timestamp - NTP time at which the feedback is sent from the MMT receiving entity.
This parameter is used to measure the propagation delay from the MMT receiving entity to the MMT
sending entity.

max transmission delay - the maximum transmission delay for the MMTP packet to arrive at
the MMT receiving entity. The MMT receiving entity calculates the transmission delay by subtracting
the NTP time at the delivery instant of a MMTP packet from the NTP time at the arrival instant of the
MMTP packet. The max transmission delay isthe maximum transmission delay measured
within the measurement duration.

min transmission delay - the minimum transmission delay for the MMTP packet to arrive at the
MMT receiv ng ohh'fy The MMT rnr‘niwing ohh'fy calculates the transmission Hn]ay ]‘\y cnhfrar‘h'rg the
NTP time at the delivery instant of a MMTP packet from the NTP time at the arrival instant of the MMTP
packet. The jnin transmission delay is the minimum transmission delay measured within
the measurgment duration.

10.4.7 NAM feedback (NAMF) message

10.4.7.1 Syptax
The syntax qf the NAM feedback is defined in Table 46.

Table 46 — NAM_Feedback message syntax

Syntax Values No. of bits Mnemonid
NAMF messgge () {
message id 16 unsigned shdrt
versipn 8 unsigned char
length 16 unsigned shdrt
extengion {
NAM flag 1 unsigned integer
reserved 111 1111 7 unsigned integer
}
messa¢ge payload ({
if(NAM flag == 0) ¢
CLI id 8 unsigned integer
relative .available bitrate 8 float
relative buffer fullness 8 float
relative peak bitrate 8 float
average bitrate period 16 unsigned integer
leurrent—delay 32 Hoat
generation_time 32 float
BER 32 float
}
else if (NAM flag == 1) {
CLI id 8 unsigned integer
available bitrate 32 float
buffer fullness 32 float
peak bitrate 32 float
current delay 32 float
average bitrate period 16 unsigned interger
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Table 46 (continued)

Syntax Values No. of bits Mnemonic
SDU_size 32 unsigned integer
SDU _loss_ratio 8 unsigned integer
generation time 32 float
BER 32 float

10.4
mess

verd
recei

lendth -

lengt
NAM

NAM |
infor

CLT |

relsg
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rels
NAM

relsg
and t

avail
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prota

buff
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can a

J7.2 Semantics

age id -indicates the NAMF message ID. The length of this field is 16 bits.

ion - indicates the version of NAMF messages. The MMT receiving entity may check
yed message is new or not. The length of this field is 8 bits.

indicates the length of NAMF messages. The length of thisfield is 16 bits. It i
h of the NAM feedback message counted in bytes starting frem, the next field to the la
Feedback message. The value “0” shall not be used.

flag - indicates whether the NAMF message contains@psolute NAM information or {

id -is an arbitrary integer number to identify. this NAM among the underlying netw

tive available bitrate - the available bitrate change ratio (%) between the (
mation and the previous NAM informatidh:.

information and the previous NAM information.

tive peak bitrate -thepeakbitrate change ratio (%) between the current NAM
he previous NAM informatieh.

lable bitrate =.is.the bitrate that the scheduler of the underlying network ca
e MMT stream. Thétavailable bitrate is expressed in kilobits per second. Over
cols of the underlying network is not included.

er fullndss the buffer is used to absorb excess
lable (bptrate.Thebuffer fullness isexpressed in bytes.

bitrate higher

bitrate - the peak bitrate is the maximum allowable bitrate that the underlyfi

mation. The value “1” should be set, if the NAMF message contains absolute NAM infor

whether the

ndicates the
5t byte of the

elative NAM
mation.

brk.
urrent NAM

tive buffer fullness -theremaining buffer fullness change ratio (%) between the current

information

n guarantee
head for the

than the

ing network
Dverhead for

ssign to the MMT stream. The peak bitrate is expressed in kilobits per second.

the p

otocols of the unaerlylng MetWOoTrK IS ot Inciuded:.

current delay - this parameter indicates the last hop transport delay. The current delay is
expressed in milliseconds.

average bitrate period - provides the period of time over which the average bitrate of
the input of the MMT procotol session that carries the MMTP packet shall be calculated. The
average bitrate periodisprovided in units of milliseconds.

SDU_size - Service data unit (SDU) is data unit in which the underlying network delivers the MMT
data. The SDU_size specifies the length of the SDU and is expressed in bits. Overhead for the protocols
of the underlying network is not included.
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SDU loss ratio - the SDU loss ratio is a fraction of SDUs lost or detected as errorneous.
Loss ratio of MMT packets can be calculated as a function of SDU loss ratio and SDU size.
The SDU loss_ ratioisexpressed in percentile.

generation time - the time when the parameters are generated. The generation time is

expressed in milliseconds.

BER - bit error rate obtained from the PHY or MAC layer. For BER from PHY layer, this value is presented
as a positive value. For BER from the MAC layer, this value is presented as a negative value which can be

used as an absolute value.

10.4.8 Low

et o D)

10.4.8.1 General

The LDC M4

that the dui
Extends Bo3
is used, the
time of th{
and th
paired samg

10.4.8.2 Sy

The syntax d

pssage provides information required to decode and present media data by the MMT
receiving enftity before it receives metadata such as movie fragment headers. This.m€ssage indjcates
ation of each sample is fixed as signalled by default samplefduration in [rack
¢ and the coding dependency structure is fixed across an Asset/’When this mefsage
value of decoding time of the first sample of MPU is smaller’than the presentation
p first sample of the MPU by the sum of base presehtation time offfset

p largest

value of

le composition time offset signis“l”

htax

f the low delay consumption message is defined in Table 47.

Table 47 — Low delay consumption message syntax

sample compogition time offset vplue

Syntax Values No. of bits Mnemg@nic
LDC_messafre ( ) {
message id 16 uimspf
versiof 8 uimspf
length 16 uimspf
messag¢ payload {
base| presentation \time offset 31 uimspf
codipg dependericy structure flag 1 bslbf
if (¢oding dependency structure flag == 1) {
period of-intra coded sample N1 8 uimspf
for 4»=0 ; 1<N1;i++){
sample composition time offset sign 1 bslhif
sample composition time offset value 31 uimsbf
}
}
}
}

10.4.8.3 Semantics

message id - indicates the identifier of the LDC message.

version - version of the LDC messages. An MMT receiving entity can use this field to check the version

of the received LDC message.
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length - length of the LDC messages in bytes, counting from the first byte of the next fie
byte of the LDC message. The value “0” is not valid for this field.
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Id to the last

base presentation time offset - provides information about the time difference between
decoding time and presentation time in microseconds. The presentation time of each sample shall
be greater than the decoding time with this value. This shall not include any difference between the

decoding time and presentation time of samples incurred due to reordering of decoded me

dia data.

coding dependency structure flag - provides an indication that the decoding order and
presentation order of samples are different from each other. If this flag is set to “0”, the decoding order
shall be same with the presentat1on order of samples lfthls flag is setto “17, the decodmg order shall be

in th S message for the cl1ent to calculate the appropr1ate decodmg t1me and presentat101
samplles.

perilod of intra coded sample - provides the number of samples between two in
coded samples.

samg
diffey

le composition time offset sign - provides the arithmeticsign of offset
ence between decoding time and composition time of sample.

le composition time offset value provides _the” value of the o
e difference between the decoding time and the,6omposition time. If t}
samdle composition time offset sign is “0”, then~the difference betweer
of composition time and the value of decoding time is de¢reased in microseconds. If
samdle composition time offset sign is “1’3¢hen the difference between {
complosition time and the value of decoding time is increased in microseconds.

10.4.9 HRBM removal message

10.4.9.1 General

RBM removal message provides:information on the management of the MMT de
depending on the operationmade of the client as specified in Clause 11. This mess
ation required to calculate-both the initial delay before starting the removal of d
de-capsulation buffer-and the rate of removing data from the MMTP de-capsulat
essage is signalled, the-lient shall choose one of operation modes with the maxim
size signalled by.this message to prevent overflow or underflow of the MMTP dg
. Depending on théymode chosen by the client, either a complete MPU, a movie fragme

be provided
h time of the

dependently

hdded to the

ffset added
le value of
the value
the value of
he value of

-capsulation
hge provides
hta from the
ion buffer. If
um required
-capsulation
nt or a single

MFU fs recovered and.the reconstructed data is forwarded to the upper layer such as the media engine.

10.4.p.2 Syntax

The gyntaxfor HRBM Removal message is defined in Table 48.

Table 48 — HRBM Removal message syntax

Syntax Values No. of bits Mnemonic
HRBM Removal message( ) {

message id 16 uimsbf
version 8 uimsbf
length 16 uimsbf
message payload {
number of operation modes 8 uimsbf
for (i=0; i<number of operation mode; i++) {

data _removal type 8 uimsbf
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Table 48 (continued)
Syntax Values No. of bits Mnemonic

max_decapsulation buffer size 32 uimsbf
}
buffer management valid 1 bslbf
reserved 7 uimsbf
}

}

10.4.9.3 Semantics
message ild - indicates the identifier of the HRBM Data Removal message.

version - Yersion of the HRBM Data Removal messages. An MMT receiving entity@dn use thig field
to check theversion of the received HRBM Data Removal message.

length - lgngth of the HRBM Data Removal messages in bytes, counting from the first byte ¢f the
next field to fhe last byte of the HRBM Data Removal message. The value/0%is not valid for this|field.

number of| operation modes - provides the number of operatiofi modes a client can chogse to
operate.

data remogval type - provides the information for the type of-Operation mode of client rempving
data reconsfiructed at the MMTP de-capsulation buffer defined it HRBM in Clause 11. For each m¢de, a
required buffer size is provided (see values in Table 49).

Table 49 — data_removal_type values

Valye Description
0x0p Reserved
0xO[L Client can remove complete MPUs (MPU mode)
0x0pR Client can remove complete movie fragments (movie fragment mode)
0x0B Client can remove'complete MFUs (MFU mode)
0x04 ~ [0x9F Reserved for'ISO use
0xAO0 ~PxFF Reserved, for private use

max decapsulation_buffer size - provides the information for the required maximum sjze of
the MMTP de-capsulation buffer in bytes of MMT Assets.

buffer mahagement valid - provides the information whether the buffer managgment
mechanism ¢lefined for an Asset is applied. If this flag is set to “0”, no restriction to both the initial |delay
before startjng'the removal of data from the MMTP de-capsulation buffer and the rate of rempving
data from the MMTP de-capsulation buffer are applied. Reconstructed data shall be available at the
MMTP de-capsulation buffer until the buffer becomes full. Reconstructed data shall be removed from
the oldest one according to the operation mode chosen by the client when the buffer is full to add newly-
recovered data. If this flag is set to “1”, appropriate information to calculate both the initial delay before
starting the removal of data from the MMTP de-capsulation buffer and the rate of removing data from
the MMTP de-capsulation buffer shall be carried in the media data based on external specification.

10.4.10ADC message

10.4.10.1 General

An ADC message carries information on ADC which defines QoS requirements and statistics
of Asset for delivery, and their associated QoE quality information in alignment with
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ISO/IEC 23001-10. Additional operating points can be derived from stream sub-representation via a new
sample group index structure. This is especially useful for low delay streaming applications
where quality can be traded for delay reduction. This information can be used by the MMT-aware
intermediate network entities for QoS-managed delivery of Assets. To provide more accurate
information, the MMT sending entity can update parameter values within ADC message and send it
periodically or aperiodically. ADC information delivery can be done both in per-Asset basis and per-
MPU basis considering its size.

10.4.10.2 Syntax

The syntax of the ADC message is defined in Table 50.

Table 50 — ADC message syntax

Syntax Value No. of bits Mhemonic
ADC |message () {
message id 16 himsbf
Version 8 himsbf
length 32 himsbf
nessage payload {
validity start time 32 himsbf
validity duration 32 1limsbf
ADC level flag 1 Boolean
flow_label flag 1 Hoolean
reserved 6 himsbf
if (ADC level flag == 1) {
MPU_sequence_number 32 hlimsbf
}
packet_id 16 himsbf
gos_descriptor{ himsbf
loss_tolerance 8 bslbf
jitter sensitivity 8 bslbf
class of service 1 BHoolean
biditection indicator 1 hoolean
reserved 6 bslbf
}
goe descriptor({
n_samples 16 himsbf
for (=0 T<Nt7—T++r—<
sample group index 16 uimsbf
}
spatial quality 16 uimsbf
temporal quality 16 uimsbf
aggregate rate 32 uimsbf
}
if (class_of service == 1)
bitstream descriptor vbr{
sustainable rate 16 uimsbf
buffer size 16 uimsbf
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Table 50 (continued)

Syntax Value No. of bits Mnemonic
peak_rate 16 uimsbf
max MFU size 8 uimsbf
mfu_period 8 uimsbf

lelse

bitstream descriptor cbr{
peak_rate 16 uimsbf
max=MEU=§j_z_e 8 nimsbf
mfu_period 8 uimsbf

}

If (flow label flag == 1) {
flow_label 7 uimsbf
reserved 1 uimsbf

}

}
}
10.4.10.3 Semantics

message i

version - indicates the version of the ADC messages.

length - 4
beginning of

validity |

validity |
from the v3
message is v

d - indicates the identifier of the ADC messages,

32-bit field for conveying the length .ef‘the ADC message in bytes, counting from the
the next field to the last byte of the ADCmessage. The value “0” is not valid for this figld.

start time -indicates the timewhen the updated ADC message starts to be valid if UTC.

period duration - indicates the validity period duration of the updated ADC me
lidity start time JjnCmilliseconds. The value of this parameter within this
alid until this duration(and the MANE does not need to capture the newer ADC me

ssage
ADC
ssage

necessarily.

ADC level| flag (1 big).# indicates whether included ADC information is for an Asset or for an
MPU. If set tp “0”, the ADGC sighalling message includes information for an Asset. If set to “1”, it indludes
ADC information for a single MPU.

flow label| flag ¥ bit) -indicates whether included flow label is used. If this flag is set fo “1”,
the flow lapel(information is used.

loss tolelrane indicatestherequiredloss-tolerance-of-the-Assetforthe-delivery—The-value of

loss_tolerance attribute is listed in Table 1

jitter sensitivity - indicates the required jitter level of the underlying delivery network for the
Asset delivery between end-to-end. The value of jitter sensitivity attribute is listed in Table 2.

class_of service - classifies the services in different classes and manages each type of bitstream
with a particular way. For example, MANE can manage each type of bitstream with a particular way.
This field indicates the type of bitstream attribute as listed in Table 3.

Bidirection indicator - if set to “1”, the bidirectional delivery is required. If set to “0”, the
bidirectional delivery is not required.
iS MlH’

bitstream descriptor vbr when class of service
“bitstream descriptor vbr”shallbeused for “Bitstream descriptorType”.
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bitstream_descriptor_cbr - when class of serviceis“0”,“bitstream descriptor cbr”shall
be used for “Bitstream descriptorType”.

n_samples - defines the samples associated with this particular operating point.

spatial quality - defines the spatial quality associated with samples that are conforming to the
ISOBMFF quality format. Examples are PSNR and MSE.

temporal quality - defines the temporal quality or distortion associated with samples that are

comp

uted from the ISOBMFF frame significance values.

aggregate rate - defines the bitrate associated with the operating point.
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10.5

Déscriptors

10.5.

10.5.

1 CRI descriptor

1.1 General

This subclause describes the descriptors and information related to signalling tables.

A CRI descriptor can be used to specify the relationship between the NTP timestamp and the MPEG-2
STC for synchronization purpose. The value of clock reference used by the Asset which is derived from
the MPEG-2 TS is specified in the clock relation id field.

CRI

descriptors are carried in a CRI table.
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10.5.1.2 Syntax

The syntax of the CRI _descriptor () is defined in Table 51.

Table 51 — CRI_descriptor() syntax

Syntax Value No. of bits Mnemonic
CRI descriptor() {
descriptor tag 16 uimsbf
descriptor length 16 uimsbf
clockrretatiomrid 8 miTrsbf
reseryed “111111” 6 uimsbf
STC sample 42 uimsbf
NTP_timestamp sample 64 uimsbf
}
10.5.1.3 Semantics
descriptor tag - atagvalue indicating the type of a descriptor.
descriptor length -indicates the length in bytes counting from the' next byte after this field fo the
last byte of the descriptor.
clock rellation id - theidentifier of a clock relation.
STC samplle - contains the MPEG-2 STC value~ that corresponds to the follgwing
NTP_ times|tamp sample. The sample value of STC is in42-bit format.
NTP_ times|tamp sample - the sample value of NTP timestamp that corresponds to the precpding
STC samplle.
10.5.2 MPU timestamp descriptor
10.5.2.1 General
This descripfor provides presentation time of the first AU of MPU in presentation order after appliqation
of any offset|such as the one provided by the “e1st” box. When presentation information (PI) is pr¢sent,
this descriptor shall be ignored.
10.5.2.2 Syptax
The syntax qf the MPU timestamp descriptor () is defined in Table 52.
Table 52 — MPU timestamp descriptor
Syntax Value No. of bits Mnemonic
MPU timestamp descriptor () {
descriptor tag 16 uimsbf
descriptor length N*12 8 uimsbf
for (i=0; 1i<N; i++) {
mpu_sequence number 32 uimsbf
mpu_presentation time 64 uimsbf
}
}
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10.5.2.3 Semantics
descriptor tag -atagvalue indicating the type of a descriptor.

descriptor length -indicates the length in bytes counting from the next byte after this field to the
last byte of the descriptor.

mpu_sequence number - indicates the sequence number of the MPU presented at a time given the
followingmpu presentation time.

mpu_presentation time -indicates the presentation time of the first AU in the designated MPU by
the 64-bit NTP time stamp format.

10.5.3 Dependency descriptor

10.5.3.1 General

For epch dependent Asset, a dependency descriptor as specified below shall be included| in the MPT,
within the syntax element asset descriptors specified in Table 53.

10.5.8.2 Syntax

The syntax of the Dependency descriptor () isdefined inTable 53.

Table 53 — Syntax of dependency déscriptor for layered media

Syntax Value No. of bits Mmnemonic
Depgqndency descriptor () {
descriptor tag 16 imsbf
descriptor length 16 S[limsbf
num_dependencies N1 8 imsbf
for (i =0 ; i < NL ; i#t ) {
asset_id()
}
}

10.5.3.3 Semantics
desdriptor &£ag - atag value indicating the type of this descriptor.

desdripter length -indicates the length in bytes counting from the next byte after thjs field to the
last byte efithe descriptor.

num dependencies = Indicates the murmber of COMpIenentary ASSets tire dependent Asset associated
with this descriptor depends on.

asset id - indicates the asset id as defined in 10.6.2 of another Asset on which the dependent
Asset associated with this descriptor depends. The order of the id-s provided in this descriptor is such
that the concatenation of MPUs as defined in 6.4 leads to a valid MPU and follows the media dependency
hierarchy:.
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10.5.4 GFDT descriptor

10.5.4.1 General
A GFDT descriptor contains one or more CodePoints describing association with a specific object and

object delivery properties. An MPT may contain a GFD descriptor for each Asset if the MPU(s) consisting
the Asset is/are delivered through GFD mode.

10.5.4.2 Syntax

The syntax of GFD descriptor is defined in Table 54 and the semantics of its syntax elements are

described in{9.3.3.2.2.
Table 54 — GFDT descriptor syntax
Syntax Value No. of bits Mnaemonic
GFD _fescriptor () {
scriptor tag 16 uimsbf
scriptor length 32 uimsbf
number of CodePoints N1 8 uimsbf
fpr (i=0; 1i<N1l; i++) {
value 8 uimsbf
fileDeliveryMode 2 bslbf
constantTransferLength flag 1 bslbf
outOfOrderSending flag 1 bslbf
FileTemplate flag 1 bslbf
startTOI flag 1 bslbf
endTOI flag 1 bslbf
EntityHeader flag 1 bslbf
maximumTransferLength 48 uimsbf
if (FileTemplate flagy== 1) {
FileTemplate length N2 8 uimsbf
for(j = 0; J&XMN2; j++)
FileTemplate byte 8 uimsbf
} else {
FileXlength N3 16 uimsbf
fox(j = 0; J < N3; Jj++)
File byte 8 uimsbf
ji
if (startTOI flag == 1)
startTOI uimsbf
if (endTOI flag == 1)
endTOI uimsbf
if (EntityHeader flag == 1) {
EntityHeader length N4 16 uimsbf
for(j = 0; j < N4; j++)
EntityHeader byte 8 uimsbf
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Syntax Value No. of bits

Mnemonic

10.5.4.3 Semantics

descriptor tag -atagvalue indicating the type of a descriptor.

desd
lastb

numpg
field

valy
reser

filel
deliv
head

cons
trans
maxi

outd
descr
The d

Fildg
If thi
descr

starn
start

endTl
endT

Enti
If this
descr

riptor length - specifies the length in bytes counting from the next byte afterth
yte of the descriptor.

er of CodePoints - specifies the number of CodePoints contained in this.GFD des
shall not be set to 0.

e - specifies the value of the CodePoint. The value shall be betweény1 and 255. T]
ved.

eliveryMode - specifies the file delivery mode according te-Table 18. If this fie
bred object is a regular file and if it is “2”, the delivered object'is an entity consisting
b1 and the file.

tantTransferLength flag - specifies if all objects-delivered by this CodePoint h
fer length. If this flag is set to “1”, all objects shall*have the transfer length as spe
mumTransferLength field. The default value is.0:

fOrderSending flag - specifies if an_outOfOrderSending attribute is included
iptor. If this flag is set to “1”, the outOfOrderSending attibute is included in this GF
efault value is 0.

Template flag - specifies if a file-template for this CodePoint is included in this GF
b flag is setto “1”, FileTemplate lengthand FileTemplate byte areinclude
iptor.

tTOI flag - specifies if g startTOl is included in this GFD descriptor. If this flag is
'Ol is included in this GFD descriptor.

OI flag - spegifies if an endTOlI is included in this GFD descriptor. If this flag is {
DI is included.in-this GFD descriptor.

tyHeadex “flag - specifies if an entity header for this CodePointis included in this GF
flagis'setto “1”, EntityHeader length andEntityHeader byte areinclude
iptor.

s field to the

criptor. This

e value O is
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of an entity
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cified in the

in this GFD
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D descriptor.
1 in this GFD
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with the CodePoint set in value field.

FileTemplate length - specifies the length in byte of the file template.

bet delivered

FileTemplate byte - specifies a byte in the file template (e.g. UTF-8, null terminated string).

startTOI - specifies the TOI of the first object that is delivered. The length of startTOI is varied
according to the length of the TOI field in the MMTP payload for GFD mode with the same CodePoint
value set in the value of this GFD descriptor.

endTOTI - specifies the TOI of the last object that is delivered. The length of endTOl is varied according
to the length of the TOI field in the MMTP payload for GFD mode with the same CodePoint value set in
the value of this GFD descriptor.
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EntityHeader length - specifies the length in byte of the entity-header.

EntityHeader byte - specifies a byte in the entity-header. An entity header specifies a full entity
header in the format as defined in IETF RFC 2616, 7.1. The entity-header applies for all objects that are
delivered with the value of this CodePoint.

10.5.5 SI descriptor

10.5.5.1 General

The SI descriptor is an asset descriptor that can be used by the MMT sender to provide information
ccesk. For

about the coFfenf encryption applied to the asset as part of DRM protection or conditional A E
content profection using common encryption, the contents of this descriptor are extracted ifro

“pssh” box {

10.5.5.2 Sy

The syntax d

hat is located as part of the MPU metadata.

hntax

f the SI descriptor is defined in Table 55.

Table 55 — SI descriptor syntax

the

Syntax Value No. of bits Mnemeonic
SI _descriptor () {
descriptor tag 16 uimspf
descriptor length 16 uimspf
security system count N1 8 uimspf
reserved “000 0000” 7 uimspf
system| provider url flag 1 bslbf
if (sygtem provider url flag) {
system provider url length N2 8 uimspf
for| (1i=0; 1i<N2; i++) {
fystem provider url byte 8 uimspf
}
}
for (if0;i<N1;i++) _{
system id 16*8 uimspf
kid| count N3 16 uimspf
for[(j=0;3<N3; j++) {
KID 16*8 uimspf
} |
data size N4 32 uimsbf
for (3=0; jJ<N4; j++) {
data 8 uimsbf
}
}
}

10.5.5.3 Semantics

descriptor tag - atagvalue indicating the type of a descriptor.

92
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descriptor length -indicates the length in bytes counting from the next byte after this field to the
last byte of the descriptor.

security system count - provides the number of DRM or CAS system information that can
process and handle the content protection, access control and rights management.

system provider url flag - indicates whether a URL location of a provider for the system is
provided or not. If this flag is set to “1”, a system provider URL is provided. This URL can be used for
downloading and installing the system, when needed.

system provider url length -provides the length of a system provider URL.

Syst
Syst
KID |
KID
datd

datd
10.6
10.6.

10.6.

An Ml
thep

10.6.
The s

em provider url byte -specifies a byte ina system provider URL.
em_id - provides the UUID that uniquely identifies the DRM system.

count - specifies the number of KID entries in the descriptor.

1 identifies a key that the data field applies to.

size - specifies the size in bytes of the data field.

- carries DRM system specific data.
Syntax element groups
1 MMT_general_location_info

1.1 General

IT general location info syntax'elementgroup is used to provide location inf
hyload of the described item.

1.2 Syntax

yntax of the MMT general)'location info is defined in Table 56.

Table 56 — MMT_general_location_info syntax

brmation for

Syntax Value No. of bits | [Mnemonic
MMT [general lo¢ation info () {
location{type 8 uimsbf
if (docation type == 0x00) {
packet  id 16 uimsbf
1N 1se if (location type == 0x01)
ipv4 src_addr 32 uimsbf
ipv4 dst_addr 32 uimsbf
dst_port 16 uimsbf
packet  id 16 uimsbf
} else if (location type == 0x02) {
ipvé src_addr 128 uimsbf
ipvé dst_addr 128 uimsbf
dst_port 16 uimsbf
packet  id 16 uimsbf
} else if (location type == 0x03) {
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Table 56 (continued)

Syntax Value No. of bits | Mnemonic
network_id 16 uimsbf
MPEG 2 transport stream id 16 uimsbf
reserved “111”7 3 bslbf
MPEG 2 PID 13 uimsbf

} else if (location type == 0x04) {
ipv6é src_addr 128 uimbsf
i ) .addr 128 uimhsf
dst port 16 uimbsf
reserved “111”7 3 bslbf
MPEG 2 PID 13 uimbsf
} els¢ if (location type == ‘0x05") {
URL length N1 8 uimspf
for (i=0; i<N1; 1i++) {
URL byte 8 char
}
} els¢ if (location type == ‘0x06") {
léngth N2 16 uimspf
for (1i=0;i<N2;1i++) {
byte 8 uimspf
}
} els¢ if (location type == ‘0x07") {
}
} els¢ if (location type == ‘0x08%) {
message _id 16 uimspf
} els¢ if (location type ==\10x09") {
packet id 16 uimspf
message id 16 uimspf
} els¢ if (location~type == ‘0x0A’") |
ipv4 src_addr 32 uimspf
ipv4 dst addr 32 uimspf
dst _port 16 uimspf
packet\id 16 uimspf
message id 16 uimspf
} else 1T (Iocation type == ‘0Ox0B”) |
ipvé src_addr 128 uimsbf
ipvé_dst addr 128 uimsbf
dst_port 16 uimsbf
packet_ id 16 uimsbf
message_id 16 uimsbf
} else if(location type == ‘0x0C’) {
ipv4 src _addr 32 uimbsf
ipv4 dst _addr 32 uimbsf
dst_port 16 uimbsf
reserved “1117 3 bslbf
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Syntax Value No. of bits

Mnemonic

MPEG 2 _PID 13

uimbsf

10.6.1.3 Semantics

location_ type - this field indicates the type of the location information as defined in Table 57.

Table 57 — Value of location_type
Value Description
0x00 An Asset in the same MMTP packet flow as the one that carries the data structure to which
thisMMT general location info () belongs
0x01 MMTP packet flow over UDP/IP (version 4)
0x02 MMTP packet flow over UDP/IP (version 6)
0x03 An elementary stream within an MPEG-2 TS in a broadCast network.
0x04 An elementary stream (ES) in an MPEG-2 TS over.the IP broadcast network
0x05 URL
0x06 Reserved for private location information
0x07 The same signalling message as the ong that carries the data structure to which this MMT _
general location info () belongs
0x08 Asignalling message delivered inthe same data path as the one that carries the data structure
to which thisMMT general kgcation info () belongs
0x09 A signalling message delivered in a data path in the same UDP/IP flow as the ong that carries
the data structure to which'this MMT general location info () belongs
0x0A A signalling message delivered in a data path in a UDP/IP (version 4) flow
0x0B A signalling message’delivered in a data path in a UDP/IP (version 6) flow
0x0C An elementarystream (ES) in an MPEG-2 TS over the IP v4 broadcast network
0x0D~0x9F Reserved forISO use
0kAO0~OxFF Reserved for private use
paclet id-pack€t’idinthe MMTP packet header (see 9.2).
ipv4 src addr= IP version 4 source address of an IP application data flow.
ipv4 dsteaddr - IP version 4 destination address of an IP application data flow.
dst |pb&i - destination port number of an IP application data flow.

ipvé src addr - IP version 6 source address of an IP application data flow.

ipve dst addr - IP version 6 destination address of an IP application data flow.

network id - broadcast network identifier that carries the MPEG-2 TS. This field is specific to the
broadcast system in use.

MPEG 2 transport stream id- MPEG-2 TS identifier.

MPEG 2 PID - PID of the MPEG-2 TS packet carrying the ES.

URL length -lengthin bytes of a URL. The terminating null (“0x00”) shall not be counted.

URL byte -abyte data in a URL. The terminating null (“0x00”) shall not be included.

© ISO/IEC 2017 - All rights reserved

95


https://iecnorm.com/api/?name=94d7691c29a689f0baf7e898c40bd684

ISO/IEC 23008-1:2017(E)

byte offset -abyte offset from the first byte of a file.

length - the length of the byte range in bytes.

message_ id- MMT signalling message identifier (see Table 62).

10.6.2 asset_id

10.6.2.1 General

An asset id syntax element group is used to provide an Asset identifier. If the “mmpu” box is present,

the values of-this SY frtax—etement grotp shaltetdentiecalto—theAssetidentifterof-thatbox—f not
present, the pssignment of Asset identification is outside the scope of this document.
10.6.2.2 Syptax
The syntax ¢f the asset idis defined in Table 58.
Table 58 — asset_id syntax
Syntax Value No. of bits Mnemonigc

asset 1id(]{

asset|id scheme 32 uimsbf

asset|id length N1 32 uimsbf

for (J=0; J<N1; J++) |

asset_id byte 8 uimsbf

}

}

10.6.2.3 Se
asset id |
asset id |
asset id |

10.6.3 Idern

10.6.3.1 G¢

mantics

neral

tifier mapping

scheme - provides the Asset ID scheme as defined in 7.3.3.
length - provides thedength in bytes of the asset _id.

byte - specifies abytein the asset id.

This syntax greup/element provides a mapping of the content identifier and an MMTP packet sub

The MMTP packet sub-flow is the subset of the packets of an MMTP packet flow that share the

Lflow.
same

packet id. The content identifier may be provided in different forms, such as an asset identifier, a
URL or a pattern.

10.6.3.2 Syntax

The syntax of the Identifier mapping () is defined in Table 59.
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Table 59 — Identifier_mapping

Syntax Value No. of bits | Mnemonic
Identifier mapping () {
identifier type 8 uimsbf
if (identifier type == 0x00) {
asset_id()
} else if (identifier type == 0x01) {
URL count N1 16 uimsbf
for (i=0:i<NT:i+4)
URL length[i] N2 16 uimsbf
for (3=0; J<N2; j++) {
URL byte[i] 8 uimsbf
}
}
} else if (identifier type == 0x02) {
regex _length N3 16 uimsbf
for (1=0;1<N3;i++) {
regex byte 8 uimsbf
}
} else if (identifier type == 0x03) {
representation_id length N4 16 uimsbf
for (i=0;i<N4;++) {
representation_id byte 8 uimsbf
}
} else {
private length N5 16 uimsbf

for (1i=0; 1<N5; i++ )N}

private byte 8 uimsbf

10.6.3.3 Semantics

iderjtifier type - provides the type of the identifier that is used for the mapping to the packet id.
The ljs€0f available identifier types is defined in Table 60.

Table 60 — Identifier types for identifier mapping

Value Description

0x00 The identifier of the content is provided as an Asset id as defined in 10.6.2.

The identifier of the content is provided as a list of URLs that are related together
0x01 and share the same packet id mapping. An example are DASH segments of the
same representation.

The identifier of the content is provided as RegEx string that is used to match one

0x02 or more URLs that identify files with the same packet id mapping.

The identifier of the content is provided as a DASH Representation@id as defined
in ISO/IEC 23009-1 to identify all DASH segments of the same representation.

0x04 ~ OxFF |This value range is reserved for private identifiers.

0x03
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URL_count - the URLis alist of URLs and this value indicates the number of URLs provided in this list.

URL lengt

h - the length in bytes of the following URL.

URL byte -a byte of the URL that is formatted as an UTF-8 character string.

regex_length - the identifier is provided as a regular expression that matches a set of URLs and this
field indicates the length of the RegEx string.

regex_byte -a byte of the RegEx string that is provided as a UTF-8 string.

representation id length - the identifier is provided as a DASH Representation@id and this

value indica
represent

private ]
private idenf

private Db

10.6.4 min

esthe fengthof the Represemntatiom@id string:

ifier in bytes.

vte - a byte of the private identifier.

e_type

10.6.4.1 General

This syntax

10.6.4.2 Sy

The syntax d

blement provides a MIME type as a string.

htax

ation id byte -abyte of the Representation@id string.

fthemime type () elementis defined in-Iable 61.

Table 61 —mime_type ()

ength - the identifier is provided as private data and this field provides the\length of the

Syntax Value No. of bits Mnemoni¢
mime type| () {
mime type length N1 8 uimsbf
for (1=0; i<N1;i++) |
mime| type byte 8 uimsbf
}
}
10.6.4.3 Semantics

mime type

| 2éngth - thelength of the MIME type string.

mime type byte -abyte of the MIME type string, which is provided as a UTF-8 string.

10.7 ID and tags values

The values of the message identifier (message 1id) are defined in Table 62.
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Table 62 — Message identifier (message_id) values

Value

Description

0x0000

PA message

0x0001 ~ 0x0010

MPI messages

For a Package, 16 contiguous values are allocated to MPI messages.

If the value equals 16 (0x0010), the MPI message carries complete PI.

If the value equals N where N = 1 ~ 15, the MPI message carries Subset-(N-1) PI.

MPT messages

OXIOOll ~ 0x0020

For a package, 16 contiguous values are allocated to MPT messages.
If the value equals 32 (0x0020), the MPT message carries complete MPT.
If the value equals N where N = 1 ~ 15, the MPT message carries.Subset-(N-1) MPT.

0x0021 ~ 0x01FF

Reserved

0x0200 CRI message
0x0201 DCI message
0x0202 SSWR message
0x0203 AL_FEC message
0x0204 HRBM message
0x0205 MC message
0x0206 AC message
0x0207 AF message
0x0208 RQF message
0x0209 ADC message
0x020A HRBM Removal message
0x020B LS message
0x020C LR message
0x020D NAMF message
0x020E LDC message

04020F ~0x6FFF

Reserved for ISO use (16-bit length message)

047000 ~0x7FFF

Reserved for ISO use (32-bit length message)

0x8000 ~ OxFFFF

Reserved for private use

The values of the table identifier (table id) are defined in Table 63.

Table 63 — Table identifier (table_id) values

Value Description
0x00 PA table
0x01 Main PI (Subset 0 MPI table)
0x02 ~ 0xOF Subset 1 MPI table ~ Subset 14 MPI table
0x10 Complete MPI table
0x11 ~ 0x1F Subset 0 MP table (SUBSET 0 MPT TABLE ID) ~ Subset 14 MP table
0x20 Complete MP table
0x21 CRI table
0x22 DCI table
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Table 63 (continued)

Value Description
0x23 SIT table

0x24 ~0x7F Reserved for ISO use (16-bit length table)

0x80 ~ OxFF Reserved for private use

The values of descriptor tag are defined in Table 64.

Table 64 — Descriptor tag values

Valye Description
0x00p0 CRI descriptor

0x0001 MPU timestamp descriptor

0x00j02 Dependency descriptor

0x0003 GFDT descriptor

0x00p4 SI descriptor

0x0005 ~|0x3FFF  |Reserved for ISO use (8-bit length descriptor)
0x4000 ~|0x6FFF  |Reserved for ISO use (16-bit length descriptor)
0x7000 ~[0x7FFF  |Reserved for ISO use (32-bit length descriptor)
0x8000 ~PxFFFF  |Reserved for private use

11 Hypothetical receiver buffer model (HRBM)

11.1 General

The HRBM ik used to ensure an effective MMT operation under a fixed end-to-end delay and limited
memory reqpirements for buffering of incomingMMTP packets. The hypothetical receiver buffer thodel
shall be useq by the MMT sending entity to emulate the behaviour of the receiving entity. It is desdribed
in the followjing subclauses in more detail.

An MMT sending entity shall run the-hypothetical receiver buffer model to ensure that any procgssing
it performs ¢n the packet stream is Within the reception constraints in the MMT receiving entity. The
sending entity shall determine the-required buffering delay and the required buffer size and shall §ignal
this information to the recejving entities.

At the receiying entity, several buffers are involved in the reconstruction of an MPU from the MMTP
packets rec¢ived. Somé~delivery operations, such as FEC coding, interleaving and retransmigsion,
introduce delay andyitter that requires buffering at the receiving entity. The hypothetical receiver Euffer
model defings operations of the buffers at the receiving entity to ensure that at any time the huffer
occupancy ig Within the buffer 51ze requlrement The buffers whose operatlon is deflned are de; icted
in Figure 22 M usu b-flow,
i.e. for all MMTP packets of an MMTP flow that share the same packet id.The actual set of buffers is
determined based on the configuration of the delivery session for that particular MMTP sub-flow.
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MMTP MFU/
il e I I ‘ ‘ S ‘ 5] MMTP De- | _MPU
FEC Decoding De-jitter .
> p» capsulation -
Buffer Buffer
Buffer
Figure 22 — MMT protocol hypothetical receiver model
11.2| FEC decoding buffer
The HEC decoding buffer is optional and is only required when FEC protectien’is applied to the MMTP
packet sub-flow (e.g. for packets of a particular asset). FEC decoding is typical for many ppplications,
wherp lower layer transmission may not be sufficient to recover messages'from channel erfors or when

netw

required where incoming packets are stored until sufficient source.ahd repair symbol data

to pe

In th
folloy

— 1

— I
b

=

ol

The ¢
of thg
based

-form the FEC decoding.

s hypothetical receiver buffer model, the FEC decoding buffer is optional and sha
VS.

he FEC decoding buffer is initially empty.

hcoming packet i with transmission timestamp ts arrives to the FEC decodi
uffer occupancy + packet size(<’max buffer size, acceptthepacket
hark the packet as being non-compliant .

F FEC is applied to packet 1,
- determine the source blegk “j to which packet i belongs;
- determine the insertion time ts of the first packet of source block 7;

- at time ts+prefection window time, move all packets of source block
jitter buffer;

- discard repair packets.

rotection window time isthe required buffering time that must elapse since t
first packet of a source block, until FEC decoding is attempted. This time is typical
| ofxthe FEC block size.

brk congestion may cause packet drops or excessive delays. To{pérform FEC decoding, a buffer is

are available

| operate as

hg buffer. If

br otherwise

to the de-

he reception
y calculated

11.3

De-jitter buffer

The de-jitter buffer ensures that MMTP packets experience a fixed transmission delay from source
to the output of the MMT protocol stack, assuming a maximum transmission delay. Data units that
experience a transmission delay larger than the maximum transmission delay might be discarded by
the MMT receiving entity.

The de-jitter buffer shall operate as follows.

— The de-jitter buffer is initially empty.

— Accept the MMTP packet as it arrives.
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fixed end-to-end delay (as described in 10.4.2).

Remove the MMTP packet at time ts+A, where ts is the timestamp of the MMTP packet and A is the

After the de-jittering is applied, all MMTP packets that arrived correctly or were recovered through
FEC/retransmissions will have experienced the same end-to-end delay.

NOTE

Annex A shows jitter calculation in MMTP.

11.4 MMTP packet decapsulation buffer

The MMTP packet decapsulation buffer is used to perform MMTP packet processing before delivering

i aof tbha MMTD nocloat hao tha

Harerlatzarc

the payload &

payload (in
of the MMT
the packets
buffering de

3 a nracaccingsaaraithar bha

C UL LIIC IvIIvIi 11 lJu\fl\\.rl- lU\f\'JJllls lllu)’ CILIICT LA S § § =
ow-delay operation), a movie fragment or a complete MPU. The decapsulation (rer
P packet and payload headers) and any required de-fragmentation/de-aggregati
are then performed as part of the MMTP processing. This procedure may, require

ay, denoted as decapsulation delay, to reconstruct the data to be passed to the applic

MFU
noval
pn of
some
ation

rer, the decapsulation delay is not considered as part of the transmission delay and the
ering

layer. Howey
availability ¢f the data for consumption by the upper layers will be guaranteed bythe entity deliv
the MPU, regardless of the decapsulation delay.

The MMTP packet decapsulation buffer shall work as follows.

The MM

TP packet decapsulation buffer is initially empty.

The MM
jittering]

TP packet is inserted into the MMTP packet decapsulation buffer immediately after the de-
is performed.

For MM rtract

each sin

P packets carrying aggregated payload, remove the packet and payload header and e
ble data unit.

il all
ng to

For MM
corresp
the sam

TP packets carrying fragmented payload, the packet is kept in the buffer unf
nding fragments are received correctly or until a packet is received that does not belg
e fragmented data unit.

Depending on the operation mode of the-¢lient, if a complete MPU, a movie fragment or a singlg MFU

is recovéred, forward the reconstructed data to the upper layer.

11.5 Usagg of HRBM

Based on th
transmission schedule, the buffer size and the buffering delay A, so that no packets are dropped d
buffer overflow, assuming'a maximum delivery delay in the target path. The MMT sending entity
guarantee that packets‘that experience a transmission delay below a set threshold will be delivet
the upper layer afteraconstant delay and without causing the MMT receiving entity buffer to unde
or overflow.

e hypothetical receiver buffer model, an MMT sending entity is able to determine the
ue to
shall
ed to
rflow

11.6 Estimation of end-to-end delay and buffer requirement

An MMT sending entity shall estimate the maximum expected and tolerable transmission delay in the
transmission path down to an MMT receiving entity. If FEC is in use, the MMT sending entity shall add
the FEC buffering delay that covers for the time needed to assemble a source block since FEC decoding
is required to recover lost MMTP packets. Finally, any delays that might be incurred by fragmentation
of packets (and other operations) shall be added. The resulting estimation of the MMTP packet delivery
delay shall then be signalled to the MMT receiving entities as the fixed end-to-end transmission delay.

fixed end-to-end = maximum transmission delay + FEC buffering time

In order to estimate the resulting buffer requirement, the MMT sending entity shall use the fixed end-
to-end delay and subtract the minimum transmission delay for the path down to the MMT receiving
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entity and then estimate the buffer size requirement as the product of the maximum bitrate of the
MMTP packet stream and the calculated buffered data duration.

buffer size = (maximum delay - minimum delay) x maximum bitrate

11.7 HRBM signalling

After determining the required buffer size and the fixed end-to-end delay for the system, an MMT
sending entity shall communicate this information to the MMT receiving entity. This is done using
the HRBM signalling message as specified in 10.4.2. The MMT sending entity continuously runs the
hypothet1cal receiver buffer model to verify that the selected end-to-end delay and buffer size are
He, the MMT
eriences the
r. Under the
ransmission

8
receiying entity shall perform the buffering as 1nstructed so that each data unit jexp
signallled fixed end-to-end delay A before its payload is delivered to the applicatien_laye

assutf
timefq

hption that clocks are synchronized, the output time is then calculated based om the t
tamp and the signalled fixed end-to-end delay.

12 (ross layer interface (CLI)

12.1| General

Cross
QoS-1
MAC
QoSi
cond

CLI p
IEEE
netw,

appli
12.2

12.2

MMT
unde
infor
funct
for cx

Jl General

layer interface provides the means within the single MMT entity to support QoS by
elated information between the application layer)'and underlying layers in
PHY layer. The application layer provides information about media characteristics
hformation while underlying layers provide bottom-up QoS information such as netv
tion.

rovides the unified interface between thezapplication layer and various network layz
802.11 WiFi, IEEE 802.16 WiMAX, 3G,»4G LTE, etc. Common network parameter
brk standards are abstracted as the NAM for static and dynamic QoS control of rea
Cation through any network.

Cross layer information

defines an interface for exchanging cross layer information between the application }
lying network{layer. The interface allows for top-down as well as bottom-up flow o
mation. Thescross layer information provides QoS information that may be used by
ions to optimize the overall delivery of the media data. MMT entities may support t
oss layerinformation.

r exchanging
cluding the
as top-down
bork channel

ers including
5 of popular
-time media

ayer and the
f cross layer
the involved
his interface

12.2,

2\ Top-down QoS information

The application layer provides top-down QoS information about media characteristics to underlying
layers. There are two kinds of top-down information such as Asset level information (e.g. ADC) and
packet level information. Asset information is used for capability exchange and/or (re)allocation of
resources in underlying layers. Packet level top-down information is written in the appropriate field of
every packet for underlying layers to indentify QoS level to support.

12.2.3 Bottom-up QoS information

The underlying layers provide bottom-up QoS information to the application layer about time-varying
network condition which enables faster and more accurate QoS control in the application layer.
Bottom-up information is represented as an abstracted fashion to support heterogeneous network
environments. These parameters are measured in the underlying layers and read by the application
layer, periodically or on request of the MMT application.
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12.2.4 Network abstraction for media (NAM)

12.2.4.1 General

Network abstraction for media (NAM) is used for an interface between application layers and underlying
layers. NAM provides unified representation of network QoS parameters for assuring to communicate
with legacy and future standards of underlying layers.

If an MMT receiving entity supports CLI, it shall support the generation of all CLI parameters.

12.2.4.2 Absolute NAM

Absolute NAM is raw QoS value measured in each appropriate unit. For example, bitrate is represented
in the unit of bits per second while jitter is in the unit of second.

12.2.4.3 Rellative NAM

Relative NAM represents the ratio of the expected NAM value to the current NAM value so thaf it is
unit-less and informs tendency of change.

12.2.5 Synfax
The CLI information is exchanged using a Network Abstraction for Media (NAM) or a relative NAM.

The syntax df the absolute parameters for NAM is defined in Table 65.

Table 65 — Absolute NAM

Syntax Size (bits) Mnemonic
NAM {
CLI id 8 unsigned integer
available bitrate 32 float
buffey fullness 32 float
peak bitrate 32 float
average bitrate period 16 unsigned integer
currept delay 32 float
SDU_sfze 32 unsigned integer
SDU _Joss_ratio 8 unsigned integer
generation tdme 32 unsigned integer
BER 32 float
}

The syntax of the relative parameters for NAM is defined in Table 66.

Table 66 — Relative NAM

Syntax Size (bits) Mnemonic
relative NAM {
CLI id 8 unsigned integer
relative bitrate 8 float
relative buffer fullness 8 float
relative peak bitrate 8 Float
average bitrate period 16 unsigned integer
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Table 66 (continued)

Syntax Size (bits) Mnemonic
current _delay 32 float
generation_time 32 float
BER 32 float

}

12.2.6 Semantics

CLT |
protd

NOTE

avail
sched
the M
protd

buff
any e
exprd

peak
netw
packe
unde

avern
of th

aver

curn
recei

SDU |
the M
unde
SDU

be ca
in pe

geng

icess data caused by the data rates above the availablesbitrate. Thebuffer |

AT
I

P . 1 . 1 1 ¥l 1 1 h I A4 A 1
1A =15 dIIdIUOILI dI y lllLUgUl ITUINocT LU luUllLll_y LIIC UITUCT lylllg IVIIVI'T UCIIVCI _y TIICTUWUIL K|

col session.
Identification of MMT protocol session is outside the scope of this document.

lable bitrate - is the instantaneous bitrate at measured genez@tion ti
uler of the underlying network expects to be available for the MMTP session w
[MTP packet. The available bitrate is expressed in kilobits(per second. Over
cols of the underlying network is not included.

er fullness - signals the buffer level of the generating function. The buffer is us

ssed in bytes.

 bitrate - is maximum allowable bitrate at measured generation_time that th
pbrk is able to handle temporarily as input fromyte the MMTP session which carrie
t. The peak bitrate is expressed in kilobits per second. Overhead for the pro
Flying network is not included.

age bitrate period - providesxthe period of time over which the ave
e input of MMT procotol sessionstthat carries the MMT packet shall be calg
age bitrate periodis provided in units of milliseconds.

ent delay - is measured tfansport time for delay between the last hop networ
ying entity. The current, dglay is expressed in milliseconds.

size - specifies the length of the service data unit (SDU) in which the underlying net
[MTP packet over the MMTP session. It is expressed in bits. Overhead for the pro
rlying network is(not included.

loss ratd®wisafraction of SDUs lost or detected as erroneous. Loss ratio of MMTH
Iculated a§a-function of SDU loss ratioand SDU size.The SDU loss ratio
rcentile,

rgtion time - is generation time of the current NAM which is based on the NTH

for the MMT

me that the
hich carries
head for the

ed to absorb
fullnessis

e underlying
s the MMTP
focols of the

rage bitrate
ulated. The

k entity and

work carries
tocols of the

packets can
is expressed

timestamp.

The g

ené€ration time is expressed in milliseconds.

relative bitrate - the available bitrate change ratio (%) between the current NAM and
the previous NAM parameter.

relative buffer fullness - the remaining buffer fullness change ratio (%) between the
current NAM and the previous NAM parameter.

relative peak bitrate - the peak bitrate change ratio (%) between the current NAM and
the previous NAM parameter.

BER - bit error rate is the last measured BER at the PHY or MAC layer. For BER from the PHY layer, the
value shall be presented as a positive value. For BER from the MAC layer, this value shall be presented
as a negative value of which the absolute value is to be used.
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Annex A
(informative)

Jitter calculation in MMTP

A.1 General

MMT specifiles the timing model to be used for MMTP packets delivery. Delivery of timed mediq data

according td
Preservatiof
from differe
provides als
underlying d

A.2 Netw
Network jitt]
using the M
IETF RFC 35
of MMTP pa

Dyyr (i

where Tp,; al
inan MMTP

arrived at the MMT receiving entity, respectively:

The inter-ar

spacing is cdlculated continuously according to Formula (A.2) every time an MMTP packet i is recg

Jmmr ()

| of timing relationships among packets in a single MMTP packet flow or betweén p
nt MMTP packet flows is another important feature of MMT. The delivery timing 1
b the necessary information to calculate jitter and the amount of delay\ihtroduced kb
elivery network during the delivery of a Package.

ork jitter calculation

er calculation is essential for jitter compensation that may be required by some ser
MT protocol. Network jitter calculation method used:in this document is adopted
50. Formula (A.1) is used to calculate the difference inpacket spacing, Dypm1(i.j), for
kets i and j at the receiving entity:

J)=(Tn;j—Tai)—(Tp,j—Tp;)=(Ta,j—Tp,;)=(Ta; —Tp,;)

nd Tpj denote the delivery time instance of two MMTP packets i and j, respectively, cg
packet header. The Ty,; and Ty j are the time instances at which MMTP packets i and J

rival jitter, /pyr(i), which is defined to be the mean deviation of the difference in p

= Jymr (=D +[Dpypyr (0= 1,1) = J yypyr (1 =1)] / 16

their temporal requirements is an important feature supported by the MMT profocol.
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Annex B
(normative)

XML syntax and MIME type for signalling message

B.1 XML syntax

The fpllowing provides the XML syntax for the signalling messages that are defined in this

<?xm]} version="1.0" encoding="UTF-8"7?>
<xs:qchema xmlns:xs=“http://www.w3.0rg/2001/XMLSchema" xmlns="urn:mpegqg:MMT:sche
Signgdlling:2013" targetNamespace="urn:mpeg:MMT:schema:Signalling:2013
elemgntFormDefault="qualified" attributeFormDefault="unqualified">
<3js:annotation>
<xs:appinfo>MMT Signalling</xs:appinfo>
<xs:documentation xml:lang="en">This schema defines the $yntax for MMT Sig
messdging that </xs:documentation>
</xs:annotation>
<j}s:element name="Message">
<xs:complexType>
<xs:choice minOccurs="1" maxOccurs="1">
<xs:element name="PA message">
<xs:complexType>
<xs:sequence>
<xs:element name="table'\type="Table" minOccurs="1"
maxOdcurs="unbounded" />
<xs:any namespace="##other" processContents="skip"/>
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="MPI message'>
<xs:complexType>
<xs:sequence>
<xs:elenlent name="MPI table" type="MPIT"/>
<xs:elemént name="MP table" type="MPT" minOccurs="0"/>
<xs:&ny namespace="##other" processContents="skip"/>
</xs;seguence>
<xseattribute name="associated MP table flag" type="xs:boolean
use='loptional" defawlt="false"/>
<x®s:anyAttribute namespace="##other" processContents="skip"/>
<Ixs:complexType>
</xsSvelement>
<xs:element name="MPT message'>
<xs:complexType>
<xs:sequence>
<xs:element name="MP table" type="MPT"/>
<xs:any namespace="##other" processContents="skip"/>

document.

halling

</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="CRI message'">
<xs:complexType>
<xs:sequence>
<xs:element name="CRI table" type="CRIT"/>
<xs:any namespace="##other" processContents="skip"/>
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="DCI message'>
<xs:complexType>
<xs:sequence>
<xs:element name="DCI table" type="DCIT"/>
<xs:any namespace="##other" processContents="skip"/>
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type="xs:1

</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="AL FEC message">

<xXS:CO
<xs

teger”

mplexType>
:sequence>
<xs:elemen

t name="fec flow">

<xs:complexType>

<xSs:
<

sequence>
xs:element name="FECConfiguration">
<xs:complexType>
<xs:attribute
<xs:attribute

name="repair flow id" type="xs:integer”/>

name="maximum k for repair flow"

type="xs:1in|
integer”/>
integer”/>
integer”/>
type="xs:1in|

processCont

teger” />

teger” />

ents="skip

<xXs:co

n/>

<

<
</xs
<XS:
<xs
<XS:
<xs
<XS:
<xs
<XS:

<xSs:

</xs:complexType>

</xs:el
</xs:seque

</xs:complexType>
</xs:element>
<xs:element name=!'HRBM message">

mplexType>

<xs:atgribute name="max buffer size" type="xs:integer”/>
<xs:attribute name="fixed end to end delay" type="xs:integer”/>
<xseabtribute name="max transmission delay" type="xs:integer”/>
<fg+anyAttribute namespace="##other" processContents="skip"/>
</Hs:)complexType>
</xsvelement>

<Xs:element name="ADC_message">

rattribute

rattribute

rattribute

<xs:attribute name="maximum p for repair flow"

—_n

<xs:attribute name="protection window time" ~fype=Txs:

™

<xs:attribute XS

name="protection window size™ type=]

—_n

<xs:attribute name= XS :

num of layer for (DAFEC" type=!

<xs:attribute name="fec code_id forlrepair flow"

<xs:anyAttribute namespace="#H##Sther"

</xs:complexType>
/xs:element>
xs:any namespace="#f#other" processContents="skip"/>
:sequence>
attribute name="fec flow{ig" type="xs:integer”/>
name="sourcé/flow_id" type="xs:integer”/>
name="packet_ ids" type="ListT" />
name="felg\¢coding structure" type="xs:integer
name="gsbg mode" type="xs:integer”/>
names{ffsrpts flag" type="xs:boolean”/>
nané="length of repair symbol" type="xs:inte

attribute
/>
attribute

attribute er”/

/>

anyAttribufe namespace="##other" processContents="skip!

ement>
ncexy

minOccurs="

108

<xs

<xs
0"/>

<xs

<xs
<xs
<xs
<xs

<xs
<xs
<xs
<xs
<xs
<xs

1 m
XS comprexiype

:attribute
:attribute

:attribute

:attribute
:attribute
:attribute
:attribute

:attribute
:attribute
:attribute
:attribute
:attribute
:attribute

name="ADC level flag" type="xs:boolean”/>
name="MPU_sequence number " type="xs:integer"

name="packet_id" type="xs:integer”/>

name="loss_tolerance" type="xs:integer”/>
name="jitter sensitivity" type="xs:integer”/>
name="class_of service" type="xs:boolean” />
name="bidirection_indicator" type="xs:boolean”/>

name="flow_label" type="xs:integer”/>
name="sustainable rate" type="xs:integer" minOccurs="0"/>
name="buffer size" type="xs:integer" minOccurs="0"/>
name="peak rate" type="xs:integer”/>

name="max_MFU_size" type="xs:integer” />

name="mfu period" type="xs:integer”/>
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<xs:complexType name="mmt:OperationPointCharacteristics">

<xs:attribute name="sampleGroupIndex" type="xs:integer”/>
<xs:attribute name="operationPointSpatialQuality" type="xs:integer”/>
<xs:attribute name="operationPointTemporalQuality" type="xs:integer”/>
<xs:attribute name="operationPointBitrate" type="xs:integer”/>
<xs:anyAttribute processContents="lax">

</xs:complexType>
<xs:anyAttribute namespace="##other" processContents="skip"/>
</xs:complexType>
</xs:element>
</xs:choice>
<xs:attribute name="message id" type="xs:integer”/>
<xs:attribute name="version" type="xs:integer”/>
<xs:anyAttribute namespace="##other" processContents="skip" />
</xs:complexType>
<Axs:element>

locat

inted

inted

s:complexType name="Table">

<xs:attribute name="table id" type="xs:integer”/>
<xs:attribute name="version" type="xs:integer”/>
<xs:anyAttribute namespace="##other" processContents="skip"/>
xs:complexType>

s:complexType name="PAT">
<xs:complexContent>
<xs:extension base="Table">
<xs:sequence>
<xs:element name="locationlymaxOccurs="unbounded">
<xs:complexType>
<xs:sequence>
<xs:element mame="MMT_general location_info" type="MMT_
ion info_ type" maxOccurs="2"/3
<xs:any mamespace="##other" processContents="skip"/>
</xs:sequence>

<xs:attribute name="alternative location flag" type="xs:boo

<xs:atfribute name="signalling information table id" type=
er”/>

<xs:attribute name="signalling information table version"
er” />

<xs:anyAttribute namespace="##other" processContents="skip
</xs:complexType>
<[/xs:element>
<dxs" sequence>
</Xsjextension>
</xSveomplexContent>
xsx'complexType>

L NANAT

beneral

Lean” />
'xXs:
—n

Fype="xs:

V>

.\,uulylc T_YJ:JC ucuuc—' LuJJ._\jcucLc\l_lu\,c\tiu“_iufu_tyyc"
<xs:choice>
<xs:element name="asset">
<xs:complexType>
<xs:attribute name="packet id" type="xs:integer”/>
</xs:complexType>
</xs:element>
<xs:element name="flow">
<xs:complexType>
<xs:attribute name="ipv4 src_addr" type="xs:string”/>
<xs:attribute name="ipv4 dst addr" type="xs:string”/>
<xs:attribute name="dst port" type="xs:integer”/>
<xs:attribute name="packet id" type="xs:integer”/>
<xs:anyAttribute namespace="##other" processContents="skip"/>
</xs:complexType>
</xs:element>
<xs:element name="flow ipv6">
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<xs:complexType>
<xs:attribute name="ipv6 src_ addr" type="xs:string”/>
<xs:attribute name="ipv6 dst addr" type="xs:string”/>
<xs:attribute name="dst port" type="xs:integer”/>
<xs:attribute name="packet id" type="xs:integer”/>
<xs:anyAttribute namespace="##other" processContents="skip"/>
</xs:complexType>
</xs:element>
<xs:element name="M2TS">
<xs:complexType>
<xs:attribute name="network id" type="xs:integer”/>
<xs:attribute name="MPEG 2 transport stream id" type="xs:integer”/>
<xs:attribute name="MPEG 2 PID" type="xs:integer”/>
s:anvAttribute namespace="##other" processContents="skip"
</xs:complexType>
</lks:element>

<y¥s:element name="M2ES">
<xs:complexType>
<xs:attribute name="ipv6 src addr" type="xs:string”/>
<xs:attribute name="ipvé6 dst addr" type="xs:string”/>
<xs:attribute name="dst port" type="xs:integer”/>
<xs:attribute name="MPEG 2 PID" type="xs:integer”/>
<xs:anyAttribute namespace="##other" processContentg=!gkip"/>
</xs:complexType>
</lks:element>
</xs:|choice>
</xs:complexType>

<xs:complexType name="MPIT">
<xs:domplexContent>
<x¥s:extension base="Table">
<xs:sequence>
<xs:element name="PI_ fragment">
<xs:complexType>
<xs:sequence>
<xs:element name="fragment">
<xs:complexType>
<xs:simpleContent>
<xs:extension base="xs:string">
<Xs:attribute name="mime type" type="xs:string”/>
</xs:extension>
</xs»simpleContent>
</xseomplexType>
</xsselement>
<xssahy namespace="##other" processContents="skip"/>
</xs-\s€quence>
</xs;cemplexType>
</xs:edement>
<xs:dny- namespace="##other" processContents="skip"/>
</xs:deguence>
</lks:extension>
</xs:lcompléxContent>
</xs:comol€xType>

<xs:complexType name="MPT">
<xs:complexContent>
<xs:extension base="Table">
<xs:sequence>
<xs:element name="asset" type="AssetT"/>
<xs:element name="descriptor" type="DescriptorT"/>
<xs:any namespace="##other" processContents="skip"/>
</xs:sequence>
<xs:attribute name="MP table mode" type="xs:integer”/>
<xs:attribute name="MMT package id" type="xs:string”/>
</xs:extension>
</xs:complexContent>
</xs:complexType>

<xs:complexType name="CRIT">
<xs:complexContent>
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<xs:extension base="Table">
<xs:sequence>
<xs:element name="CRI descriptor" type="CRIDI"/>
<xs:any namespace="##other" processContents="skip"/>
</xs:sequence>
</xs:extension>
</xs:complexContent>
</xs:complexType>

<xs:complexType name="DCIT">
<xs:complexContent>
<xs:extension base="Table">
<xSs:sequence>
element name="ggsset"

<xs:complexType>
<xs:choice>
<xs:element name="video">
<xs:complexType>

<xs:attribute name="video average bitrate! “‘type="
inteder”/>

<xs:attribute name="video maximum bithate" type="
inteder”/>

<xs:attribute name="horizontal resofution" type="
inteder”/>

<xs:attribute name="vertical xggolution" type="xs

<xs:attribute name="temporal\resolution" type="xs

<xs:attribute name="video(minimum buffer size" ty
inteder”/>

<xs:anyAttribute namespaece="##other"
procgssContents="skip"/>

</xs:complexType>
</xs:element>
<xs:element name="auddo">
<xs:complexType>

<xs:attribugfe name="audio average bitrate" type="
inteder”/>

<xs:attriblute name="audio maximum bitrate" type="
inteder”/>

<xs:abtribute name="audio minimum buffer size" ty
inteder”/>

<x§:anyAttribute namespace="##other"
procgssContents="skip"/>
<fxs:complexType>
<J}ws:element>
<xs:element name="download">
<xs:complexType>
<xs:attribute name="required storage" type="xs:in
<xs:anyAttribute namespace="##other"
procgssContents="skip"/>
</xs:complexType>
</xs:element>
</xs:choice>
<xs:attribute name="mime type" type="xs:string”/>
<xs:anyAttribute namespace="##other" processContents="skip

tinteger”/>
tinteger”/>

pe="xs:
ks :

Ks:
pe="xs:
reger” />
l/>

. \_/Ullltllc T_Yt}c
</xs:element>
<xs:any namespace="##other" processContents="skip"/>
</xs:sequence>
</xs:extension>
</xs:complexContent>
</xs:complexType>

<xs:complexType name="AssetT">
<xs:sequence>
<xs:element name="asset clock relation">
<xs:complexType>
<xs:attribute name="asset clock relation id"/>
<xs:attribute name="asset timescale"/>
</xs:complexType>
</xs:element>

<xs:element name="MMT general location info" type="MMT general
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location info_ type"/>

<xs:element name="asset id" type="asset id T"/>

<xs:any namespace="##other" processContents="skip"/>
</xs:sequence>
<xs:attribute name="mime type" type="xs:string”/>
<xs:attribute name="default asset flag" type="xs:boolean”/>
<xs:anyAttribute namespace="##other" processContents="skip"/>

</xs:complexType>

<xs:complexType name="DescriptorT">
<xs:attribute name="descriptor tag" type="xs:integer”/>
</xs:complexType>

<xs:complexType name="CRTDT"
<xs:domplexContent>
<x®s:extension base="DescriptorT">
<xs:attribute name="clock relation id" type="xs:integer”/>
<xs:attribute name="STC sample" type="xs:integer”/>
<xs:attribute name="NTP timestamp sample" type="xs:dateTime”/>
</ks:extension>
</xs:|complexContent>
</xs:complexType>

<xs:compllexType name="MPUTSD">
<xs:domplexContent>
<ys:extension base="DescriptorT">
<xs:attribute name="mpu sequence number" type="xsdateger”/>
<xs:attribute name="mpu presentation time" typez'"x5:dateTime”/>
</ks:extension>
</xs:complexContent>
</xs:complexType>

<xs:simplleType name="ListT">
<xs:1list itemType="xs:integer”/>
</xs:simpleType>

<xs:compllexType name="asset id T">
<xs:slimpleContent>
<®s:extension base="xs:string/s
<xs:attribute name="assef ‘wd scheme" type="xs:string”/>
</lks:extension>
</xs:simpleContent>
</xs:complexType>

<xs:compllexType name="Idehtifiler mapping">
<xs:cdhoice>
<¥s:element names"asset id" type="asset id T"/>
<xls:element mame="URL" type="xs:anyURI”/>
<¥s:element mame="RegEx" type="xs:string”/>
<xls:elemgnt) name="RepresentationId" type="xs:string”/>
</xs:|choice>
<xs:gttriblite name="identifler type" type="xs:integer" use="optional" default="07/>
<xs:ahyAwtribute namespace="##other" processContents="skip"/>
</xs:comptrexfyoe
</xs:schema>
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B.2 MIME type

The type “application/mmt-signalling+xml” may be used for files containing XML formatted MMT
messages.

MIME media type name: application

MIME subtype name: mmt-signalling+xml
Required parameters: none
Optiqratparameters: nHone

[Ongoeing work related to this registration may introduce new optional parameters.]

Encogling considerations: Files are XML formatted with UTF-8 encoding
Secufity considerations: None

[Thefe is currently no provision for signing or authentication of MMT'signalling message.]

Interpperability considerations: The MPEG organizationhas defined the specification, whith defines
the XML schema to enable validation of the MMT signalling message files.

Publighed specification: ISO/IEC 23008-1.

Applications which use this media type: Multimedia

Addifional information: None
Magi¢ number(s): None
File extension(s): .xml and .msm may both be used.

Persdn and-e=mail address to contact for further information:

Intended usage: COMMON

Change controller: MPEG
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Annex C
(normative)

AL-FEC framework for MMT

C.1 General

MMT provides an AL-FEC mechanism for reliable delivery in IP network environments. The MMT FEC

scheme is described as a building block of the delivery function. After packetization, MMTP-packe
passed to the MMT FEC scheme for protection. The MMT FEC scheme returns repair symbaol$§ wit
payload IDs.|Then, the repair symbols are delivered by MMT protocol with the MMTP packets. Th
configuratiop information provides the identification of FEC encoded flow, the information spe
FEC coding §tructure and FEC code. It is delivered to the MMT receiving entity for;FEC operatioq
outlined architecture is depicted in Figure C.1.

The MMT s¢nding entity determines the Assets within Packages which\equire protection an|
number of FEC source flows. One or more of the Assets are protected as @ single FEC source flow, {
consists of MM TP packets carrying one or more Assets. The FEC source/flow and its FEC configu
informationjare passed to the MMT FEC scheme for protection. The-MMT FEC scheme uses FEC cqd
to generate ffepair symbols composing one or more FEC repair flows. They are passed to MMT prd
along with FEC payload IDs. Then, the MMT protocol delivers)FEC source and repair packets t
MMT receiving entity. At the MMT receiving entity, the MM T protocol passes the FEC source floy
its associateld FEC repair flow(s) to MMT FEC scheme. Thien, the MMT FEC scheme returns reco
MMTP packdts.

The MMT FEC scheme divides the FEC source flow into source packet blocks and generates s
symbol blodks. The MMT FEC scheme then passes source symbol blocks to the FEC code foj
encoding. He¢re, FEC encoding means the process to generate repairs symbols from the source sy
block. FEC c¢de algorithms, which may be‘uised to generate repairs symbols from source symbol |
are described in ISO/IEC 23008-10.

The MMT FHC scheme can be operated in two different modes. FEC payload ID mode 0, which is a
a source FE( payload ID to the MMTP packet, and FEC payload ID mode 1, which does not modify M
packets. C.3 to C.5 describe tlie'details for FEC payload ID mode 0 and C.6 for FEC payload ID mod
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Figure C.1 — Architecture for AL-FEC in MMT

FEC coding structure

General

IMT FEC schemé provides multi-level construction of MMTP packets for layered or
h data for an appropriate level of protection of each Asset in an FEC source flow. Note
e flow may also be an MMTP sub-flow that carries signalling messages. This subclaus
oding strucCtures. One is a two-stage FEC coding structure and the other is a layer-aw
coding'structure.

non-layered
that an FEC
e shows two
are FEC (LA-

Two-stage FEC coding structure

This subclause specifies the two-stage FEC coding structure as an FEC coding structure for AL-FEC to
protect a source packet block which consists of a predetermined number of MMTP packets. The two-

stage

FEC coding structure is depicted as shown in Figure C.2.
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Figure C.2 — Two-stage FEC coding structure

NOTE In|Figure C.2, the ith P1 is the repair symbol block for the ith source symbol block and P2 is the fepair
symbol block|for the source symbol block (i=1, 2, ..., M).

The source gacket block shall be encoded in one,ofthe following FEC coding structures:
— Case 0: INo FEC coding applied;

— Case 1: One-stage FEC coding structure;

— Case 2: Two-stage FEC coding structure.

For the two4stage FEC codingstructure, one source packet block is split into M (>1) number of spurce
packet blocks. The split ith Sotirce packet block is converted to the ith source symbol block with ¢ne of
the SSBG mddes defined.in.€.3.3. Then, the ith source symbol block is encoded by FEC 1 code (i ¥ 1, 2,
..., M). Then,|M source §ymbol blocks are concatenated to form a single source symbol block encoded by
FEC 2 code. The M number of repair symbol blocks are generated from M source symbol blocks by FEC
1 code, respgctiyely, and one repair symbol block is generated from the concatenated source symbol
block by FE( 2{eode.

For Case 0, both FEC 1 and FEC 2 encoding shall be skipped, i.e. no repair symbols are generated.
For Case 1, M shall be set to “1” and either FEC 1 encoding or FEC 2 encoding shall be skipped.

C.2.3 Layer-aware FEC (LA-FEC) coding structure

Layer-aware FEC (LA-FEC) is a FEC coding structure that can be applied with any FEC code and is
specific for layered media data (e.g. SVC, MVC, or any other). The LA-FEC exploits the dependency
across layers of the media for FEC construction and consists in the generation of several repair flows
associated to each layer, where each repair flow protects the data of its corresponding layer and the
data of all layers, this layer depends on (hereafter referred to as the complementary layer), if any.

First, the MMTP packets from the different layers are grouped into source symbol blocks independently.
When the LA-FEC structure is used, the source symbol block generated for FEC encoding of a repair
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