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Foreword

ISO (the International Organization for Standardization) and IEC (the International
Electrotechnical Commission) form the specialized system for worldwide standardiz-

ation. National bodies that are members of ISO or IEC participate in
of International Standards through technical committees established
organization to deal with particular fields of technical activity. I1SO a
. e - fetdsof l‘ Other .
governmental and non-governmental, in liaison with ISO and IEC \ald
work.

In the field of information technology, ISO and IEC haye established
committee, ISO/IEC JTC 1. Draft International Standards adop
technical committee are circulated to national bodies for voting. H

a vote.

ISO/IEC JTC 1, Information technelogy.

Annex A is for information,enly.

the development
by the respective
nd IEC technical
al organizations,
o take part in the

a joint technical
ed by the joint
ublication as an

International Standard requires approval by at least.75 % of the national bodies casting

International Standard ISO/IEC 9595\was prepared by Joint Technical Committee
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‘ This Internatio:

INTERNATIONAL STANDARD

ISO/IEC

9595 : 1990 (E)

Information technology — Open Systems Interconnection —
Common management information service definition

1 Scope

This International Standard defines an Application Service

Element (the
Element), whi
centralized o
exchange inf
systems manag
Framework in
positioned in tl
according to the

Common Management Information Service

decentralized management environment to

ation and commands for the purpose of

pement, as defined by the OSI Management

[SO/IEC 7498-4. This International Standard is
e application layer of ISO 7498 and is defined
model provided by ISO/IEC 9545.

al Standard defines

~— a set of sprvice primitives that constitute the application

service elem

- the paramg

nt;

ters that are passed in each service primitive;

— any necespary information for the semantic description of

each service

primitive.

This Intematiofjal Standard does not define

— the nature

defined servig

— the sem

of any implementation intended to provide the
€,

antics associated with the information or

commands thIt are exchanged by means of the service;

"— the mann:
user of the se

- the nature
service.

r in which management is accomplished by the
Fvice;

of any interactions which result in the use of the

No requirement is made for conformance to this International

Standard.

2 Normative §

referénces

The followin
which, through

i

ISO/IEC 7498-4 : 1989, Information processing systems -
Open Systems Interconnection - Basic Reference Model - Part

4: Management Framework.

. .
Systems Interconnection - Service convyentid

ISO 8649 : 1987, Information prdacessing
Systems Interconnection - Seryice de
Association Control Service Element.

ISO/IEC 95451, Information processing
Systems Interconnection,~Application Layer

3 Definitions

systems - Open
ns.

systems - Open
finition for the

systems - Open
Structure (ALS).

For the purposes of this International Standprd, the following

definitions apply.
3.1 Basic Reference Model definitions

This International Standard makes use of the following terms

defined in ISO 7498.
a)  application-service-element;
b) open system;
c) systems-management.

3.2 Management Framework definitions

This International Standard makes use of the following terms

defined in ISO/IEC 7498-4.

a) managed object;
b) management information;

c) systems management application-entity.

3.3 ACSE definitions

This International Standard makes use of the following terms

defined in ISO 8649,

reference in this text, constitute provisions of

this International Standard. At the time of publication, the
editions indicated were valid. All standards are subject to
revision, and parties to agreements based on this International
Standard are encouraged to investigate the possibility of
applying the most recent editions of the standards listed below.
Members of IEC and ISO maintain registers of currently valid
International Standards.

ISO 7498 : 1984, Information processing systems - Open
Systems Interconnection - Basic Reference Model.

1) To be published.

a) application-association;
b) application context;

¢) association;

d) association-initiator.

3.4 Service conventions definitions

This Intemational Standard makes use of the following terms

defined in ISO/TR 8509.

a) confirm (primitive);
b) confirmed-service;
¢) indication (primitive);
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d) non-confirmed-service;
e) request (primitive);
f)  response (primitive).

3.5 Additional definitions

3.5.1 Attribute: A property of a managed object. An attribute
has a value.

3.5.2 Common Management Information Service Element: The
particular application-service-element defined in this
International Standard.

(=) the value of the parameter is equal to the value of the
parameter in the column to the left

U  the use of the parameter is a service-user option

—  the parameter is not present in the interaction described
by the primitive concerned

C  the parameter is conditional. The condition(s) are
defined by the text which describes the parameter.

6 Service overview

3.5.3 Common Wﬁuﬂmﬂm of
services providefl by the Common Management Information

Service Element.
3.5.4 CMISE-s¢rvice-provider: An abstraction of the totality
of those entities which provide CMISE services to peer CMISE-

service-users.

3.5.5 CMISE-sérvice-user: The part of an application process

Management information services are used| by application
processes in peer open systems, to exchange [information and
commands for the purpose of systems manhagement.

There are two types of information-transfer seryice

a) a management notification service;

b) a management opetation service.

that makes use
Service Element.

3.5.6 Functio
negotiation of s

3.5.7 Invoking

of the Common Management Information

al unit: The unit of service used for the
rvice options.

CMISE-service-user: The CMISE-sevice-user

The Common Management Information S
additional structuring facilities, These enable

a) multiple responses to confirmed of

brvice provides

erations to be

"linked"\to the operation by the use of a linked identification

that invokes a mianagement operation or notification.

3.5.8 Performing CMISE-service-user: The CMISE-service-user
that perfoms a management operation or notification invoked
by a peer CMISEf-service-user.

4 Symbols and|abbreviations

ACSE  Associ tion‘ Control Service Eiement

ASE Applicption Service Element

CMIS  Commpn Management Information Service

CMISE Commpn Management Information Service Element

Conf Confirin

Ind Indicalion

parameter;
b)" operations to be performed on multiple managed
objects selected to satisfy some criteria and| be subject to a
"synchronizing” condition.

The CMISE services are listed in table 1.

Table 1~ CMISE services
Service Type
M-EVENT-REPORT confirmed/non-confirmed
M-GET confifmed
M-SET confirmed/non-confirmed
M-ACTION confirmed/non-confirmed
M-CREATE confifmed
M-DELETE confitmed

6.1 Association services

This International Standard does not provide feparate services

for the establishment and release of applicatiﬁn associations.
The CMISE-service-) i i f ISO 8649 for

Req Reque:

Rsp Response

5 Conventions

This International Standard defines services for CMIS
following the descriptive conventions defined in ISO/TR 8509.
In clause 8, the definition of each CMIS service includes a table
that lists the parameters of its primitives. The definition of
parameters in the Rsp/Conf column of a table apply only to the
confirmed service. For a given primitive, the presence of each
parameter is described by one of the following values

M  the parameter is mandatory

the control of application-associations.

During the association establishment phase, various ASEs may
exchange initialisation information to establish an
association nsing ACSE. The application context specifies the
rules required for coordinating the information belonging to
different ASEs, embedded in ACSE user information service
parameters. The application context, presentation and session
requirements are conveyed using parameters of the

A-ASSOCIATE service.

The A-RELEASE and A-ABORT services of ISO 8649 are used
for the termination of an association. These may be invoked by
either of the CMISE-service-users.
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6.2 Management notification services

The definition of the notification and the consequent behaviour
of the communicating entities is dependent upon the
specification of the managed object which generated the
notification and is outside the scope of the Common
Management Information Service. However, certain
notifications are used frequently within the scope of systems
management and CMIS provides the following definition of the
common service that may be used to convey management
information applicable to the notification.

The M-EVENT-REPORT service is invoked by a CMISE-

service-user to report an event shout a managed ohjecttoapeer  selected for the operation

CMISE-servicetuser. The service may be requested in a
confirmed or a hon-confirmed mode. In the confirmed mode, a
reply is expectefd.

6.3 Management operation services

The definition of the operation and the consequent behaviour of
the communicating entities is dependent upon the specification
of the managed jobject at which the operation is directed and is
outside the scope of the Common Management Information
Service. However, certain operations are used frequently within
the scope of s{stems management and CMIS provides the
following definifions of the common services that may be used
to convey management information applicable to the
operations.

6.3.1 The M-GH
to request the r
CMISE-service
confirmed mode

6.3.2 The M-SH
to request the n
peer CMISE-se;
confirmed or a
reply is expecte

T service is invoked by a CMISE-service-user
rieval of management information from a peer
ser. The service may only be requested in a
and a reply is expected.

T service is invoked by a CMISE-service-user
podification of management information-by a
Fvice-user. The service may be requested in a
hon-confirmed mode. In the confirmed 'mode, a
.

6.3.3 The M-AUTION service is invoked by a-CMISE-service-
user to request o peer CMISE-service-user\to perform an action.
The service may| be requested in a confirmed or a non-confirmed
mode. In the coffirmed mode, a reply is’expected.

6.3.4 The M-CREATE service is-invoked by a CMISE-service-
user to request 4 peer CMISESsérvice-user to create an instance
of a managed object. The 'service may only be requested in the
confirmed mode| and a-reply is expected.

6.3.5 The M-DHLETE service is invoked by a CMISE-service-

ISO/IEC 9595 : 1990 (E)

6.5 Managed object selection

Managed object selection involves two phases: scoping and
filtering.

Scoping entails the identification of the managed object(s) to
which a filter is to be applied.

Filtering entails the application of a set of tests to each
member of the set of previously scoped managed objects to
extract a subset.

The subset of scoped managed objects that satisfy the filter is

NOTE — If no filter is specified, then the(set-of scoped managed
objects is selected for the operation.

6.5.1 Scoping

The base managed object is defined as the roo} of the subtree of
the management information tree from which the search is to
commence. Four spegifications of scoping level are defined,
indicating whether the filter is to be applied t¢

a) the bage ‘object alone;
b)  théntl level subordinates of the base bbject:

c) \/ the base object and all of its subordinates down to and
including the nth level;

d) the base object and all of its subgrdinates (whole
subtree).

NOTE — The base object is defined to be level zero)
6.5.2 Filtering

A filter is a set of one or more assertions aboyt the presence or
values of attributes in a scoped managed object. If the filter
involves more than one assertion, the assertjons are grouped
together using logical operators, If the filter test succeeds for a
given managed object, then that managed object is selected for
performance of the operation.

6.5.3 Synchronization

A synchronization parameter is provided to aflow the CMISE-
service-user to indicate the manner in which|operations are to
be synchronized across managed object finstances when
multiple managed objects have been selected [by the scope and

user to request a peer CMISE-service-user fo delete an instance
of a managed object. The service may only be requested in the
confirmed mode, and a reply is expected. '

6.4 Management information tree

Management information may be viewed as a collection of
managed objects, each of which has attributes, and may have
defined events and actions. Names of instances of managed
objects are arranged hierarchically in a management
information tree.

It is conceivable that there may be dynamic changes to the
management information tree and that this knowledge may not
be instantaneously available to other open systems.

filter mechanism. 1he CMISE-service-user may request one of
two types of synchronization: atomic or best effort. Since the
order in which object instances are selected by the filter is a
local matter, synchronization based on order is not
meaningful.

NOTE -~ CMIS does not provide a parameter to indicate
synchronization across attributes within a managed object. This will be
specified as part of the managed object behaviour and may vary for
different attribute combinations and operations,

7 Functional units

The general service capabilities are designated as functional
units, where functional units correspond to the support of
service primitives or parameters.
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7.1 Kernel functional unit

All of the CMISE services listed in table 1 are included in the
kernel functional unit. For the services in the kernel functional
unit, the linked identification parameter shall not be used
unless the multiple reply functional unit is agreed for use on the
association between the CMISE-service-users. The scope and
synchronization parameters shall not be used unless the
multiple object selection functional unit has been agreed. The
filter parameter shall not be used unless the filter functional
unit has been agreed.

7.2 Additional

7.2.1 Multiple object selection functional unit

This functional pnit makes available the use of the scope and

8.1 Association services
8.1.1 Association establishment

The A-ASSOCIATE service of ISO 8649 is invoked by a
CMISE-service-user to establish an association with a peer
CMISE-service-user.  Association establishment is the first
phase of any instance of management information service
activity.

Table 2 lists the parameters that are defined by this
International Standard to be the CMIS specific part of the user
information parameter of the A-ASSOCIATE service. This
i ion i ified by the association-initiator and
exchanged when establishing an association, Exchange of this
initialisation -information is required-prior to using
management operation and notification-services.

Table 2 — A-ASSOCIATE user information

synchronization] parameters in the services in the kernel
functional unit] These parameters are not present in the
M-EVENT-REPOQRT and M-CREATE services.

If the multiple
then the multipl

7.2.2 Filter func

This functional

object selection functional unit is proposed,
e reply functional unit shall also be proposed.

tional unit

unit ‘makes available the use of the filter

parameter in the services in the kernel functional unit. The

filter parameter
M-CREATE sen

is not present in the M-EVENT-REPORT and

rices.

7.2.3 Multiple reply functional unit

This functional
identification p
unit, The linke
M-EVENT-RE!

unit makes available the use of the linked
ameter in the services in the kernel functional
identification parameter is not present in the
RT and M-CREATE services.

NOTE - The uIaof the multiple reply functional unitgnay result in a

large amount of d
for controlling th
additional mech

to be returned. Currently, CMIS-provides no facility
e flow of data or for controlling an operation;

for further study.

ms to cater for this situation are necessary and are

7.2.4 Extended service functional unit

This functiona

unit makes “available presentation layer

services in addition to the P-DATA service.

8 Service deﬁrTition

Parameter Name Reg/Ind Rsp/Conf
Functional units U U
Access control U —
User information U U

8.1.1.1 Functional units

When supplied by the initiating CMISE-s
parameter specifies the set of additional fun

agsociation. When returned by the responding

brvice-user, this
tional units that

CMISE-service-

the. initiating CMISE-service-user is proposir:f for use on the

user, this parameter specifies the set of addi
units that the responding CMISE-service-user
use on the association.

When this parameter is not supplied, it is
additional functional unit is proposed.

Any additional functional unit that has been j

ional functional
is proposing for

hssumed that no

iroposed by both

CMISE-service users is agreed to be available for use on the

association.

If the extended service functional unit

is successfully

negotiated, then presentation layer serviceq other than the

P-DATA service are available for use. Detail
presentation services and how they are used arg
definitions of the application context ]
association.

8.1.1.2 Access control

5 of which other
described in the
n use on the

This parameter is information of unspecified fd

rm to be used as

The CMISE services are listed in table 1.

Parameters returned as part of the confirm primitive may occur
as the result of a successful operation (these are described as
"included in the success confirmation"), or as the notification
of an error condition (these are described as "included in the
failure confirmation").

Some operations may report an error code. In the event of
multiple errors, with one of the errors being a security
violation, then the error code "access denied" shall be returned.

input to access control functions in establishing defauft access
privileges for all exchanges on the association. If a subsequent
service request specifies an access control parameter, then the
access privileges for that and only that invocation of the
service are determined from that parameter.

8.1.1.3 User information

The initiating CMISE-service-user and/or the responding
CMISE-service-user may optionally include user information
on the request and/or response primitive respectively. The
meaning of this parameter is application context specific.
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8.1.2 Association release

The A-RELEASE service of ISO 8649 is invoked by a CMISE-
service-user to request the orderly termination of an association
between peer application entities. This International Standard
does not specify any use of the parameters of the A-RELEASE
service.

The A-ABORT service is invoked by a CMISE-service-user to
request the abrupt termination of the association between peer
application entities.

Table 3 lists the parameter that is defined by this International

Standard to be_the abort source parameter of the A-ABORT 8.2.1.5 Event type

service,

T:1ble 3. A-ABORT user information

CMIS Paraeter A-ABORT Reqg/Ind
Abort sourde M

The abort sourge parameter indicates the initiating source of the
abort. It takes pne of the following symbolic values

— CMISE-service-provider;

— CMISE-sefvice-user.
8.2 Management notification service
The M-EVENT[REPORT service is used by a CMISE-service-user
to report an event to a peer CMISE-service-user. It is defined as

a confirmed angl a non-confirmed service.

8.2.1 M-EVENT-REPORT parameters

Table 4 lists the parameters for this service.

Table 4 — M-EVENT-REPORT parametets

ISO/IEC 9595 : 1990 (E)

8.2.1.3 Managed object class

This parameter specifies the class of the managed object in
which the event occurred. It may be included in any
confirmation. ,

8.2.1.4 Managed object instance
This parameter specifies the instance of the managed object in

which the event occurred. It may be included in any
confirmation.

This parameter specifies the type of event |being reported. It
may be included in the success confirmation and shall be
included if the event reply parameter is'included.

8.2.1.6 Event time
This parameter contains the) time of generatign of the event.
8.2.1.7 Event information

This parameter ‘contains information that the|invoking CMISE-
service-user s able to supply about the event :

8.2.1.8 Current time

This parameter contains the time at which|the response was
generated. It may be included in the success ¢onfirmation.

8.2.1.9 Event reply

This parameter contains the reply to the event report. It may be
included in the success confirmation.

8.2.1.10 Errors
This parameter contains the error notjfication for the

operation. It shall be included by the pejforming CMISE-
service-user in the failure confirmation. The following errors

-— duplicate invocation: the invoke identifier specified was
allocated to another notification or operation;

— invalid argument value: the event information value
specified was out of range or otherwise inappropriate;

— mistyped argument: one of the parametes supplied has not

Parameter Nane Req/Ind Rsp/Conf
Invoke identifier M M(=)
Mode M — may occur
Managed objeqt class M U
Managed objeqt instance M U
Event type M C(=)
Event time U —
Event informalion U -
Current time —_— U
Event reply e C
Errors — C

8.2.1.1 Invoke identifier

This parameter specifies the identifier assigned to the
notification. It can be used to distinguish this notification
from other opotifications or operations that the CMISE-service-
provider may have in progress.

8.2.1.2 Mode

This parameter specifies the mode requested for the operation.
The possible values are

—- confirmed;

— non-confirmed.

been agreed for use on e assoct
service-users;

- no such argument: the event information specified was not
recognized;

- no such event type: the event type specified was not
recognized;

— no such object class: the class of the specified managed
object was not recognized;

~— no such object instance: the instance of the specified
managed object was not recognized;

~— processing failure: a general failure in processing the
notification was encountered;


https://iecnorm.com/api/?name=73be10c0e746a67fa7b14b289e14ee84

ISO/IEC 9595 : 1990 (E)

— resource limitation: the notification was not processed due
to resource limitation;

— unrecognized operation: the operation is not one of those
agreed between the CMISE-service-users.

8.2.2 M-EVENT-REPORT procedures
8.2.2.1 The invoking CMISE-service-user reports an event to

a performing CMISE-service-user by issuing an M-EVENT-
REPORT request primitive to the CMISE-service-provider.

8.2.2.2 The C 1es an M-EVENT.-

8.3.1.1.2 Linked identifier

If multiple replies are to be sent for this operation, then this
parameter specifies the identification that is provided by the
performing CMISE-service-user when those replies are
retumed. The linked identifier shall have the same value as that
of the invoke identifier provided in the indication primitive.

8.3.1.1.3 Base object class
This parameter specifies the class of the managed object that is

to be used as the starting point for the selection of managed
objects on which the filter (when supplied) is to be applied.

REPORT indicgtion primitive to the performing CMISE-
service-user.

8.2.2.3 In the copfirmed mode, the performing CMISE-service-
user reports acceptance or rejection of the M-EVENT-REPORT
request primitive by issuing an M-EVENT-REPORT response
primitive to the CMISE-service-provider.

8.2.2.4 In the donfirmed mode, the CMISE-service-provider
issues an M-EVENT-REPORT confirm primitive to the
invoking CMJSE -service-user.

8.3 Management operation services

8.3.1 M-GET senvice

The M-GET service is used by a CMISE-service-user to retrieve
attribute values from a peer CMISE-service-user. It'is defined as
a confirmed servjce.

8.3.1.1 M-GET pparameters

Table 5 lists the parameters for this service.

Table 5 — M-GET parameters

Req/Ind Rsp/Conf

Parameter Name

Invoke identifie M(=)

Linked identifier

Base object clasg

Base object instance

Scope

Filter

Access controf

Synchronization

Attribute identiffer list

| lelelelalalzizl iz
|

Managed object plass
Managed object instance -

Attribute list —_—

C
Current time e U
C
C

Errors P

8.3.1.1.1 Invoke identifier

This parameter specifies the identifier assigned to the
operation.. It can be used to distinguish this operation from
other notifications or operations .that the CMISE-service-
provider may have in progress.

8.3.1.1.4 Base object instance
This parameter specifies the instance, of) the [managed object
that is to be used as the starting point for fhe selection of
managed objects on which the filter/(when sypplied) is to be
applied. '
8.3.1.1.5 Scope
This parameter indicates the subtrée, rooted at the base
managed object, which is to be searched. The(levels of search
that may be performed are

— the base object alone;

— thé rth level subordinates of the base objdct;

».l the base object and all of its subordinates down to and
including the nth level;

- the base object and all of its subordinates.
The default scope is the base object alone.

8.3.1.1.6 Filter

This parameter specifies the set of assertions |that defines the
filter test to be applied to the scoped managed object(s).
Multiple assertions may be grouped using the Jogical operators
AND, OR and NOT. Each assertion may be a fest for equality,
ordering, presence, or set comparison. Asseftions about the
value of an attribute are evaluated according [to the matching
rules associated with the attribute syntax. If ap attribute value
assertion is present in the filter and that attribute is not present
in the scoped managed object, then the result of the test for that

is nof specified,
scope are selected.

8.3.1.1.7 Access control

This parameter is information of unspecified form to be used as
input to access control functions.

8.3.1.1.8 Synchronization

This parameter indicates how the invoking CMISE-service-user
wants information retrievals synchronized across the selected
object instances. Two ways of synchronizing a series of
retrievals are defined
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-— Atomic: All retrievals are checked to see' whether they can
be performed. If any retrieval cannot be performed, then none
is performed, otherwise all retrievals are performed;

— Best effort: All retrievals are attempted. If an unsuccessful
retrieval occurs, the remaining retrievals are still attempted.

If this parameter is not supplied, best effort synchronization is
performed. ~

When the synchronization parameter is used and a single
managed object is specified, then the value of this parameter
has no effect on the retrieval.

ISO/IEC 9595 : 1990 (E)

— access denied: the requested operation was not performed
for reasons pertinent to the security of the open system;

— no such attribute: the identifier for the specified attribute
or attribute group was not recognized.

The attribute values that could be read are returned;

— invalid filter: the filter parameter contains an invalid
assertion or an unrecognized logical operator;

— invalid scope: the value of the scope parameter is invalid;

mi : s supplied has not

8.3.1.1.9 Attribjute identifier list

This parameter [contains a set of attribute identifiers for which
the attribute vplues are to be returned by the performing
CMISE-service{user. If this parameter is omitted, all attribute
identifiers are pssumed. The definitions of the attributes are
found in the spqcification of the managed object class.

8.3.1.1.10 Mangaged object class

been agreed for use on the association between the CMISE-
service-users; .

— no such object class: the class of the specified managed
object was not recognized;

— no such object instance! the instance| of the specified
managed object was not.recognized;

—- processing failure: a general failure in processing the

optional, otherwise it shall specify the class of the managed
object whose atfribute values are returned. It may be included in
any confirmation.

If the base ol;{ct alone is specified, then this parameter is

8.3.1.1.11 Managed object instance

If the base object alone is specified, then this parameter is

optional, othefwise it shall specify the instance of the.

managed object| whose attribute values are returned. It may be
included in any|confirmation.

8.3.1.1.12 Currpnt time

This parameter|contains the time at which the response was
generated. It may be included in the success confifmation.

8.3.1.1.13 Attribute list
This parameter| contains the set of~attribute’ identifiers and

values that are seturned by the performing CMISE-service-user.
It shall be incluied in the success confirmation.

T

8.3.1.1.14 Errors
This parameter contains the error notification for the
operation. It shall be/included by the performing CMISE-
service-user in [the failure confirmation. The following errors

operation was éncountered;

— resourcg limitation: the operation was n
to resolrce limitation;

—{ synchronization not supported:
synchronization specified is not supported;

— unrecognized operation: the operation ig
agreed between the CMISE-service-users.

8.3.1.2 M-GET procedures

8.3.1.2.1 The invoking CMISE-service-u

ot pérfoxmed, due
the ‘type of

not one of those

fer requests a

performing CMISE-service-user to retrieve atfribute value(s) by

issuing an M-GET request primitive to the
provider. '

8.3.1.2.2 If the CMISE-service-provider acq
then it issues an M-GET indication primitive
CMISE-service-user. Otherwise, the CMISH
rejects the request and the following procedurs

8.3.1.2.3 If the operation cannot be perf
performing CMISE-service-user rejects the M
issuing an M-GET response primitive with

CMISE-service-

tepts the request,
to the performing
-service-provider
ts do not apply.

ormed, then the
1-GET request by
the appropriate

error code. In this case, the following proced

res do not apply.

may occur

-— access denied: the requested operation was not performed
for reasons pertinent to the security of the open system;

— class instance conflict: the specified managed object
instance is not a member of the specified class;

— complexity limitation: the requested operation was not
performed because a parameter was too complex;

— duplicate invocation: the invoke identifier specified was
allocated to another notification or operation;

— get list error: one or more attribute values were not read for
one of the following reasons

8.3.1.2.4 It only one response 1s to be

generated, then

procedures 8.3.1.2.5, 8.3.1.2.6 and 8.3.1.2.7 shall be

ignored.

8.3.1.2.5 The performing CMISE-service-user retrieves the
requested attribute value(s) and generates a response which
includes results and/or error notifications. The linked identifier

shall be present in the service primitive, wit
be equal to the invoke identifier of the ind

h its value set to
ication primitive,

and the managed object class and instance shall be present.

8.3.1.2.6 The CMISE-service-provider issues an M-GET
confirm primitive to the invoking CMISE-service-user which
shall include the linked identifier and managed object class and

instance.
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8.3.1.2.7 Procedures 8.3.1.2.5 and 8.3.1.2.6 shall be repeated
untit all replies have been completed.

8.3.1.2.8 The completion of the response is indicated by the
performing CMISE-service-user issuing an M-GET response
primitive which shall not contain the linked identifier, and, if
there were linked responses generated by procedures 8.3.1.2.5
and 8.3.1.2.6, which shall not contain the attribute list.

8.3.1.2.9 The CMISE-service-provider issues an M-GET
confirm primitive to the invoking CMISE-service-user,
completing the M-GET operation.

8.3.2 M-SET ser

8.3.2.1.4 Base object class

This parameter spcciﬁes the class of the managed object that is
to be used as the starting point for the selection of managed
objects on which the filter (when supplied) is to be applied.

8.3.2.1.5 Base object instance

This parameter specifies the instance of the
that is to be used as the starting point for

managed object
the selection of

managed objects on which the filter (when supplied) is to be

applied.
8.3.2.1.6 Scope

The M-SET service is used by an invoking CMISE-service-user
to request the mqdification of attribute values by a peer CMISE-
service-user. It i defined as a confirmed and a non-confirmed
service. :

8.3.2.1 M-SET pprameters

Table 6 lists the|parameters for this service.

Table 6 — M-SET parameters
Parameter Name [ Rsp/Conf

2

Reg/Ind
Invoke identifie M(=)

Linked identifies — C

Mode

Base object clasg

Base object instance

Scope

Filter

Access control

Synchronization

| lelclclalz)ziz
I

Managed object class

Managed object |instance

Attribute list

Current time

k<4
alalalala] |

Errors i —

8.3.2.1.1 Invoke identifier

This parametes specifies the \identifier assigned to the
operation. It cap be used to distinguish this operation from
other notifications or operations that the CMISE-service-
provider may hape in progress.

8.3.2.1.2 Linked| identifier

This parameter indicates the subtree,(roo
managed object, which is to be searched.) The
that may be performed are

— the base object alone;

ed at the base
levels of search

— the nth level suborditatés of the base objgct;

— the base object-and all of its subordinales down to and

including the nHLlevel;

— the bas; object and all of its subordinates
The default scope is the base object alone.
8.3.2.1.7 Filter

This parameter specifies the set of assertions
filter test to be applied to the scoped ma
Multiple assertions may be grouped using the
AND, OR and NOT. Each assertion may be a
ordering, presence, or set comparison. Asse
value of an attribute are evaluated according

that defines the
naged object(s).
logical operators
test for equality,
rtions about the
to the matching

rules associated with the attribute syntax. If

attribute value

assertion is present in the filter and that attribgte is not present

in the scoped managed object, then the result
attribute value assertion shall be evaluated
managed object(s) for which the filter test ev.
are selected for the application of the operatio
not specified, all of the managed objects inclu
are selected.

8.3.2.1.8 Access control

This parameter is information of unspecified fo
input to access control functions.

the test for that
s FALSE. The
hluates to TRUE
n. If the filter is
ed by the scope

rm to be used as

If multiple replies are to be sent for this operation, then this
parameter specifies the identification that is provided by the
performing CMISE-service-user when those replies are
retumed. The linked identifier shall have the same value as that
of the invoke identifier provided in the indication primitive.

8.3.2.1.3 Mode

This parameter specifies the mode requested for the operation,
The possible values are

— confirmed;

— non-confirmed.

832 1.9 Synchronization

This parameter indicates how the invoking CMISE-service-user
wants the attribute modifications synchronized across the
selected object instances. Two ways of synchronizing a series

of modifications are defined

— Atomic: All modifications are checked to

see whether they

can be performed. If any modification cannot be performed,

then none is performed, otherwise all m
performed;

odifications are

— Best effort: All modifications are attempted. If an

unsuccessful
modifications are still attempted.

modification occurs, the

remaining
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If this parameter is not supplied, best effort synchronization is
performed.

When the synchronization parameter is used and a single
managed object is specified, then the value of this parameter
has no effect on the modification.

8.3.2.1.10 Managed object class

If the base object alone is specified, then this parameter is
optional, otherwise it shall specify the class of the managed
object whose attribute values were modified. It may be included
in any confirmation.

ISO/IEC 9595 : 1990 (E)

— resource limitation: the operation was not performed due
to resource limitation;

- set list error: one or more attribute values were not
modified for one of the following reasons

— access denied: the requested operation was not performed
for reasons pertinent to the security of the open system:

— invalid attribute value: the attribute value specified was
out of range or otherwise inappropriate;

— no such attribute: the identifier for the specified attribute

8.3.2.1.11 Mangaged object instance

If the base object alone is specified, then this parameter is
optional, otherwise it shall specify the instance of the
managed object|whose attribute values were modified. It may be
included in any| confirmation.

8.3.2.1.12 Attribute list

This parameter icontains a set of attribute identifiers and values
that are to be wsed by the performing CMISE-service-user to
modify the values of the attributes specified. It may be included
in the success ¢onfirmation.

8.3.2.1.13 Current time

This parameter| contains the time at which the response was
generated. It mgy be included in the success confirmation.

8.3.2.1.14 Errors

This parametgr contains the error notification for cthe
operation. It shall be included by the performing CMISE-
service-user in|the failure confirmation. The following errors
may occur

— access derjied: the requested operation was.not performed
for reasons pgrtinent to the security of the open system;

— class insfance conflict:- the specified managed object
instance is not a member of the specified class;

— complexity limitation: the\requested operation was not
petformed begause a paratheter was too complex;

— duplicate fnvocation: the invoke identifier specified was
allocated to another_notification or operation;

— invalid fiffer: P
assertion or an unrecognized logical operator;

— invalid scope: the value of the scope parameter is invalid;
— mistyped argument: one of the parameters supplied has not
been agreed for use on the association between the CMISE-

service-users.

— no such object class: the class of the specified managed
object was not recognized;

- no such object instance: the instance of the specified
managed object was not recognized;

— processing failure: a general failure in processing the
operation was encountered;

was not recognized.
The attribute values that could be‘modiﬁed, were modified,;

— _ synchronization not (supported:| the type of
synchronization specified is‘not supported;

— unrecognized operation: the operation i§ not one of those
agreed between the CMISE-service-users.

8.3.2.2 M-SET procedures

8.3.2.2.1 The invoking CMISE-service-uger requests a

performing CMISE-service-user to modify atrribute value(s) by
issuing an M-SET request primitive to thq CMISE-service-
provider.

8.3.2.2.2 If the CMISE-service-provider acgepts the request,
then it issues an M-SET indication primitive |to the performing
CMISE-service-user. Otherwise, the CMISE-service-provider
rejects the request and the following procedurgs do not apply.

8.3.2.2.3 In the non-confirmed mode the following procedures
shall be ignored.

8.3.2.2.4 If the operation cannot be performed, then the
performing CMISE-service-user rejects the M-SET request by
issuing an M-SET response primitive with th¢ appropriate error
code. In this case, the following procedures dp not apply.

8.3.2.2.5 If only one response is to be generated, then
procedures 8.3.2.2.6, 8.3.2.2.7 and 8.3.2.2.8 shall be
ignored.

8.3.2.2.6 The performing CMISE-service-yser modifies the
requested attribute value(s) and generates a response which
includes results and/or error notifications. linked identifier
shall be present in the servxce primitive, W1 h its value set to
ication primitive,
and the managed object class and instance shall be present.

8.3.2.2.7 The CMISE-service-provider issues an M-SET
confirm primitive to the invoking CMISE-service-user which
shall include the linked identifier and managed object class and
instance.

8.3.2.2.8 Procedures 8.3.2.2.6 and 8.3.2.2.7 shall be repeated
until all replies have been completed.

8.3.2.2.9 The completion of the response is indicated by the
performing CMISE-service-user issuing an M-SET response
primitive which shall not contain the linked identifier, and, if
there were linked responses generated by procedures 8.3.2.2.6
and 8.3.2.2.7, which shall not contain the attribute list.


https://iecnorm.com/api/?name=73be10c0e746a67fa7b14b289e14ee84

ISO/IEC 9595 : 1990 (E)

8.3.2.2.10 The CMISE-service-provider issues an M-SET
confirm primitive to the invoking CMISE-service-user,
completing the M-SET operation.

8.3.3 M-ACTION service

The M-ACTION service is used by a CMISE-service-user to
request a-peer CMISE-service-user to perform an action on
managed objects(s). It is defined as a confirmed and a non-
confirmed service.

8.3.3.1 M-ACTION parameters

8.3.3.1.5 Base object instance

This parameter specifies the instance of the managed object
that is to be used as the starting point for the selection of
managed objects on which the filter (when supplied) is to be
applied.

8.3.3.1.6 Scope
This parameter indicates the subtree, rooted at the base
managed object, which is to be searched, The levels of search

that may be performed are

the hase nhjprt alone:

Table 7 lists the irnhnubu-hr-&hii ice
Tqble 7 — M-ACTION parameters

Reqg/Ind Rsp/Conf

Parameter Name

Invoke identifies M(=)

Linked identifier, C

Mode

Base object clasg

I

Base object instdnce

Scope

Filter

Managed object flass

Managed object finstance

| ool

Access control

Synchronization

Q

Action type

Action information

I elzielel ] lalclziziz]l |2
I

Current time

Action reply

alalall Iy

Errors

— the nth Jevel subordinates of the base.object;

— the base object and all of its/subordinates down to and
including the nth level; ‘

- the base object and all-ef its subordinates.
The default scope is the'base object alone.
8.3.3.1.7 Filter

This parametér)specifies the set of assertions [that defines the
filter testto be applied to the scoped managed object(s).
Multiple\assertions may be grouped using the logical operators
AND,"OR and NOT. Each assertion may be a fest for equality,
ordeting, presence, or set comparison. Asseftions about the
value of an attribute are evaluated according fo the matching
rules associated with the attribute syntax. If af attribute value
assertion is present in the filter and that attribute is not present
in the scoped managed object, then the result of the test for that

8.3.3.1.1 Invoke |identifier

attribute value assertion shail be evaluated

s FALSE. The

managed object(s) for which the filter test evdluates to TRUE

are selected for the application of the operatio
not specified, all of the managed objects inclug

. If the filter is
ed by the scope

This parameter
operation. It can
other notificatio
provider may hay

specifies the identifier assigned to the
be used to distinguish this-operation from
ns or operations that the CMISE-service-
e in progress.

8.3.3.1.2 Linked [identifier

If multiple replig
parameter specif
petforming C
retumed. The L
of the invoke ide

s are to be sent\for this operation, then this
es the identification that is provided by the
SE-servicesuser when those replies are
ed identifier shall have the same value as that
htifier provided in the indication primitive.

are selected.
8.3.3.1.8 Managed object class

If the base managed object alone is specified, then this
parameter is optional, otherwise it shall specfify the class of
the managed object that performed the actjon. It may be
included in any confirmation.

8.3.3.1.9 Managed object instance

If the base object alone is specified, then tHis parameter is
optional, otherwise it shall specify the instance of the

8.3.3.1.3 Mode

This parameter specifies the mode requested for the operation.
The possible values are

— confirmed;

— non-confirm

ed.

8.3.3.1.4 Base object class

This parameter specifies the class of the managed object that is
to be used as the starting point for the selection of managed

objects on which

10

the filter (when supplied) is to be applied.

managed object that performed the action. It may be included in
any confirmation.

8.3.3.1.10 Access control

This parameter is information of unspecified form to be used as
input to access control functions.

8.3.3.1.11 Synchronization

This parameter indicates how the invoking CMISE-service-user
wants actions synchronized across the selected object
instances. Two ways of synchronizing a series of actions are
defined
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— Atomic: All actions are checked to see whether they can be
performed. If any action cannot be performed, then none is
performed, otherwise all actions are performed;

— Best effort: All actions are attempted. I an unsuccessful
action occurs, the remaining actions are still attempted.

If this parameter is not supplied, best effort synchronization is
performed.

When the synchronization parameter is used and a single
managed object is specified, then the value of this parameter
has no effect on the action.

ISO/IEC 9595 : 1990 (E)

— no such- action: the action type specified was not
supported;

—- no such argument: the action information specified was
not supported;

— no such object class: the class of the specified managed
object was not recognized;

-— no such object instance: the instance of the specified
managed object was not recognized;

— processing failure: a general failure in processing the

operati
r

8.3.3.1.12 Actign type

This parameter specifies a particular action that is to be
petformed. It mpy be included in the success confirmation and
shall be included if the action reply parameter is included.

8.3.3.1.13 Actign information

This parameter [specifies extra information when necessary to
further define the nature, variations, or operands of the action
to be performed. The syntax and semantics of the parameter
depend upon the action requested.

— resource limitation: the operation was npt performed due
to resource limitation;

— synchronization not, (supported:| the type of
synchronization specified is ot supported;

— unrecognized operation: the operation is| not one of those
agreed between the CMISE-service-users.

8.3.3.2 M-ACTION-procedures-

8.3.3.1.14 Curr

This parameter

nt time

contains the time at which the response was

generated. It mz]/ be included in the success confirmation.

8.3.3.1.15 Acti

This parameter
included in the

n reply

contains the reply to the ‘action. It may be
uccess confirmation.

8.3.3.2.1 The"invoking CMISE-service-ug
performirg’ CMISE-service-user to perform ‘an
managed pbjects by issuing an M-ACTION re|
the CMISE-service-provider. :

8.3.3.2.2 If the CMISE-service-provider acc
then it issues an M-ACTION indication
performing CMISE-service-user. Otherwig
service-provider rejects the request and

er requests a
action on a set of
quest primitive to

epts the request,
primitive to the
e, the CMISE-

the following

8.3.3.1.16 Errors

This paramete; contains the error notification for the
operation. It shall be included by the performing CMISE-
service-user in the failure confirmation. The following errors
may occur

- access denied: the requested operation was not performed
for reasons peftinent to the seourity of the open system;

— class instance conflict: the specified managed object
instance is not|a member.of the specified class;

— complexity limitation: the requested operation was not
performed becpuse.a parameter was too complex;

procedures do not apply.

8.3.3.2.3 In the non-confirmed mode the foll pwing procedures
shall be ignored.

8.3.3.2.4 If the operation cannot be performed, then the
performing CMISE-service-user rejects the M{ACTION request
by issuing an M-ACTION response primitive with the
appropriate error code. In this case, the follgwing procedures
do not apply. '

8.3.3.2.5 If only one response is to be|generated, then
procedures 8.3.3.2.6, 8.3.3.2.7 and 8.3{3.2.8 shall be
ignored.

8.3.3.2.6 The performing CMISE-service-hser applies the
action to the managed object and generates 3 response which

~— duplicate invocation: the invoke identifier specified was
allocated to another notification or operation;

— invalid argument value: the action information value
specified was out of range or otherwise inappropriate;

— invalid filter: the filter parameter contains an invalid
assertion or an unrecognized logical operator;

— invalid scope: the value of the scope parameter is invalid;
~— mistyped argument: one of the parameters supplied has not

been agreed for use on the association between the CMISE-
service-users;

includes a resulf or an error nofification. The linked identifier
shall be present in the service primitive, with its value set to
be equal to the invoke identifier of the indication primitive,
and the managed object class and instance shall be present.

8.3.3.2.7 The CMISE-service-provider issues an M-ACTION
confirm primitive to the invoking CMISE-service-user which
shall include the linked identifier and managed object class and
instance.

8.3.3.2.8 Procedures 8.3.3.2.6 and 8.3.3.2.7 shall be repeated
until all replies have been completed.

8.3.3.2.9 The completion of the response is indicated by the
performing CMISE-service-user issuing an M-ACTION
response primitive which shall not contain the linked
identifier, and, if there were linked responses generated by

11
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procedures 8.3.3.2.6 and 8.3.3.2.7, which shall not contain
the action result.

8.3.3.2.10 The CMISE-service-provider issues an M-ACTION
confirm primitive to the invoking CMISE-service-user,
completing the M-ACTION operation.

8.3.4 M-CREATE service

The M-CREATE service is used by an invoking CMISE-service-
user to request a peer CMISE-service-user to create a new
managed object instance, complete with its identification and
the values of its assoc1ated _management mformatlon, and

simultaneously
confirmed service.

8.3.4.1 M-CREATE parameters
Table 8 lists the parameters for this service.

Table 8 — M-CREATE parameters

Parameter Name Reqg/Ind Rsp/Conf

Invoke identifiqr M(=)

Managed objecy class

Managed object instance

C
C
Superior object|instance —

Access control |

Reference objedt instance

Attribute list

| lelelelalclzlz

Current time

alalati

l

Errors

8.3.4.1.1 Invokp identifier

This parameter specifies the identifier assigned to) the
operation. It cgn be used to distinguish this operation from
other notificatjons or operations that the CMISE=service-
provider may have in progress.

8.3.4.1.2 Managed object class

This parameter [specifies the class of-the new managed object
instance which|is to be created by ‘the performing CMISE-
service-user. The performing CMISE-service-user assigns to
the new managed object instance, a set of attribute values as
specified by the definition-of its class. If the reference object
instance field ig not supplied by the invoking CMISE-service-
user, those attgibutes-whose values are not assigned in the
attribute list field” are’ assigned a set of default values as
specified by the definition of the new managed object’s class.

If this parameter is supplied by the invoking CMISE-service-
user, then the managed object instance parameter shall not be
supplied.

8.3.4.1.5 Access control

This parameter is information of unspecified form to be used as
input to access control functions.

8.3.4.1.6 Reference object instance

When this parameter is supplied by the invoking CMISE-
servxce-user, it must specify an existing instance of a managed
the reference object, of the same class as the
managed object to be created. Attribute valugs associated with

8.3.4.1.7 Attribute list

When this parameter is supplied by the i
service-user, it contains alset of attribute identifiers and values
that the performing CMISE-service-user is to pssign to the new
managed object instance. These values override the values for
the corresponding attributes derived from either the reference
object (if the referénce object instance field iy supplied) or the
default value~set specified in the definition| of the managed
object’s <lass. When returned by the performing CMISE-
service-uyer, this parameter contains the complete list of all
attribute “identifiers and values that were asspgned to the new
managed object instance. It may be included in the success
confirmation.

8.3.4.1.8 Current time

This parameter contains the time at which the response was
generated. It may be included in the success confirmation.

8.3.4.1.9 Errors

This parameter  contains the error notification for the
operation. It shall be included by the performing CMISE-
service-user in the failure confirmation. The|following errors
may occur

— access denied: the requested operation was not performed
for reasons pertinent to the security of the open system;

— class instance conflict: the specified |managed object
instance may not be created as a member|of the specified
class;

This parameter may be included in any confinnation.
8.3.4.1.3 Managed object instance

This parameter specifies the instance of the managed object
which is to be registered by the performing CMISE-service-
user. If neither the managed object instance nor the superior
object instance parameters is supplied by the invoking CMISE-
service-user, then the performing CMISE-service-user assigns a
value to this identification of instance. This parameter may be
included in the success confirmation and shall be included if it
is not supplied by the invoking CMISE-service-user.

8.3.4.1.4 Superior object instance

This parameter identifies the existing managed object instance
which is to be the superior of the new managed object instance.

12

— duplicare invocation: The invoke identifier specified was

allocated to another notification or operation;

— duplicate managed object instance: the new managed
object instance value supplied by the invoking CMISE-
service-user was already registered for a managed object of the
specified class;

— invalid attribute value: an attribute value specified was out
of range or otherwise inappropriate;

— invalid object instance: the object instance name specified
implied-a violation of the naming rules;

- missing attribute value: a required attribute value was not
supplied, and a default value was not available;
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— mistyped argument: one of the parameters supplied has not
been agreed for use on the association between the CMISE-
service-users;

— no such attribute: an attribute specified was not
recognized;

— no such object class: the class of the specified managed
object was not recognized;

— no such object instance: the instance of the specified
superior managed object was not recognized;

— no such reference object: the reference object instance

parameter wag not recognized,;

— processing failure: a general failure in processing the
operation was|encountered;

- resource limitation: the operation was not performed due
to resource linitation;

— unrecognized operation: the operation is not one of those
agreed betweep the CMISE-service-users.

8.34.2 M-CREATE procedures

8.3.4.2.1 The [invoking CMISE-service-user requests the

creation and registration of a new managed object instance by
issuing an M-CREATE request primitive to the CMISE-service-
provider. ‘

8.3.4.2.2 The ¢MISE-service-provider issues an M-CREATE
indication primitive to the performing CMISE-service-user.

8.3.4.2.3 The |performing CMISE-service-user creates and
registers the new managed object instance or rejects, ‘the
M-CREATE rqquest, and issues an M-CREATE. response
primitive to the| CMISE-service-provider.

8.3.4.2.4 The ¢MISE-service-provider issues-an- M-CREATE
confirm primitiye to the invoking CMISE-service-user.

8.3.5 M-DELETE service

The M-DELETE service is used by‘an invoking CMISE-service-
user to request § peer CMISE-service-user to delete a managed
object instance pnd to deregister its identification. It is defined
as a confirmed gervice.

8.3.5.1 M-DELEITE parameters

ISO/IEC 9595 : 1990 (E)

Table 9— M-DELETE parameters

Parameter Name Reqg/Ind

Rsp/Conf

Invoke identifier

M=)

Linked identifier

C

Base object class

Base object instance

Scope

Filter

Access control

Synchronization

Helelalalzlzll |1z

Managed object class

%ﬂﬂ%%

Current time o

Errors Y

aleclalall

8.3.5.1.1 Invoke identifier

This parameter specifies (thie) identifier Jassigned to the
s

operation. It can be used-to-distinguish th
other notifications or/operations that the
provider may have in\progress.

8.3.5.1.2 Linked‘identifier

If multiple feplies are to be sent for this op
parameter specifies the identification that i

operation from
CMISE-service-

eration, then this
provided by the

performing CMISE-service-user when those replies are
returnied. The linked identifier shall have the ame value as that

of the invoke identifier provided in the indic
8.3.5.1.3 Base object class

This parameter specifies the class of the mand
to be used as the starting point for the seles
objects on which the filter (when supplied) is

8.3.5.1.4 Base object instance

This parameter specifies the instance of th
that is to be used as the starting point for]
managed objects on which the filter (when
applied.

8.3.5.1.5 Scope
This parameter indicates the subtree, rod

managed object, which is to be searched. Th
that may be performed are

tion primitive.

ged object that is
ttion of managed
to be applied.

managed object
the selection of
upplied) is to be

ted at the base
e levels of search

— the base object alone;

Table 9 lists the-patameters—for-this—service:

— the nth level subordinates of the base object:

— the base object and all of its subordinates down to and

including the nth level;

— the base object and all of its subordinates.

The default scope is the base object alone.

8.3.5.1.6 Filter

This parameter specifies the set of assertions that defines the
filter test to be applied to the scoped managed object(s).
Multiple assertions may be grouped using the logical operators
AND, OR and NOT. Each assertion may be a test for equality,

13
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ordering, presence, or set comparison. Assertions about the
value of an attribute are evaluated according to the matching
rules associated with the attribute syntax. If an attribute value
assertion is present in the filter and that attribute is not present
in the scoped managed object, then the result of the test for that
attribute value assertion shall be evaluated as FALSE. The
managed object(s) for which the filter test evaluates to TRUE
are selected for deletion. If the filter is not specified, all of the
managed objects included by the scope are selected.

8.3.5.1.7 Access control

This parameter is information of unspecified form to be used as
input to access control functions.

— complexity limitation: the requested operation was not
performed because a parameter was too complex;

— duplicate invocation: the invoke identifier specified was
allocated to another operation;

— invalid filter: the filter parameter contains an invalid
assertion or an unrecognized logical operator;

— invalid scope: the value of the scope parameter is invalid;
— mistyped argument: one of the parameters supplied has not

been agreed for use on the association between the CMISE-
service-users;

8.3.5.1.8 Synchronization

This parameter indicates how the invoking CMISE-service-user
wants the deletions synchronized across the selected object
instances. Two Ways of synchronizing a series of deletions are
defined

— Atomic: Al deletions are checked to see whether they can
be performed. If any deletion cannot be performed, then none
is performed, otherwise all deletions are performed;

—- Best effort] All deletions are attempted. If an unsuccessful
deletion occurp, the remaining deletions are still attempted.

— no such object class: the class of the sllecified managed
object was not recognized;

-— no such object instance: the instance |of the specified
managed object was not recognized;

— processing failure: @ general failure ig processing the
operation was encountered;

— resource limitation: the operation was n¢t performed due
to resource limitation;
— synchronization not supported: | the type of
synchroftization specified is not supported;

When. the éync
managed object
fies no effect on

If this paramete
performed,

hronization parameter is used and a single
is specified, then the value of this parameter
the deletion.

F is not supplied, best effort synchronization is

8.3.5.1.9 Managed object class

If the base objs
optional, otherw
object which
confirmation.

tct alone is specified, then this parameter is
ise it shall specify the class of the-managed
vas deleted. It may be included in any

8.3.5.1.10 Managed object instance

If the base objd
optional, other
managed object
confirmation.

tct alone is specified, then this parameter is
vise it shall _specify the instance of the
which was deleted. It may be included in any

8.3.5.1.11 Current thme

as

<= unrecognized operation: the operation is
agreed between the CMISE-service-users.

8.3.5.2 M-DELETE procedures

not one of those

8.3.5.2.1 The invoking CMISE-service-user requests a

performing CMISE-service-user to delete man
issuing an M-DELETE request primitive to the
provider.

8.3.5.2.2 If the CMISE-service-provider acc
then it issues an M-DELETE indication

hged object(s) by
CMISE-service-

epts the request,
brimitive to the

performing CMISE-service-user. Otherwisg, the CMISE-

service-provider rejects the request and
procedures do not apply.

8.3.5.2.3 If the operation cannot be perfq
performing CMISE-service-user rejects the M-

the following

prmed, then the
DELETE request

by issuing an M-DELETE response primitive with the

appropriate error code, In this case, the follo
do not apply. :

wing procedures

83524 I onlvy one re

This parameter

generated. It may be included in the success confirmation.

y sponse is to be |
procedures 8.3.5.2.5, 8.3.5.2.6 and 8.3.
ignored.

generated, then
5.2.7 shall be

8.3.5.1.12 Errors

This parameter contains the error notification for the
operation. It shall be included by the performing CMISE-
service-user in the failure confirmation. The following etrors
may occur

—— access denied: the requested operation was not performed
for reasons pertinent to the security of the open system;

— class instance conflict: the specified managed object
instance is not a member of the specified class;
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8.3.5.2.5 The performing CMISE-service-user deletes the
specified managed object and generates a response. The linked
identifier shall be present in the service primitive, with its
value set to be equal to the invoke identifier of the indication
primitive, and the managed object identifier shall be present.

8.3.5.2.6 The CMISE-service-provider issues an M-DELETE
confirm primitive to the invoking CMISE-service-user which
shall include the linked identifier and managed object
identifier.

8.3.5.2.7 Procedures 8.3.5.2.5 and 8.3.5.2.6 shall be repeated
until all replies have been completed.
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8.3.5.2.8 The completion of the response is indicated by the
performing CMISE-service-user issuing an M-DELETE
response primitive which shall not contain the linked
identifier, and, if there were linked responses generated by
procedures 8.3.5.2.5 and 8.3.5.2.6, which shall not contain
the delete result.

8.3.5.2.9 The CMISE-service-provider issues an M-DELETE

confirm primitive to the invoking CMISE-service-user,
completing the M-DELETE operation.

9 Sequencing information

ISO/IEC 9595 : 1990 (E)

9.1.3 Disrupted service procedures

These services does not disrupt any other service procedure.
9.1.4 Disrupting service procedures

These services are disrupted by the A-ABORT service procedure.
9.2 M-EVENT-REPORT, M-SET, M-ACTION

9.2.1 Type of service

These are confirmed and non-confirmed services.

9.1 M-GET, M-CREATE, M-DELETE
9.1.1 Type of sprvice

These are confirmed services.

9.1.2 Usagé restrictions

These services may only be invoked within the context of an
established association.

9.2.2 Usage restrictions

These services may only be invoked within [the context of an
established association.

9.2.3 Disrupted service procedures
These services do not disfupt any other service kproéiedures.
9.2.4 Disrupting service procedures

These services are-disrupted by the A-ABORT [service procedure.
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