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Fore\lvord ‘

ISO (thg

International Organization for Standardization) and IEC (the International

Electrotdchnical Commission) together form a system for worldwide standardization as

a whole/|
ment of

technica

National bodies that are members of 1SO or |EC participate in the develop-
International Standards through technical committees established by the

committees collaborate in fields of mutual interest. Other international

‘respecﬁ\le organization to deal with particular fields of technical activity. ISO and |EC

organiza
take part

committ
technical
tance as

jons, governmental and non-governmental, in liaison with ISO and IEC, also
in the work.

e, ISO/IEC JTC 1. Draft International Standards adopted by the joint
committee are circulated to national bodies for approval before their@accep-
nternational Standards. They are approved in accordance with procedures re-

In the fiEFd of infdrmation technology, 1SO and IEC have established a joint technical

quiring gt least 75 % approval by the national bodies voting.

Internatipnal Standard 1SO/IEC 8073 was prepared by Joint Technical Committee

ISO/IEC

This seco

JTC 1, /nformat/on technology.

nd edition cancels and replaces the first edition (IS0 8073 : 1986} and includes

technical revisions to the following: subclause 4.4; table'2; subclauses 8.5, 6.7, 6.9,

6.12 and
13.2, 13,

Users sh
and that
latest ed

Annex Al
tion only]

6.13; table 5: subclauses 6.14, 6.17 and:12.2; figure 4; table 7; subclauses
D and 14.6; tables 15, 17, 18 and 19; clause A.6; and tables 22 and 23.

buld note that all International Standards undergo revision from time to time
any reference made herein to\any other International Standard implies its
tion, unless otherwise stated:

forms an integral part of this International Standard. Annex B is for informa-
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INTERNATIONAL STANDARD

ISO/IEC 8073 : 1988 (E)

Information processing systems — Open
Systems Interconnection — Connection
oriented transport protocol specification

0 Introduction

dards prpduced to facilitate the interconnection of information
processing systems. This set of International Standards covers
the senJices and protocols required to achieve such inter-
connectfon.

This Intjtr:national Standard is one of a set of International Stan-

The Trapsport Protocol Standard is positioned with respect to
other related International Standards by the layers defined in

This Int¢rnational Standard specifies a common encoding and
a numbpr of classes of transport protocol procedures to be
used with different network qualities of service.

It is intepded that the Transport Protocol should be simple’but
general Enough to cater for the total range of Network-Service
qualitieg possible, without restricting future extensions.

The protocol is structured to give rise to classes of protocol
which ae designed to minimize possibledncompatibilities and
implemgntation costs.

ses are selectable with respect to the Transport and
Services in providing theyréquired quality of service for
onnection of two séssion entities (each class provides
nt set of functions for enhancement of service

rnationah Standard defines mechanisms that can be
used to| optimize. network tariffs and enhance the foliowing
qualitied of $ervice :

a) different throughput;

b) different error rates;

¢} integrity of data requirements;
d) reliability requirements:

It does not require-an_implementation to use

ali of these

mechanisms, nor deés‘it define methods for mezm.lring achiev-

ed quality of service or criteria for deciding wi

n to release

transport connections following quality of service degradation.

The primary aim of this International Standard irlto provide a

set of.rules for communication expressed in ter
cedures to be carried out by peer entities at the
munication. These rules for communication are
provide a sound basis for development in order t|
iety of purposes i.e. :

a) as a guide for implementors and designets;

b) for use in the testing and procurement o

¢) as part of an agreement for the admittan
into the open systems environment;

d) as a refinement of the understanding of

s of the pro-
time of com-

intended to
b serve a var-

equipment;

te of systems

DSI.

As it is expected that the initial users of this Interpational Stan-

dard will be designers and implementors of eg
International Standard contains, in notes or

uipment this
in annexes,

guidance on the implementation of the procedures defined

herein.

It should be noted that, as the number of \

alid protocol

sequences is very large, it is not possible
technology to verify that an implementation wi

with current
| operate the

Transport
Protocol
Specification

TRANSPORT SERVICE DEFINl"I'ION

Reference to assumptions - - -

“
| {
NETWORK SERVICE DEFINITION

Figure 1 — Relationship between the Transport Protocol and adjacent services
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protocol defined in this International Standard correctly under
all circumstances. It is possible by means of testing to establish
confidence that an implementation correctly operates the pro-
tocol in a representative sample of circumstances. It is,
however, intended that this International Standard can be used
in circumstances where two implementations fait to com-
municate in order to determine whether one or both have failed
to operate the protocol correctly.

This International Standard contains a section on conformance
of equipment claiming to implement the procedures in this
International Standard. Attention is drawn to the fact that this

b) the means of negotiating the class of procedures to be
used by the transport entities;

¢) the structure and encoding of the transport protocol
data units used for the transfer of data and contro! infor-
mation. .

The procedures are defined in terms of

a) theinteractions between peer transport entities through
the exchange of transport protocol data units;

International | Standard does not contain any tests to
demonstrate [this conformance.

The variatior]s and options available within this International
Standard are|essential as they enable a transport service to be
provided for @ wide variety of applications over a variety of net-
work qualities. Thus, a minimally conforming implementation
will not be suftable for use in all possible circumstances. It is im-
portant, therg¢fore, to qualify all references to this International
Standard wi':[: statements of the options provided or required
or with statements of the intended purpose of provision or use.

1 Scope|and field of application
This International Standard specifies

a) five classes of procedures :

1) clgss O : simple class;

2) clgss 1 : basic error recovery class;

3) clgss 2 : multiplexing class;

4) clgss 3 : error recovery and multiplexing class;
b) clgss 4 : error detection and recovery:class;

for the connection oriented transfer of ‘data and control

informatign from one transport entity to a peer transport
entity;

b} the interactions between a transport entity [and the
transport service user in the same systemCthrgqugh the
exchange of transport service primitives;

c) the interactions between a transport-entity and the net-
work service provider through the exchange of netyvork ser-
vice primitives.

These procedures are definedhin“the main text of this Inter-
national Standard suppleménted by state tables in anhex A.

These procedures are applicable to instances of commuinication
between systems which support the Transport Layer of the OSI
Reference Modeland which wish to interconnect infan open
systems environment.

This International Standard specifies, in clause 14, | confor-
mance, requirements for systems implementing thgse pro-
cedures. It does not contain tests which can be|used to
demonstrate this conformance.

2 References

ISO 7498, Information processing systems — Open [Systems
Interconnection — Basic Reference Model.

ISO 8072, Information processing systems — Open [Systems
Interconnection — Transport service definition.

ISO 8348, /Information processing systems — Data com-
munications — Network service definition.
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Section one : General

3 Definitions

NOTE — The definitions contained in this clause make use of abbrevi-
ations defined in clause 4.

3.1 This International Standard is based on the concepts
developed in 1SO 7498 and makes use of the following terms

3.2.10 alternative class : A protocol class that the initiator
indicates in a CR TPDU as an alternative choice for use over the
transport connection.

3.2.11 proposed class : A preferred class or an alternative
class.

defined in

-

a) concatenation and separation;
b} se]menting and reassembling;
c} multiplexing and demultiplexing;

d) spljtting and recombining;

e) floy control.

3.2 For [the purposes of this International Standard, the
following definitions apply :

3.2.1 equiiipment : Hardware or software or a combination of
both; it nped not be physically distinct within a computer
system.

3.2.2 trahsport service user : An abstract representation of
the totality of those entities within a single system that make
use of the|transport service.

3.2.3 network service provider : An abstract machine that
models the totality of the entities providing the network
service, ag viewed by a transport entity.

its behavigur in the Transport Layer-that is not subject to the

3.24 IOTI matter : A decision made by;a system concerning
requirements of this protocol.

3.2.5 initiator : A transport entity that initiates a CR TPDU.

3.2.6 responder : A transport entity with whom an initiator
wishes to pstablishta“transport connection.

NOTE - Infitiator‘and responder are defined with respect to a single

transport cennection. A transport entity can be both an initiator and

3.2.12 selected class : The protocol class thatithe responder
indicates in a CC TPDU that it has chosen-fer)Uge over the
transport connection.

3.2.13 proposed parameter : Thevalue for a parameter that
the initiator indicates in a CR TPDW that it wishes {o use over
the transport connection.

3.2.14 selected parameter : The value for a pargmeter that
the responder indicatesin' a CC TPDU that it has chqgsen for use
over the transport connection.

3.2.1% error_jindication : An N-RESET indicatjon, or an
N-DISCONNECT indication with a reason code inflicating an
error, that a transport entity receives from the NS-provider.

3.2:16 invalid TPDU : A TPDU that does not cpmply with
the requirements of this International Standard fqr structure
and encoding.

3.2.17 protocol error : A TPDU whose use does hot comply
with the procedures for the class.

3.2.18 sequence number :

a) the number in the TPDU-NR field of a DT THDU that in-
dicates the order in which the DT TPDU was trapsmitted by
a transport entity;

b) the number in the YR-TU-NR field of an| AK or RJ
TPDU that indicates the sequence number of the next DT
TPDU expected to be received by a transport entity.

3.2.19 transmit window : The set of consecutive sequence
numbers which a transport entity has been authofised by its
peer entity to send at a given time on a given transpprt connec-
tion,

responder simultaneously.

3.2.7 sending transport entity : A transport entity that
sends a given TPDU.

3.2.8 receiving transport entity : A transport entity that
receives a given TPDU.

3.2.9 preferred class : The protocol class that the initiator
indicates in a CR TPDU as its first choice for use over the
transport connection.

3.2.20 lower window edge : The lowest sequence number
in a transmit window.

3.2.21 upper window edge : The sequence number which
is one greater than the highest sequence number in the
transmit window.

3.2.22 upper window edge allocated to the peer entity :
The value that a transport entity communicates to its peer enti-
ty to be interpreted as its new upper window edge.
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3.2.23 closed window : A transmit window that contains no
sequence number.

3.2.24 window information : Information contained in a
TPDU relating to the upper and the lower window edges.

3.2.25 frozen reference : A reference that is not available
for assignment to a connection because of the requirements
of 6.18.

4.4 Times and associated variables

T1 Local retransmission time
N The maximum number of transmissions
L Time bound on reference and sequence number

| Inactivity time

w Window time

Time to try reassignment/resynchronization
Time to wait for reassignment/resynchronization
TS1 Supervisory timer 1

3.2.26 unassigned reference : A reference that is neither
currently irf use for identifying a transport connection nor

which is in|a frozen state.

3.2.27 transparent (data) ;: TS-user data that is transferred
intact between transport entities and which is unavailable for
use by the [transport entities.

3.2.28 owner (of a network connection) : The transport
entity that [ssued the N-CONNECT request leading to the cre-
ation of that network connection.

retransmisgion procedure or retention until acknowledgement

3.2.29 re{ained TPDU : A TPDU that is subject to the
nd is available for possible retransmission.

procedure

4 Symbols and abbreviations

4.1 Data units
TPDU  Tpansport-protocol-data-unit

TSDU  Transport-service-data-unit
NSDU  Network-service-data-unit

4.2 Types of Transport Protocol data units

CR TPDU | Connection request TPDU

CC TPDU | Connection confirm TPDU
DR TPDU | Disconnect request TPDU

DC TPDU | Disconnect confirm FPDY

DT TPDU | Data TPDU

ED TPDU | Expedited data FRDU

AK TPDU | Data acknowlédge TPDU

EA TPDU | Expedited acknowiedge TPDU
RJ TPDU | Reject TPDU

ER TPDU | Error TPDU

4.3 TPDUfields

TS2  Supervisory timer 2
Mg NSDU lifetime local-to-remote
Mgp. NSDU lifetime remote-to-local

Eir Expected maximum transit delay Iocal—to-re]note

ErL Expected maximum transit delay remote-to{ocal
Persistence time

AL Local acknowledgement time

AR Remote acknowledgement time

4.5 Miscellaneous

TS-user Transport-service user

TSAP Transport:Sefrvice-access-point
NS-provider Network.service provider

AP Network-service-access-point
QoS Quality of service

b Overview of the Transport Protocol

NOTE — This overview is not exhaustive and has been grovided for
guidance.

5.1 Service provided by the Transport Layer

The protocol specified in this International Standardl supports
the Transport Service defined in 1ISO 8072,

Information is transferred to and from the TS-user in the
transport service primitives listed in table 1.

5.2 Service assumed from the Network Layer

The protocol specified in this International Standardd assumes
the use of the Network Service defined in ISO 8348

Information is transferred to and from the NS-prov|der in the
network service primitives listed in table 2.

NOTES

1 The parameters listed in table 2 are those in the currgnt network

Ll Length indicator (field)

CDT Credit (field)

TSAP-ID Transport-service-access-point  identifier
(field)

DST-REF Destination reference (field)

SRC-REF Source reference (field)

EOT End of TSDU mark

TPDU-NR DT TPDU number (field)

ED-TPDU-NR ED TPDU number (field)

YR-TU-NR Sequence number response (field)

YR-EDTU-NR ED TPDU number response (field)

service {see 1ISO 8348).

2 The way the parameters are exchanged between the transport en-
tity and the NS-provider is a local matter.

5.3 Functions of the Transport Layer

5.3.1 Overview of functions

The functions in the Transport Layer are those necessary to
bridge the gap between the services available from the Network
Layer and those to be offered to the TS-users.
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Primitives Parameters
T-CONNECT request Called Address
indicati Calling Address
Indication Expedited data option
Quality of service
TS-user-data
T-CONNECT response Responding address
fi Quality of service
contirm Expedited data option
TS-user-data
T-DATA request TS-user-data
indication
T-EXPEDITED DATA request TS-user-data
indication
T-DISCONNECT request TS-user-data
T-DISCONNECT indication Disconnect reason
TS-user-data
Table 2 — Network service primitives
Primitives X/Y Parameters X/Y/Z
N-CONNECT request X Called*Address X
Calling Address X
indication X Receipt confirmation selection Y
Expedited data selection Y
QOS parameter set X
NS-user-data z
N-CONNECT response X Responding Address X
confirmation X Receipt confirmation selection Y
Expedited data selection Y
QOS parameter set X
N-user-data Z
N-DATA request X N-user-data X
indication X Confirmation request Y
N-DATA ACKNOWLEDGE request Y
indication Y
N-EXPEDITED DATA request Y NS-user-data Y
indication Y
N-RESET request X Reason 4
indication X Originator 4
Reason z
N-RESE[l response X —
confirm X —
N-DISCONNECT request X Reason z
NS-user-data 4
Responding address Z
indication X Originator Z
Reason Z
NS-user-data Z
Responding address Z

Key :

X : The Transport Protocol assumes that this facility is provided in all networks.

Y : The Transport Protocol assumes that this facility is provided in some networks and a mechanism is provided to optionally use the facility.

Z : The Transport Protocol does not use this parameter and will ignore it when received in the network service primitive.
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The functions in the Transport Layer are concerned with the
enhancement of quality of service, including aspects of cost
optimization.

These functions are grouped below into those used at all times
during a transport connection and those concerned with con-
nection establishment, data transfer and release.

NOTE — This International Standard does not include the following
functions which are under consideration for inclusion in future editions
of this International Standard : i

f) provide a means to distinguish between two different
transport connections (see 6.5);

g) transport of TS-user data (see 6.5).

5.3.1.3 Data transfer

The purpose of data transfer is to permit duplex transmission of
TSDUs between the two TS-users connected by the transport
connection. This purpose is achieved by means of two-way
simultaneous communication and by the following functions,
some_of which are used or not used in_accordance with the

a) encryption;

b) accolnting mechanisms;

c) status exchanges and monitoring of QOS;
d) Dblocking;

e) temgorary release of network connections;

f) alterrjative checksum algorithm.

5.3.1.1 Fynctions used at all times

The following functions, depending upon the selected class
and options, are used at all times during a transport connec-
tion :

a) transmission of TPDUs (see 6.2 and 6.9);

b) multiplexing and demultiplexing {see 6.15) : a function
used to [share a single network connection between two or
more trgnsport connections;

c) errgr detection (see 6.10, 6.13 and 6.17) : a function
used to detect the loss, corruption, duplication, misordeting
or misdelivery of TPDUs;

d) errdrrecovery (see 6.12, 6.14, 6.18, 6.19, 6.20,6.21 and
6.22) : a function used to recover from detected and sig-
nalled efrors.

5.3.1.2 Connection Establishment

The purpoge of connection establishment is to establish a
transport donnection between) two TS-users. The following
functions of the transport layer during this phase match the TS-
users’ requpsted quality.of service with the services offered by
the network layer :

a) seldct~the network service which best matches the
requirernent’of the TS-user taking into account charges for

result of the selection performed in connection estatllishment :

a) concatenation and separation (see, 64} : & function
used to collect several TPDUs into a-single NSPU at the
sending transport entity and to separate the TPDUs at the
receiving transport entity;

b} segmenting and reassembling (see 6.3) : & function
used to segment a single'datd TSDU into multiplg TPDUs at
the sending transport(entity and to reassemble [them into
their original format“at the receiving transport ertity;

c) splitting and.recombining (see 6.23) : a function allow-
ing the simultaneous use of two or more netwotk connec-
tions to/Support the same transport connection;

d) flow contro! (see 6.16) : a function used to rggulate the
flow' of TPDUs between two transport entitigs on one
transport connection;

e) transport connection identification : a meansfto unique-
ly identify a transport connection between the pair of
transport entities supporting the connection during the
lifetime of the transport connection;

f) expedited data {see 6.11) : a function used|to bypass
the flow control of normal data TPDU. Expeflited data
TPDU flow is controlied by separate flow contrd|;

g) TSDU delimiting (see 6.3) : a function used to deter-
mine the beginning and ending of a TSDU.

5.3.1.4 Release
The purpose of release (see 6.7 and 6.8) is to provide discon-

nection of the transport connection, regardless of the current
activity.

5.4 Classes and options

various services (see 6.5);

b} decide whether to multipiex multiple transport connec-
tions onto a single network connection (see 6.5);

¢) establish the optimum TPDU size (see 6.5});

d) select the functions that will be operational upon enter-
ing the data transfer phase (see 6.5);

e) map transport addresses onto network addresses;

5.4.1 General

The functions of the Transport Layer have been organized into
classes and options.

A class defines a set of functions. Options define those func-
tions within a class which may or may not be used.

This International Standard defines five classes of protocol :

a) class 0 : simple class;
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b) class 1 : basic error recovery class;
¢} class 2 : multiplexing class;
d) class 3 : error recovery and multiplexing class;

e) class 4 : error detection and recovery class.

NOTES

1 Transport connections of classes 2,3 and 4 may be multiplexed
together onto the same network connection.

ISO/IEC 8073 : 1988 (E)

The main purpose of the class is to recover from network

disconnect or reset.

Selection of this class is usually based on reliability criteria.
Class 1 has been designed to be used with type B network con-

nections.

5.4.6 Characteristics of ¢class 2

5.4.6.1 General

PR DY N Howld "
mSTroragerectunsgnoneuTeT

ission failures.

5.4.2 Negotiation

The use df classes and options is negotiated during connection
establishipent. The choice made by the transport entities will
depend upon

a) the TS-users’ requirements expressed via T-CONNECT
service primitives;

b} tHe quality of the available network services;

c) the user required service versus cost ratio acceptable to
the T$-user.

5.4.3 Choice of network connection

which clags of transport protocol should be used in conjunetion
with giveh network connection :

a) Type A : Network connection with acceptable residual
error rate (for example not signalled by disconnect or reset)
and agceptable rate of signalled errors.

b) Type B : Network connections/'with acceptable residual
error rte (for example not signalled by disconnect or reset)
but upacceptable rate of signalled errors.

c) Type C: Network™cennections with unacceptable
residup! error rate.

It is assufned that €ach’transport entity is aware of the quality
of servicg provided by particular network connections.

5.4.4 Characteristics of class 0

Class 2 provides a way to multiplex several transiort connec-

tions onto a single network connection. This-cla

designed to be used with type A network, connec

5.4.6.2 Use of explicit flow control

The objective is to provide flow control to help a
tion at transport-connection-end-points and on

connection. Typical use-~js“when traffic is heay

tinuous, or when there ig’ intensive multiplexing.

control can optimizeresponse times and resource

5.4.6.3 Non:use of explicit flow contro!

The objective is to provide a basic transport con

minimal ‘overheads suitable when explicit disconng

Gsed for unsophisticated terminals, and when no

s has been
ions.

oid conges-
he network
y and con-
Use of flow
utilization.

hection with
ction of the

muitiplexing

trapsport connection is desirable. The option woulI typically be

onto network connections is required. Expedited
available.

5.4.7 Characteristics of class 3

Class 3 provides the characteristics of class 2 plus
recover from network disconnect or reset. Sele
class is usually based upon reliability criteria. Clas:
designed to be used with type B network connec

5.4.8 Characteristics of class 4

ata is never

the ability to
tion of this
£ 3 has been
ions.

Class 4 provides the characteristics of class 3, plug the capabil-

ity to detect and recover from errors which occur

the low grade of service available from the NS-p
kind of errors to be detected include : TPDU

delivery out of sequence, TPDU duplication and T
tion. These errors may affect control TPDUs as
TPDUs.

Class 0 provides the simplest type of transport connection and

is fully compatible with the CCITT Recommendation T.70 for

teletex terminals.

Class 0 has been designed to be used with type A network con-
nections.

5.45 Characteristics of class 1

Class 1 provides a basic transport connection with minimal
overheads.

Fhisclassatsoprovidesforncreased-throughputc

additional resilience against network failure.

hs a result of
rovider. The
loss, TPDU
PDU corrup-
well as data

apability and

Class 4 has been designed to be used with type C network con-

nections.

5.5 Model of the transport layer

A transport entity communicates with its TS-users through one
or more TSAPs by means of the service primitives as defined by
the transport service definition {see IS0 8072). -Service
primitives will cause or be the result of transport protocol data
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unit exchanges between the peer transport entities supporting
a transport connection. These protocol exchanges are effected
using the services of the Network Layer as defined by the net-
work service definition (see ISO 8348) through one or more
NSAPs.

Transport connection endpoints are identified in end systems
by an internal, implementation dependent, mechanism so that
the TS-user and the transport entity can refer to each transport
connection.

TSAP TSAP
T T
| |
Transport entity Transport entity
NSAP NSAP

NOTE — For the purposes of illustration, figure 2 shows only one TSAP and one NSAP for each\transport entity. In certain instances, mote than one

TSAP and/of more than one NSAP may be associated with a particular transport entity.

Figure 2 — Model of the transport layer
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Section two : Transport protocol specification

6 Elements of procedure

This clause contains elements of procedure which are used in
the specification of protocol classes in clauses 7 to 12. These
elements are not meaningful on their own.

The procedures define the transfer of TPDUs whose structure

The non-owner (of the network connection) becomes aware of
the assignment when it receives

a) a CR TPDU during the connection establishment pro-
cedure (see 6.5); or

b) an RJ TPDU or a retransmitted CR or DR TPDU during
the resynchronisation (see 6.14) and reassignment after

and codi : }
accept and respond to any TPDU received in a valid NSDU and
may issug TPDUs initiating specific elements of procedure
specified jn this clause.

NOTE — Where network service primitives, TPDUs and parameters
used are rfot significant for a particular element of procedure, they
have not bleen included in the specification.

6.1 As$ignment to network connection

6.1.1 Purpose

The procedure is used in all classes to assign transport connec-
tions to network connections.

6.1.2 Network service primitives

The procg¢dure uses the following network service primitives :
a) N{CONNECT;

b) NiDISCONNECT.

6.1.3 Piocedure

Each transport connection shall be assigned‘to a network con-
nection. The initiator may assign the transport connection to an
existing network connection of which.it is the owner or to a
new network connection (see notet) which it creates for this
purpose.

The initiator shall not assign or reassign the transport connec-
tion to ar| existing network connection if the protocol class(es)
proposed|or the class.in use for the transport connection are in-
compatible with-the current usage of the network connection
with respectto multiplexing (see note 2).

failure (see 6.12) procedures; or

c) any TPDU when splitting (see 6.23)\is) usedl.

NOTES

1 When a new network connection‘is-created, the quality of service
requested is a local matter, although,it will normally be felated to the
requirements of transport connéction(s) expected to be gssigned to it.

2 An existing network cofnection may also not be spitable if, for
example, the quality of sérvice requested for the transport connection
cannot be attained by using or enhancing the network donnection.

3 A network connection with no transport connection($) assigned to
it, may be available after initial establishment, or becaise all of the
transport connections previously assigned to it have beenjreleased. Itis
recommended that only the owner of such a network connection
should release it. Furthermore, it is recommended that it hot be releas-
ed immediately after the transmission of the final TPDU pf a transport
connection; either a DR TPDU in response to CR TPDU ¢ra DC TPDU
in‘response to DR TPDU. An appropriate delay will allpw the TPDU
concerned to reach the other transport entity allowing the freeing of
any resources associated with the transport connection|concerned.

4 After the failure of a network connection, transporf connections
which were previously muitiplexed together may be askigned to dif-
ferent network connections, and vice versa.

6.2 Transport protocol data unit (TPDU]} transfer

6.2.1 Purpose
The TPDU transfer procedure is used in all classgs to convey

transport protocol data units in user data fields of petwork ser-
vice primitives.

6.2.2 Network service primitives
The procedure uses the following network service| primitives :

a) N-DATA;

During the resynchronization (see 6.14) and reassignment after
failure (see 6.12) procedures, a transport entity may reassign a
transport connection to another network connection joining
the same NSAPs, provided that it is the owner of the network
connection and that the transport connection is assigned to
only one network connection at any given time.

During the splitting procedure {see 6.23), a transport entity may
assign a transport connection to any additional network con-
nection joining the same NSAPSs, provided that it is the owner
of the network connection and that multiplexing is possible on
the network connection.

b) N-EXPEDITED DATA.

6.2.3 Procedure

The transport protocol data units (TPDUs} defined for the pro-
tocol are listed in 4.2.

When the network expedited variant has been selected for class
1, the transport entities shall transmit and receive ED and EA
TPDUs as NS-user data parameters of N-EXPEDITED DATA
primitives.
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In all other cases, transport entities shall transmit and receive
TPDUs as NS-user data parameters of N-DATA primitives.

When a TPDU is put into an NS-user data parameter, the
significance of the bits within an octet and the order of octets
within a TPDU shall be as defined in 13.2.

NOTE — TPDUs may be concatenated (see 6.4}

6.3 Segmenting and reassembling

A transport entity shall accept a valid set of concatenated
TPDUs.

NOTES

1 The TPDUs within a concatenated set may be distinguished by
means of the length indicator parameter.

2 The end of a TPDU containing data is indicated by the termination
of the NSDU.

3 The number of concatenated TPDUs referred to in 6.4.2.a) is
bounded by the maximum number of transport connections which are

multiplexed together except during assignment or reassignment.

6.3.1 Purpose

The segmefting and reassembling procedure is used in all
classes to npap TSDUs onto TPDUs.

6.3.2 TPDUs and parameter used

The procedure makes use of the following TPDU and
parameter :

DT TPDUs
— End of TSDU.

6.3.3 Progedure

A transport pentity shail map a TSDU on to an ordered sequence
of one or more DT TPDUs. This sequence shall not be inter-
rupted by other DT TPDUs on the same transport connection.

All DT TPDUs except the last DT TPDU in a sequence greater
than one shall have a length of data greater than zero.

NOTES

1 The EOT parameter of a DT TPDU indicates whether or riot there
are subsequent DT TPDUs in the sequence.

2 There is o requirement that the DT TPDUs shall be of the max-
imum length |selected during connection establishment.

6.4 Congatenation and separation

6.4.1 Purpose

The procedure for concaténation and separation is used in
classes 1, 2| 3 and 4 to convey multiple TPDUs in one NSDU.

6.4.2 Prog¢edure

A transport| entity may concatenate TPDUs from the same or

6.5 Connection establishment

6.5.1 Purpose

The procedure for connection establishment is used in alf
classes to create a new transpOrt-connection.

6.5.2 Network service-primitives
The procedure uses the following network service pfimitive :

N-DATA.

6.5.3 <TPDUs and parameters used
The ‘procedure uses the following TPDUs and parameters :

a) CR TPDU
— CDT;
— DST-REF (set to zero);
— SRC-REF;

— CLASS and OPTIONS {i.e. preferred claks, use of
extended format, non-use of explicit flow pontrol in
class 2);

— calling TSAP-ID;

— called TSAP-ID;

— TPDU size (proposed);
— - version number;

— protection parameter;
— checksum;

— additional option selection (i.e. use of network
expedited in class 1, use of receipt confirmation in

class 1, non-use of checksum in class 4, use of transport

different transport connections, while maintaining the order of
TPDUs for a given transport connection compatible with the
protocol operation.

A valid set of concatenated TPDUs may contain

a) any number of TPDUs from the following list : AK, EA,
RJ, ER, DC TPDUs, provided that these TPDUs come from
different transport connections;

b) no more than one TPDU from the foliowing list : CR,
DR, CC, DT, ED TPDUs; if this TPDU is present, it shall be
placed last in the set of concatenated TPDUs.

10

expedited data transfer service);
— alternative protocol class(es);
— acknowledge time;

— throughput {proposed);

— residual error rate (proposed);
—  priority (proposed);

— transit delay (proposed);

— reassignment time;

— user data;
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initiator shall acknowledge the CC TPDU as defined in table 5
(see 6.13)

When the network expedited variant of the expedited data
transfer {see 6.11) has been agreed (possible in class 1 only),
the responder shall not send an ED TPDU before the CC TPDU
is acknowledged.

The following information is exchanged :

a) references : Each transport entity chooses a reference
to be used by the peer entity which is 16 bits long and which

b) CC TPDU
—  CDT;
— DST-REF;
— SRC-REF;
— CLASS and OPTIONS (selected);
— calling TSAP-ID;
— called TSAP-ID;
— TPDU size (selected);
— —protection parameter;
— | checksum;

— | additional option selection (selected);
— | acknowledge time;

— | throughput (selected};

— | residual error rate (selected);

— | priority {selected);

— | transit delay (selected);

— | user data.

6.5.4 Prpcedure

A transpprt connection is established by means of one
transport lentity (the initiator) transmitting a CR TPDU to the
other transport entity (the responder), which replies with a CC
TPDU.

Before sepding the CR TPDU, the initiator assigns the transport
connection being created to one (or more if the splitting pro
cedure is [being used) network connection(s). It is this set\of
network donnections over which the TPDUs are sent.

NOTE — Epen if the initiator assigns the transport connection to more
than one retwork connection, all the CR TPDUs (if.repéated) or DR
TPDU(s) wjith DST-REF set to zero which are sentprior to the receipt
of the CC TPDU shall be sent on the same netwaerk connection, unless
an N-DISCIONNECT indication is received. (This/is necessary because
the remotgd entity may not support class‘4.and therefore may not
recognize gplitting.) If the initiator has made other assignments, it will
use them ohly after receipt of a class@€C TPDU (see also the splitting
procedure B.23).

During thjs exchange, all information and parameters needed
for the ti?nsport entities to operate shall be exchanged or
negotiatedl.

NOTE — Ekceptin class 4, it is recommended that the initiator starts an
optional timer-FS1 at the time the CR TPDU is sent. This timer should
be stopped-whe o tor-ts-considered-as-aceepted-orrefused
or unsuccessful. If the timer expires, the initiator should reset or
disconnect the network connection and, in classes 1 and 3, freeze the
reference (see 6.18). For all other transport connection(s) muiltiplexed
on the same network connection the procedures for reset or discon-
nect as appropriate should be followed.

When an unexpected duplicated CR TPDU is received (with
class 4 as preferred class) it shall be ignored in classes 0, 1, 2
and 3 and a CC TPDU shall be returned in class 4.

After receiving the CC TPDU for a class which includes the pro-
cedure for retention until acknowledgement of TPDUs the

is arbitrary under the following restrictions :
1) it shall not already be in use nor frozen|(see 6.18),
2) it shall not be zero.

This mechanism is symmetrical-and provides identification
of the transport connection-independent of the network
connection. The range of.references used for trgnsport con-
nections, in a given transport entity, is a local matter.

b) calling and“called TSAP-IDs (optional) : when either
network address unambiguously defines thp transport
address thislinformation may be omitted.

c) .initlal credit : Only relevant for classes which include
the ‘explicit flow control function.

d) user data : Not available if class 0 is the prjferred class
(see the note). Up to 32 octets in other classeq.

NOTE — If class O is a valid response according to table 3, inclusion
of user data in the CR TPDU may cause the respondling entity to
refuse the connection (for example if it only supportg class 0).

e) acknowledgement time : Only in class 4.
f} checksum parameter : Only in class 4.

g} protection parameter. This parameter and ifs semantics
are user defined.

The following negotiations take place :

h} protocol class : The initiator shall proposel a preferred
class and may propose any number of alterngtive classes
which permit a valid response as defined in table 3. The
initiator should assume when it sends the CR TPDU that its
preferred class will be agreed to, and commerjce the pro-
cedures associated with that class, except that|if class 0 or
class 1 is an alternative class, multiplexing shall not com-

a-unti ccti he-use gses 2, 3or4

NOTE — This means, for example, that when the preferred class
includes resynchronization {see 6.14) the resynchronization will
occur if a reset is signalled during connection establishment.

The responder shall select one class defined in table 3 as a
valid response corresponding to the preferred class and to
the class(es), if any, contained in the alternative class
parameter of the CR TPDU. It shall indicate the selected
class in the CC TPDU and shall follow the procedures for
the selected class.

"
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Table 3 — Valid responses corresponding to the preferred class and any alternative class proposed in the CR TPDU

Preferred Alternative class
class 0 1 2 3 4 none
0 not valid not valid not valid not valid not valid class 0
1 class 1 or 0 class 1 or 0 not valid not valid not valid class 1 or 0
2 class 2 or 0 not valid class 2 not valid not valid class 2
3 class 3,2 0r 0 class 3,2, 10r0 class 3 or 2 class 3 or 2 not valid class 3 or 2
4 class 4,2 or 0 class4,2,10r0 class 4 or 2 class 4, 3or2 class 4 or 2 class 4 or 2

If the preferred class is not selected, then on receipt of the
CC TPDU the initiator shall adjust its operation according to
the procedures of the selected class.

NOTES

1 The vilid responses indicated in table 3 result from both explicit

t} reassignment time parameter : This indicatel the time
for which the initiator will persist in following thg reassign-

ment after failure procedure.

The negotiation rules for the options,are such that the initiator
may propose either to use or mot-to use the ogtion. The

negotiatign, whereby each of the classes proposed is a valid
response| and implicit negotiation whereby

a) if|class 3 or 4 is proposed then class 2 is a valid response;
b) iflclass 1 is proposed then class 0 is a valid response.

2 Negofiation from class 2 to class 1 and from any class to an
higher-nymbered class is not valid.

3 Redupdant combinations are not a protocol error.

j)  TPDU size : The initiator may propose a maximum size
for TPDUs, and the responder may accept this value or re-
spond with any value between 128 and the proposed value
in the sgt of values available [see 13.3.4.b}].

NOTE —|The length of the CR TPDU does not exceed 128 octets
(see 13.3).

k) normal or extended format : Either normal or extended
is availaple. When extended is used this applies to)CDT,
TPDU-NR, ED-TPDU-NR, YR-TU-NR and YR-EDTU-NR
parametgrs.

m) chdcksum selection : This definés\whether or not
TPDUs ¢f the connection are to inclGde a checksum.

n) quality of service parameters: This defines the
throughl)ut, transit delay, priority’ and residual error rate.

NOTE —|The transport service/defines transit delay as requiring a
previously stated average TSDU size as a basis for any specifi-
cation. Tlhis protocol—as| specified in 13.3.4.n}), uses a value at
128 octe&. Conversion’ to and from specifications based upon
some other value.is\a local matter.

p) the jnbnsuse of explicit flow control in class 2.

responder may either accept the'proposed choice of select an

alternative choice as defined,in\table 4.

When a parameter [whiehis valid for the proposed class(es)] is
absent and a default'value is defined in this Internatipnal Stan-
dard, this is equivalent to the presence of the parameter with

the default value:

In class 2,\whenever a transport entity requests or agllees to the
transport)expedited data transfer service or to t

the use of explicit flow control.

Table 4 — Negotiation of options during
connection establishment

e use of
extended formats, it shall also request or agree (respdctively) to

q) the use of network receipt confirmation and network
expedited when class 1 is to be used.

Proposal |Valid selection
Option made by the by the

initiator responder
Transport expedited data
transfer service Yes Yés or No
(classes 1, 2, 3, 4 only) No No
Use of receipt confirmation Yes Yé¢s or No
{class- 1 only) No No
Use of the network expedited
variant Yes Ygs or No
(class 1 only) No No
Non-use of checksum Yes Ygs or No
(class 4 only) No No
Non-use of explicit flow control Yes Ygs or No
(class 2 only) No No
Use of extended format Yes Ygs or No
{classes 2, 3, 4 only] No No

r) use of expedited data transfer service : This allows both
TS-users to negotiate the use or non-use of the expedited
data transport service as defined in the transport service

(see ISO 8072).

The following information is sent only in the CR TPDU :

s) version number : This defines the version of the

transport protocol standard used for this connection.

12

NOTE — Table 4 defines the procedures for negotiation of options.
This negotiation has been designed such that if the initiator proposes
the mandatory implementation option specified in clause 14, the
responder has to accept use of this option over the transport connec-
tion except for the use of the transport expedited data transfer service
which may be rejected by the TS-user. If the initiator proposes a non-
mandatory implementation option, the responder is entitled to select
use of the mandatory implementation option for use over the transport

connection,
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6.6 Connection refusal

6.6.1 Purpose

The connection refusal procedure is used in all classes when a
transport entity refuses a transport connection in response to a
CR TPDU.

6.6.2 TPDUs and parameters used

The procedure uses the following TPDUs and parameters :

ISO/IEC 8073 : 1988 (E)

6.7.2 Network service primitives

The procedure uses the following network service primitives :
a) N-DISCONNECT,
b) N-DATA.

6.7.3 TPDUs and parameters used

The procedure uses the following TPDUs and parameters

a) DR TPDU
a) DR TPDU —  reason;
— | SRC-REF; — user data;
— | reason; — SRC-REF,
— | user data; — DST-REF;
b) ER TPDU b) DC TPDU.
— | reiect cause; 6.7.4 Procedure for implicit variant
— | invalid TPDU.
In the implicit variant“either transport entity digconnects a
6.6.3 Procedure transport connectién by disconnecting the networK connection

If a transport connection cannot be accepted, the responder
shall resppnd to the CR TPDU with a DR TPDU. The reason
shall indicate why the connection was not accepted. The
source reference field in the DR TPDU shall be set to zero to
indicate gn unassigned reference.

If a DR TPDU is received the initiator shall regard the connec-
tion as rejeased.

The respgnder shall respond to an invalid CR TPDU by sending
an ER or PR TPDU. If an ER TPDU is received in response-to a
CR TPDU, the initiator shall regard the connection asfeleased.

NOTES

1 When|the invalid CR TPDU can be identified-as having class 0 as
the preferred class, it is recommended to respond with an ER TPDU.
For all othgr invalid CR TPDUs either an ER(TPDU or DR TPDU may be
sent,

2 If the dptional supervisory timer, TS1 has been set for this connec-
tion then the initiator should stop.the' timer on receipt of the DR or ER
TPDU.

6.7 Normal release

6.7.1 Purpose

The release pfoced
terminate a transport connection. The implicit variant is used
only in class 0. The explicit variant is used in classes 1, 2, 3
and 4.

NOTES

1 When the implicit variant is used (i.e. in class 0), the lifetime of the
transport connection is directly correlated with the lifetime of the net-
work connection.

2 The use of the explicit variant of the release procedure enables the
transport connection to be released independently of the underlying
network connection.

to which it is assigned. When a transport entity|receives an
N-DISCONNEET this should be considered as the release of
the transport.connection,.

6.7.5.Procedure for explicit variant

\When the release of a transport connection is to bg initiated, a
transport entity

a) if it has previously sent or received a CC|TPDU (see
note 1) shall

1) send a DR TPDU;

2} discard all subsequently received TPDUE other than
a DR or DC TPDU;

3) consider the transport connection feleased on
receipt of a DR or DC TPDU;

b

if a) is not applicable, it shall

acknowledgement of the outstanding CR [TPDU; if it
receives a CC TPDU, it shall follow the priocedures in
6.7.5.a).

1) for classes other than class 4 w’]:it for the

2) for class 4 either send a DR TPDU with [a zero value
in the DST-REF field or follow the procedure in
6. 7 5 b)1. In the former case further recelpt of a CC
tceipt of CC
TPDU W|th another class WI” be processed as follows : if
the class is 0 the network connection shall be discon-
nected, otherwise a DR TPDU with the DST-REF field
set to the value of the SRC-REF field of the received CC
TPDU shall be sent and the release procedure of the
class is continued.

A transport entity that receives a DR TPDU shall

c) if it has previously sent a DR TPDU for the same
transport connection, consider the transport connection
released;

13
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NOTES

1

remote refer

d) if it has previously sent a CR TPDU that has not been
acknowledged by a CC TPDU, consider the connection
refused (see 6.6),

if the SRC-REF is not zero a DC TPDU shall be sent using
the SRC-REF as the DST-REF;

NOTE — In this case the DR has been associated regardless of its
SRC-REF field (see 6.9.4).

e} if ¢) and d) are not applicable, send a DC TPDU and
consider the transport connection released. If the received
DR has the DST-REF field set to zero, then a DC with SRC-

NOTE — In other classes, since error recovery is used, the receipt of an
N-RESET indication or N-DISCONNECT indication will result in the in-

vocation of the errot recovery procedure.

6.9 Association of TPDUs with transport
connections

6.9.1 Purpose

This procedure is used in all classes to interpret a received
NSDU as TPDU(s) and, if possible, to associate each such

REF set|to zero shall be sent, regardless of the local
referencq.
NOTE — [if the entity receiving such a DR TPDU has previously

decided tq negotiate down the class, this entity is always entitled to
consider guch a DR TPDU as spurious. Since no association has
been mafie the transport connection is not released at the
responder]side but the CC TPDU, when sent, will be answered by a
DR TPDY (spurious CC TPDU).

This requitement ensures that the transport entity is aware of the

ce for the transport connection.

2 When the|transport connection is considered as released the local

reference is

ther available for re-use or is frozen {see 6.18).

3 After the felease of a transport connection the network connection
can be releaspd or retained to enable its re-use for the assignment of
other transport connections (see 6.1).

4
not

either reset

Except in flass 4, it is recommended that, if a transport entity does
receive adknowledgement of a DR TPDU within time TS2, it should
r disconnect the network connection, and freeze the

reference whén appropriate (see 6.18). For ali other transport connec-

tion{s) multip

xed on this network connection the procedures for reset

or disconnecy as appropriate should be followed.

5 When a trpnsport entity is waiting for a CC TPDU before sending a

DR

consider the

TPDU and the network connection is reset or released; it should
ransport connection released and, in classes other than

classes 0 and|2, freeze the reference (see 6.18).

6.8 Errorrelease

6.8.1 Purpose

This procedure is used only-in classes 0 and 2 to release a
transport cdnnection on_the receipt of an N-DISCONNECT or
N-RESET indication.

6.8.2 Net

ork'service primitives

TPDU with a transport connection

6.9.2 Network service primitives

The procedure uses the following network service p

a) N-DATA indication;

b} N-EXPEDITED DATA indication;
¢) N-RESET request;

d) N-DISCONNECT.request.

6.9.3 TPDUs-and parameters used

The procédure uses the following TPDUs and paran

imitives :

eters .

a), any TPDU except CR TPDU, DT TPDU in clagses 0 or 1

and AK TPDU in class 1
— DST-REF;

b) CR, CC, DR and DC TPDUs
— SRC-REF;

c¢) DT TPDU in classes 0 or 1 and AK TPDU in

6.9.4 Procedures

6.9.4.1 Identification of TPDUs

If the received NSDU or expedited NSDU cannot be
(i.e. does not contain one or more correct TPDUs)
rupted (i.e. contains a TPDU with a wrong checksum

transport entity shall

a) if the network connection on which the
detected has a class 0O or class 1 transport ¢
assigned to it, treat as a protocol error {see 6.23

transport connection;

class 1.

decoded
or is cor-
) then the

error is
bnnection
) for that

The procedure uses the following service primitives :

a) N-DISCONNECT indication;

b) N-RESET indication.

6.8.3 Procedure

When, on the network connection to which a transport con-
nection is assigned, an N-DISCONNECT or N-RESET indic-
ation is received, both transport entities shall consider that the
transport connection is released and so inform the TS-users.
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b) otherwise :

1) if the NSDU can be decoded but contains corrupted
TPDUs, discard the TPDUs (class 4 only) and optionally

apply 6.9.4.1.b)2);

2) if the NSDU cannot be decoded issue an N-RESET
or N-DISCONNECT request for the network connection
and for all the transport connections assigned to this
network connection (if any), apply the procedures defin-
ed for handling of network signalled reset or disconnect.
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If the NSDU can be decoded and is not corrupted, the
transport entity shall

a) if the network connection on which the NSDU was
received has a class 0 transport connection assigned to
it, consider the NSDU as forming one TPDU and
associate the TPDU with the transport connection (see

6.9.4.2);

b) otherwise, invoke the separation procedures and for

each

of the individual TPDUs in the order in which they

appear_in_the NSDU apply the procedure defined in

6.9.4

ISO/IEC 8073 : 1988 (E)

c) If the TPDU is a DC TPDU then it is associated with the
transport connection to which the DST-REF is allocated,
unless the SRC-REF is not the expected one, in which case
the DC TPDU is discarded.

d) if the TPDU is a DR TPDU then there are four cases :
1) if the SRC-REF is not as expected then a DC TPDU
with DST-REF equal to the SRC-REF of the received DR

TPDU is sent back and no association is made;

2) ifa CR TPDU is unacknowledged then the DR TPDU

2.

6.9.4.2 Agsociation of individual TPDUs

If the recei
recognized

transport ¢

red TPDU is a CR TPDU and, if it is a duplicate, as
by using the NSAPs of the network connection,

bnnection created by the original copy of the CR

.and the SRC-REF parameter, then it is associated with the

TPDU; othsg
new transp

If the recei
tion has a ¢
AK TPDU
then the TH

Otherwise,
identify thg
distinguishg

rwise, it is processed as requesting the creation of a
brt connection.

ed TPDU is a DT TPDU and the network connec-
ass 0 or 1 transport connection assigned to it, or an
iwhere a class 1 transport connection is assigned,
DU is associated with the transport connection.

the DST-REF parameter of the TPDU is used to
e transport connection. The following cases are
d :

is associated with the transport connection, [regardless
of the value of its SRC-REF parameter;

3} if the transport entity implements'class 4 and if the
DST-REF is zero and there is an Unacknowledged CC
TPDU or T-CONNECT RESPONSE is awaited, then the
DR TPDU shall be associatedwith the transpqrt connec-
tion holding the SRC-REF as the remote reference;

4) otherwise, the~-DR* TPDU is associateq with the
transport connection identified by the | DST-REF
parameter;

e) if the TRDU is a CC TPDU whose DST-REF|parameter
identifies @n)open connection {one for which a|CC TPDU
has been’previously received), and the SRC-REF in the CC
TPDU.does not match the remote reference, then a DR
TPDUY is sent back with DST-REF equal to the SRC-REF of
the received CC TPDU and no association is made.

a) if tHe DST-REF is not allocated to a transport connec-
tion, thg transport entity shall respond on the same network
connection with a DR TPDU if the TPDU is a CC TPDUY,
with a PC TPDU if the TPDU is a DR TPDU and:shall
discard the TPDU if neither a DR TPDU nor CC_.TPDU. No
associatjon with a transport connection is made.

NOTE —|If the DR is carrying a SRC-REF field set to zero, then no
DC should be sent.

b) if the DST-REF is allocated to a transport connection,
but the TPDU is received on anetwork connection to which
this conhection has not been-assigned then there are three
cases :

1) if the transpert connection is of class 4 and if the
TPDU is received on a network connection with the
same pair, 6F-NSAPs as that of the CR TPDU then the
TPDU js associated with this transport connection and
consjdered as performing assignment;

f) if none of the above cases apply then thg TPDU is
associated with the transport connection identified by the
DST-REF parameter.

6.10 Data TPDU numbering

6.10.1 Purpose
Data TPDU numbering is used in classes 1, 2 {(excep} when the
non-use of explicit flow control option is selected), 3 and 4. Its

purpose is to enable the use of recovery, flow control and re-
sequencing functions.

6.10.2 TPDUs and parameters used
The procedure uses the following TPDU and paraneter :

DT TPDU
— TPDU-NR.

2) if the transport connection is not assigned to any
network connection (waiting for reassignment after
failure) and if the TPDU is received on a network con-
nection with the same pair of NSAPs as that of the CR
TPDU then the association with that transport connec-
tion is made, except in the case of DC, DR and CC
TPDUs which are respectively described in 6.9.4.2 c),
d), e);

3) otherwise, the TPDU is considered as having a DST-
REF not allocated to a transport connection [(case a)l;

6.10.3 Procedure

A transport entity shall allocate the sequence number zero to
the TPDU-NR of the first DT TPDU which it transmits for a
transport connection. For subsequent DT TPDUs sent on the
same transport connection, the transport entity shall allocate a
sequence number one greater than the previous one.

When a DT TPDU is retransmitted, the TPDU-NR parameter

shall have the same value as in the first transmission of that DT
TPDU.
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Modulo 2**7 arithmetic shall be used when normal formats
have been selected and modulo 2**31 arithmetic shall be used
when extended formats have been selected. In this Inter-
national Standard the relationships ““greater than”” and “less
than’’ apply to a set of contiguous TPDU numbers whose range
is less than the modulus and whose starting and finishing
numbers are known. The term “less than’’ means ““occurring
sooner in the window sequence’’ and the term “‘greater than”
means “‘occurring later in the window sequence”.

6.11 Expedited data transfer

6.12 Reassignment after failure

6.12.1 Purpose
The reassignment after failure procedure is used in classes 1

and 3 to commence recovery from an NS-provider signalled
disconnect.

6.12.2 Network service primitives

The procedure uses the following network service primitive :

6.11.1 Plrpose

Expedited flata transfer procedures are selected during connec-
tion establshment. The network normal data variant may be
used in classes 1, 2, 3 and 4. The network expedited variant is
only used |n class 1.

6.11.2 Network service primitives
The proceglure uses the following network service E)rimitives :
a) N-DATA;

b) N-EXPEDITED DATA.

6.11.3 TRDUs and parameters used

The procedlure uses the following TPDUs and parameters :

a) ED|TPDU

— |ED TPDU-NR;
b) EA|TPDU

— |YR-EDTU-NR.

6.11.4 Prpcedures

The TS-user data parameter of each T-EXPEDITED DATA
request shgll be conveyed as the data field of an Expedited Data
(ED) TPDY.

Each ED |TPDU received ~shall be acknowledged by an
Expedited Acknowledge (EA) TPDU.

No more than one,ED TPDU shall remain unacknowledged at
any time fqr each 'direction of a transport connection.

N-DISCONNECT indication

6.12.3 Procedure

When an N-DISCONNECT indication-is received fpr the net-
work connection to which a transport connection i$ assigned,
the initiator shall apply one of/the following alternaives :

a) if the TTR timer_has not already run out and no DR

TPDU is retained
1) assign the transport connection to a different net-
work _€onnection (see 6.1) and start its TTR timer if not
already started

2} while waiting for the completion of assignment if

— an N-DISCONNECT indication is| received,
repeat the procedure from 6.12.3.a);

— the TTR timer expires, begin |procedure
6.12.3.b);

3) when reassignment is completed, befin resyn-
chronization (see 6.14) and

— if a valid TPDU is received as the rgsult of the
resynchronization, stop the TTR timer, o1

— if TTR runs out, wait for the next event, or

— if an N-DISCONNECT indication if received,
begin either procedure 6.12.3.a) or 6.12.3.b) depen-
ding on the TTR timer.

NOTE — After TTR expires and while waiting [for the next
event, it is recommended that the initiator set ajtimer with a
value equal to TWR. Hf this timer expires bef¢re the next
event, the initiator should begin the procedure ih 6.12.3, b).

An ED TPDU with a zero length data field shall be treated as a
protocol error.

NOTES

1 The network normal data variant is used, except when the network
expedited variant (available in class 1 only), has been agreed, in which
case ED and EA TPDUs are conveyed in the data fields of
N-EXPEDITED DATA primitives (see 6.2.3).

2 No TPDUs can be transmitted using the network expedited variant

until the CC TPDU becomes acknowledged, to prevent the network
expedited variant from overtaking the CC TPDU.
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b) if the TTR timer has run out, consider the transport
connection as released and freeze the reference (see 6.18);

c) if a DR TPDU is retained and the TTR timer has not run
out, then follow the actions in either 6.12.3.a) or 6.12.3.b).

The responder shall start its TWR timer if not already started.
The arrival of the first TPDU related to the transport connection
(because of resynchronization by the initiator) completes the
reassignment after failure procedure. The TWR timer is stop-
ped and the responder shall continue with resynchronization
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(see 6.14). If reassignment does not take place within this time,
the transport connection is considered released and the
reference is frozen (see 6.18).

6.12.4 Timers
The reassignment after failure procedure uses two timers :

a) TTR, the time to try reassignment/resynchronization
timer;

ISO/IEC 8073 : 1988 (E)

6.13.2 Network service primitives

The procedure uses the following network service primitives :
a) N-DATA; ’
b} N-DATA ACKNOWLEDGE.

6.13.3 TPDUs and parameters used

The procedure uses the following TPDUs and parameters :
a) CR, CC, DR and DC TPDUs;

b) Tvrﬁmmwm#msynwmniz-
ation tifner.

The TTR timer is used by the initiator. Its vaiue shall not exceed
2 min minys the sum of the maximum disconnect propagation
delay and }he maximum transit delay of the network connec-
tions (see note 1). The value for the TTR timer may be indicated
in the CR TPDU.

The TWR timer is used by the responder. If the reassignment
time parameter is present in the CR TPDU, the TWR timer
value shalllbe greater than the sum of the TTR timer plus the
maximum |disconnect propagation delay plus the maximum
transit delgy of the network connections.

If the reaspignment time parameter is not present in the CR
TPDU, a default value of 2 min shall be used for the TWR timer.

NOTES

1 Provided that the required quality of service is met, TTR may be set
to zero (i.e.|no reassignment}. This may be done, for example, if the
rate of NS-provider generated disconnects is very low.

2 Inclusior) of the reassignment time parameter in the CR TPBU
allows the responder to use a TWR value of less than 2 min.

3 If the optional TS1 and TS2 timers are used, it is recommended
a) to sfop TS1 or TS2 if running when TTR or, TWR is started;

b) to rpstart TS1 or TS2 if necessary when the corresponding
TPDU (CR TPDU or DR TPDU respectively) is repeated;

c) to sglect for TS1 and TS2 values.greater than TTR.
6.13 Retention until acknowledgement of TPDUs

6.13.1 Purpose

The retentjon unti“acknowledgement of TPDUs procedure is

b) RJ and AK TPDUs
— YR-TU-NR;
c¢) DT TPDU
— TPDU-NR;
d) ED TPDU
— ED-TPDU-NR;
e} EATPDU
—  YR-EDTU-NB.

6.13.4 Procedures

Copies of the.following TPDUs shall be retained ypon trans-
mission . to permit their later retransmission :

CR,-CC, DR, DT and ED TPDUs
except in the following case : if a DR TPDU is sent in response
to a CR TPDU there is no need to retain a copy |of the DR
TPDU.

A copy of each of these TPDUs shall be retained uptil

=

a) it is acknowledged, as specified in table 5; (
b) the transport connection is released.
In the confirmation of receipt variant, applicable only in Class 1,
transport entities shall

a) set the confirmation request parameter only|if the data
parameter contains a CC or DT TPDU ({see noteps 1 and 2);

b) issue an N-DATA ACKNOWLEDGE reques$t when it
receives an N-DATA indication with the cgnfirmation
request parameter set.

NOTES

1 It is a local matter for each transport entity to decide which
N-DATA requests should have the confirmation request pgrameter set.
This decision will normally be related to the amount of storgge available

used in classes 1, 3 and 4 to enable and minimize retrans-
mission a H of TPDlLls

The confirmation of receipt variant is used only in class 1 when
it has been agreed during connection establishment (see the
note).

The AK variant is used in classes 3 and 4 and also in class 1
when the confirmation of receipt variant has not been agreed
during connection establishment.

NOTE — Use of the confirmation of receipt variant depends on the
availability of the network layer receipt confirmation service and the ex-
pected cost reduction.

for retained copies of the DT TPDUs.

2 Use of the confirmation request parameter may affect the quality of
network service.

6.14 Resynchronization

6.14.1 Purpose

The resynchronization procedures are used in classes 1 and 3 to

restore the transport connection to normal after a reset or dur-
ing reassignment after failure according to 6.12.

17
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Table 5 — Acknowledgement of TPDUs

a) the transport entity is the responder. In this case the
passive resynchronization procedure shall be carried out

6.14.2 Natwork service primitives

The proced

N-RESE

The proced

a)

b)

c)

d)

CR

RJ

oT

ED

ure uses the following network service primitive :

T indication.

data resynchronization procedures (6.14.4.3)

Retained . Retained until (see 6.14.4.2);
TPDU Variant acknowledged by :
CR Both CC, DR or ER TPDU b) the transport entity has elected not to reassign [see
6.12.3.c)l.
DR Both DC or DR (in case of colli-
sion) TPDU NOTE — In case b}, no resynchronization takes place.
cC Confirmation N-DATA ACKNOWLEDGE . L.
of receipt indication, RJ, DT, EA or 6.14.4.1 Active resynchronization procedures
variant ED TPDU
The transport entity shall carry out one of the following
cC AK variant RJ, DT, AK, ED or EA actions :
TPDU
or | | contmaten | NonTa actowsepse | 2, Fe TR ier o benpreeusy s o
of receipt indication corresponding to ut i . °_ A ! p .
variant an N-DATA request which connection is considered as releaseéd and the reference is
conveyed, or came after, frozen (see 6.18);
the DT TPDU
b} otherwise, the TTR timer_shall be started ({inless it is
DT AK variant AK or RJ TPDU for which already running) and the fitst which become applicable of
the YR-TU-NR is greater the following actions shall be taken :
than TPDU-NR in the DT
TPDU 1) if a CR TRDWis unacknowledged, then thg transport
entity shall rétransmit it;
ED Both EA TPDU for which the YR- ty
ESTTUP-SS - e‘_‘“a'thm tgg 2) if<@)DR TPDU is unacknowledged, | then the
- ) inthe transport entity shall retransmit it;
TPDU
3\ otherwise, the transport entity shall cay out the

The TTR timer shall be stopped when a valid TPDU i received.

6.14.4.2 Passive resynchronization procedures

The transport entity shall not send any TPDUs until a

TPDU has

6.14.3 TPDUs and parameters used : been received. The transport entity shall start its TWR timer if it
o has not already been started (due to a| previous
. . N-DISCONNECT or N-RESET indication). If the timer runs out
ure uses the following TPDUs and \parameters : prior to the receipt of a valid TPDU which commerjces resyn-
chronization (i.e. CR or DR or ED or RJ TPDU) the transport
DR, CC and DC TPDUs; connection is considered as released and the rdference is
released (see 6.18).
TPDUs
YR-TU-NR; When a valid TPDU is received the transport entity s!mll stop its
TWR timer and carry out one of the following gppropriate
TPDUs actions, depending on the TPDU :
TPDU-NR; a) ifitis a DR TPDU, then the transport entity shall send a
DC TPDU;
TPDUs
ED=TPDU-NR: b} if it is a repeated CR TPDU (see note 1) th¢ transport

e)

EA

TPDUs
YR-EDTU-NT.

6.14.4 Procedure

A transport entity which is notified of the occurrence of an

N-RESET or which is performing ‘reassignment after failure

r

according to 6.12 shall carry out the active resynchronization
procedure (see 6.14.4.1) unless any of the following apply :

18

entity shall carry out the appropriate action from the follow-

ing :

1) if a CC TPDU has already been sent,

acknowledged : treat as a protocol error;

and

2) if a DR TPDU is unacknowledged (whether or not a
CC TPDU is unacknowledged) : retransmit the DR

TPDU, setting the source reference to zero;

3) if the T-CONNECT response has not yet been re-

ceived from the user : take no action;
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4) otherwise : retransmit the CC TPDU followed by
any unacknowledged ED TPDU (see note 2} and any DT
TPDU,

NOTES

1 A repeated CR TPDU can be identified by being on a net-
work connection with the appropriate network addresses and
having a correct source reference.

2 The transport entity should not use network expedited until
the CC TPDU is acknowledged (see 6.5). This rule prevents the
network expedited from overtaking the CC TPDU.

ISO/IEC 8073 : 1988 (E)

6.15.2 TPDUs and parameters used
The procedure uses the following TPDUs and parameters :
CC, DR, DC, DT, AK, ED, EA, RJ and ER TPDUs
— DST-REF
6.15.3 Procedure

The transport entities shall be able to send and receive on the
network nnectj PDU longin o different

¢) if it is an RJ or ED TPDU then one of the following
actions|shall be taken :

1) |if a DR TPDU is unacknowledged, then the
trangport entity shall retransmit it;

2) |if a CC TPDU is unacknowledged, the RJ or ED

. TPOU shall be considered as acknowledging the CC
TPOU, and the transport entity shall carry out the data

resynchronization procedures {6.14.4.3);

3) [|if a CC TPDU was never sent, the RJ or ED TPDU
shoyild be considered as a protocol error;

4) |otherwise, the transport entity shall carry out the
datg resynchronization procedures (6.14.4.3).

6.14.4.3 Pata resynchronization procedures

The transgort entity shall carry out the following actions in the
following ¢rder :

a) (rejtransmit any ED TPDU which is unacknowledged;

b) trahsmit an RJ TPDU with YR-TU-NR field set'to the
TPDU-NR of the next expected DT TPDU;

c) wajt for the next TPDU from the other transport entity,
unless én RJ or DR TPDU has already been'received; if a DR
TPDU [is received the transport entity)shall send a DC
TPDU,| freeze the reference, inform)the TS-user of the
disconpection and take no furthen action [i.e. it shall not
follow [the procedures in 6.144.3.d)]. If an RJ TPDU is
receivefl, the procedure of(6:14.4.3.d) shall be followed. If
an ED TPDU is received the procedures as described in 6.11
shall bg followed. If it isi@duplicated ED-TPDU the transport
entity ghall acknowledge it with an EA TPDU, discard the
duplicated ED TRDUY and wait again for the next TPDU;

d) (reftrapsmit any DT TPDUs which are unacknow-
ledged] subject to any applicable flow control procedures

transport connections.

NOTES

‘1 When performing demuitiplexing the transport connection to which
the TPDUs apply is determined by the procedures definel in 6.9.

2 Multiplexing allows the concatenation of TPDUs belopging to dif-
ferent transport connections to be, transferred in the samne N-DATA
primitive (see 6.4).

6.16 Expilicit flow control

6.16.1 Purpose
The explicit\flow control procedure is used in classep 2, 3 and 4

to regulate the flow of DT TPDUs independently pf the flow
control in the other layers.

6.16.2 TPDUs and parameters used
The procedure uses the following TPDUs and parapmeters :

a) CR, CC, AK and RJ TPDUs

— CDT;
b) DT TPDU

— TPDU-NR;
c) AK TPDU

—  YR-TU-NR;

— subsequence number;

— flow control confirmation;

d} RJ TPDU
— YR-TU-NR.

(see therote}:

NOTE — The RJ TPDU may have reduced the credit.
6.15 Multiplexing and demultiplexing

6.15.1 Purpose

The multiplexing and demultiplexing procedures are used in
classes 2, 3 and 4 to allow several transport connections to
share a network connection at the same time.

6.16.3 Procedure

The procedures differ in different classes. They are defined in
the clauses specifying the separate classes.

6.17 Checksum

6.17.1 Purpose

The checksum procedure is used to detect corruption of
TPDUs by the NS-provider.
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NOTE — Although a checksum algorithm has to be adapted to the type
of errors expected on the network connection, at present only one
algorithm is defined.

6.17.2 TPDUs and parameters used

The procedure uses the following TPDUs and parameters :

All TPDUs

— checksum.

6.17.3 Procedure

4 When a TPDU is received on a network connection, it is impossible
to know with certainty that only class 4 transport connections use this
network connection as it may be a TPDU performing reassignment.

Consequently the only way to check the validity is as follows :

a) if the network connection is used by a class 0 or class 1
transport connection, there is no checksum;

b) examine the TPDU code;
¢) deduce the fixed part length;

d) from LI, deduce the variable part;

e) go through parameters and if the checksum parameter is

The checksum shall be used only in class 4. It shall always be
used for th¢ CR TPDU, and shall be used for all other TPDUs
unless the mon-use of the checksum was selected during con-
nection establishment.

The sending transport entity shall transmit TPDUs with the
checksum parameter set such that the following formulae are
satisfied :

Z a; = 0 (modulo 255)
L
Z ia;|= 0 (modulo 255)

i is thd number (i.e. position) of an octet within the TPDU
(see 13.2);

value of octet in position i;
length of TPDU in octets.

rious TPDU is received and-an-answer has to be
nsport entity shall

upports the checksum-algorithm and the received
ntains a checksum(parameter, include a checksum
r in the answering JTPDU; or

An entity rfot supporting the checksum may always suppose
that a CR T|PDUwith class 4 proposed is correct and therefore
negotiate dpwn’to a class lower than 4.

found, then verify it;

f) if it is incorrect, then assume that transport)cohnection is
class 4 and drop it;

g) if it is correct, then associate the TRDU with a trapsport con-
nection; if the transport connection uses\the checksum, it is cor-
rect; otherwise, it shall be consideréd-as’ a protocol erfor.

6.18 Frozen references

6.18.1 Purpose

This procedure shall’be used in order to prevent rg-use of a
reference while, TPDUs associated with the old Use of the
reference may still exist.

6.18.2< Procedure

When a transport entity determines that a particular gonnection
is released it shall place the reference which it has allocated to
the connection in a frozen state according to the progedures of
the class. While frozen, the reference shall not be r¢-used.

NOTE — The frozen reference procedure is necessaly because
retransmission or misordering can cause TPDUs bearing a feference to
arrive at an entity after it has released the connection fpr which it
allocated the reference. Retransmission, for example, can|arise when
the class includes either resynchronization (see 6.14) or retfansmission
on time-out (see 6.19}.

6.18.2.1 Procedure for classes 0 and 2

This International Standard does not specifiy frozen| reference
procedures for classes 0 and 2.

NOTE — For consistency with other classes, references mdy be frozen
as a local matter.

6.18.2.2 Procedure for classes 1 and 3

NOTES

1 An efficient algorithm for determining the checksum parameters is
given in annex B.

2 If the checksum is incorrect, it is impossible to know with certainty
to which transport connection the TPDU is related; further action may
be taken for all the transport connections assigned to the network con-
nection (see 6.9).

3 The checksum proposed is easy to calculate and so will not impose
a heavy burden on implementations. However, it will not detect inser-
tion or loss of leading or trailing zeros and will not detect some octets
misordering.
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The frozen reference procedure is used except in the following
cases (see note 1) :

a) when the transport entity receives a DC TPDU in
response to a DR TPDU which it has sent {see note 2);

b) when the transport entity sends a DR or ER TPDU in
response to a CR TPDU which it has received (see note 3);

¢) when the transport entity has considered the connec-
tion to be released after the expiration of the TWR timer
(see note 4);
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d) when the transport entity receives a DR or ER TPDU in
response to a CR TPDU which it has sent.

The period of time for which the reference remains frozen shall
be greater than the TWR time.
NOTES

1 However, even in these cases, for consistency freezing the
reference may be done as a local decision.

2 When the DC TPDU is received it is certain that the other transport
entity considers the connection released.
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6.21 Inactivity control

6.21.1 Purpose

The inactivity control procedure is used in class 4 to cope with
unsignalled termination of a network connection.

6.21.2 Procedure

The procedure is specified in the procedures for class 4 (see
12.2.3.3).

3 When the DR or ER TPDU is sent the peer transport entity has not
been infornfed of any reference assignment and thus cannot possibly
make use of a reference (this includes the case where a CC TPDU was
sent, but was lost).

4 In c) thel transport entity has already effectively frozen the reference
for an adequate period.

6.18.2.3 [Procedure for class 4
The frozen reference procedure shall be used in class 4. The

period for|which the reference remains frozen shall be greater
than L (sge 12.2.1.1.6).

6.19 Rdtransmission on time-out

6.19.1 Purpose

The procedure is used in class 4 to cope with unsignalled loss of
TPDUs by the NS-provider.

6.19.2 TPDUs used
The procddure uses the following TPDUs :

CR, CC, DR, DT, ED, AK TPDUs.

6.19.3 Procedure

The procgdure is specified in the procedures for class 4 [see
12.2.1.2.j).

6.20 Resequencing

6.20.1 urpose

The resedquencing procedure is used in class 4 to cope with
misorderimg of TRDUs by the network service provider.

6.20.2 DUs and parameters used

6.22 Treatment of protocol errors

6.22.1 Purpose

The procedure for treatment of pratocol errors is| used in all
classes to deal with invalid TPDUs.

6.22.2 TPDUs and parameters used

The procedure uses thefollowing TPDUs and pargmeters :

a) ER TPDU
— feject cause;
<_ invalid TPDU;
b)\"DR TPDU

— reason code.

6.22.3 Procedure

A transport entity that receives a TPDU that can bg associated
to a transport connection and is invalid or constijutes a pro-
tocol error (see 3.2.16 and 3.2.17) shall take one of| the follow-
ing actions so as not to jeopardize any other transpgort connec-
tions not assigned to that network connection :

a) transmit an ER TPDU;
b) reset or close the network connection; or
¢} invoke the release procedures appropriate o the class.

Under certain circumstances it is also possible to|discard the
TPDU.

If an ER TPDU is sent in class 0 it shall contain the gctets of the
invalid TPDU up to and including the octet where the error was
detected (see notes 3, 4 and 5).

The procedure uses the following TPDUs and parameters :

a} DT TPDU

— TPDU-NR;
b) ED TPDU

— ED TPDU-NR.

6.20.3 Procedure

The procedure is specified in the procedures for class 4 (see
12.2.3.5).

l-the-TRPDU cannot-be-associated-with-a—particular transport

connection the transport entity shall follow the procedures in
6.9.

NOTES

1 In general, no further action is specified for the receiver of the ER
TPDU but it is recommended that it initiates the release procedure
appropriate to the class. If the ER TPDU has been received as an
answer to a CR TPDU then the connection is regarded as released (see
6.6).

2 Care should be taken by a transport entity receiving several invalid
TPDUs or ER TPDUs to avoid looping if the error is generated
repeatedly.
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3 I the invalid received TPDU is greater than the selected maximum
TPDU size-inclusion in the invalid TPDU parameter of the ER TPDU
may not be possible.

4 It is recommended that the sender of the ER TPDU starts an
optional timer TS2 to ensure the release of the connection. If the timer
expires, the transport entity shall initiate the release procedures appro-
priate to the class. The timer should be stopped when a DR TPDU or
an N-DISCONNECT indication is received.

5 In classes other than 0, it is recommended that the invalid TPDU be
also included in the ER TPDU.

6.23 Splitting and recombining

NOTES

1 The resequencing function of class 4 (see 6.20) is used to ensure
that TPDUs are processed in the correct sequence.

2 Either transport entity may assign the connection to further net-
work connections of which it is the owner at any time during the life of
the transport connection, provided the following constraints are res-
pected :
— the initiator does not start splitting before having received the
CC TPDU;
— as soon as a new assignment is carried out it is recommended
to send a TPDU on this network connection in order to make the
remote entity aware of this assignment.

6.23.1 Purpose

This procedure is used only in class 4 to allow a transport con-
nection to nake use of multiple network connections to pro-
vide additignal resilience against network failure, to increase
throughput, or for other reasons.

6.23.2 Procedure

When this procedure is being used, a transport connection may
be assignefl (see 6.1) to multiple network connections (see
note 1). TADUs for the connection may be sent over any such
network cdnnection.

If the use ¢f class 4 is not accepted by the remote transport
entity folloyving the negotiation rules, then no network connec-
tion except] that over which the CR TPDU was sent may have
this transport connection assigned to it.

Table 6 — Allocation of elements of procedures within classes

3—imrorderto connection
failures, a transport entity performing splitting shouldypnsure that
TPDUs are sent at intervals on each supporting network fonnection,
for example, by sending successive TPDUs oristccessfve network
connections, where the set of network connections is used cyclically.
By monitoring each network connection, a{ransport entity may detect
unsignalled network connection failures,-following the inagtivity proce-
dures defined in 12.2.3.3. Thus, for eachinetwork connectign no period
| {see 12.2.3.1) may elapse without the receipt of some TPIDU for some
transport connection.

7 Protocol classes

Table 6 gives an, overview of which elements of procedure are
included in each/class. In certain cases the elements of proce-
dure within~different classes are not identical angd, for this
reason, table 6 cannot be considered as part of the definitive
specification of the protocol.

Protocol mechanism r e(f:;?es:;:e Variant 0 1 2 3 4
Assignmefit to network connection 6.1 X X X X X
TPDU trapsfer 6.2 X X X X
Segmentilllg and reassembling 6.3 X X X X
Concatengtion and separation 6.4 X X X X
Connectign establishment 6.5 X X X X
Connectign refusal 6.6 X X X X
Normal rejease 6.7 Implicit
Explicit X X X
Error relee]se 6.8 X
Associatign of TPDUs with transpott
connectiop 6.9 X X X X
TPDU nuinbering 6.10 Normal X m(1) m m
Extended ol1) (] 0
Expedited|data transfer 6.1 Network normal m x{1) X X
Network expedited ao
Reassignment afterfailure 6.12 X X (3)
Retention|untillacknowledgement of TPDUs 6.13 Confirmation ao
receipt AK m X X
Resynchronization 614 X % (3)
Muitiplexing and demultiplexing 6.15 x(2) X X
Explicit flow control (with) 6.16 m X
Explicit flow control (without} X X o
Checksum (use of} 6.17 m
Checksum (non-use of) X X X 0
Frozen references 6.18 X
Retransmission on time-out 6.19 X
Resequencing 6.20 X
Inactivity control 6.21 X
Treatment of protocol errors 6.22 X X X X X
Splitting and recombining 6.23 X
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X Procedure always included in class

Not applicable

m Negotiable procedure whose implementation in equipment is mandatory
o Negotiable procedure whose implementation in equipment is optional
ao Negotiable procedure whose implementation in equipment is optional and where use depends on availability within the

network service

(1) Not applicable in class 2 when non-use of explicit flow control is selected

(2)

(3) This function is provided in class 4 using procedures other than those used in the cross-reference
8 Specification for class 0 : Simple class 8.2.3 Data transfer

. 8.1 Functions of class 0

Class 0 is| designed to have minimum functionality. It provides

only the

unctions needed for connection establishment with

negotiatign, data transfer with segmenting and protocol error

reporting

Class 0 p

ovides transport connections with flow control based

on the ngtwork service provided flow control, and disconnec-

tion base

H on the network service disconnection.

8.2 Procedures for class 0

821 P

ocedures applicable at all times

8.2.4 Release

The transport entities shall usé the segmenting and reassemb-
ling procedure (see 6.3).

The transport entities shall use the implicit variant gf the normal
release procedure (see 6.7).

NOTE - The lifetime of the transport connection is diregtly correlated
with(the lifetime of the network connection.

9 Specification for class 1 : Basic error
recovery class

The trangport entities shall use the following procedures :

a) TPDU transfer (see 6.2);

b) agsociation of TPDUs with transport connections (see
6.9);

~

c) trpatment of protocol errors (see 6.22);

d) efror release (see"6.8).

8.2.2 Cpnnection establishment

The transtort entities shall use the following procedures :

9.1 Functions of class 1

Class 1 provides transport connections with flow G

ontrol based

on the network service provided flow control, erfor recovery,

expedited data transfer, disconnection, and aiso
support consecutive transport connections on a rj
nection.

This class provides the functionality of class 0 plus

recover after a failure signalled by the Network Sen
involving the TS-user.

9.2 Procedures for class 1

9.2.1 Procedures applicable at all times

he ability to
etwork con-

the ability to
ice, without

The transport entities shall use the following prog

edures :

a) assignment to network connection (see 6.1); then

b) connection establishment (see 6.5) and, if appropriate,
connection refusal (see 6.6);

subject to the following constraints :

1) the CR and CC TPDUs shall contain no parameter fields
other than those for TSAP-ID and maximum TPDU size;

2) the CR and CC TPDUs shall not contain a data field.

a) TPDU transfer (see 6.2);

b} association of TPDU with transport connections (see

6.9);
c) treatment of protocol errors (see 6.22);
d) reassignment after failure (see 6.12);

e) resynchronization (see 6.14), or reassig

nment after

failure (see 6.12) together with resynchronization (see 6.14);
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f) concatenation and separation (see 6.4);

g) retention until acknowledgement of TPDUs (see 6.13);
the variant used, AK or confirmation of receipt, shall be as
selected during connection establishment (see the notes);

h} frozen references (see 6.18).

NOTES

1 The negotiation of the variant of retention until acknowledgement
of TPDUs procedure to be used over the transport connection has
been design f froith

variant {i.e. the mandatory implementation option), the responder has
to accept usg of this option and if the initiator proposes use of the con-
firmation of feceipt variant the responder is entitled to select use of the
AK variant.

2 The AK Jariant makes use of AK TPDUs to release copies of retain-
ed DT TPDUs. The CDT parameter of AK TPDUs in class 1 is not
significant, gnd is set to 1111.

3 The conflrmation of receipt variant is restricted to this class and its
use dependq on the availability of the network layer receipt confirm-
ation service, and the expected cost reduction.

9.2.2 Connection establishment
The transpprt entities shall use the following procedures :
a) assignment to network connection (see 6.1); then

b) cornection establishment (see 6.5) and, if appropriate,
connection refusal (see 6.6).

9.2.3 Data transfer

9.2.3.1 General

The sendipg transport entity shall use the\following pro-
cedures :

a) segmenting (see 6.3); then

b) the|normal format variant/of DT TPDU numbering (see
6.10).

The receivjng transport ‘entity shall use the following pro-
cedures :

1) the|nermal format variant of DT TPDU numbering (see

9.2.3.2 Expedited data

The transport entities shall use either the network normal data
or the network expedited variants of the expedited data transfer
procedure {see 6.11) if their use has been selected during con-
nection establishment (see note 1).

The sending transport entity shall not allocate the same
EDTPDU-NR to successive ED TPDUs (see notes 2 and 3).

When acknowledging an ED TPDU by sending an EA TPDU the
transport entity shall put into the YR-EDTU-NR parameter of
the the value received in the ED- - parameter
of the ED TPDU.

NOTES

1 The negotiation of the variant of expedited data transfgr procedure
to be used over the transport connection has been designgd such that
if the initiator proposes the use of the-network normal data|variant {i.e.
the mandatory implementation option), the responder has to accept
use of this option and if the initiator proposes use of the network
expedited variant, the responder'is entitled to select use of the network
normal data variant.

to discard
has taken

2 This numbering enables the receiving transport entit
repeated ED TPDUs\when resynchronization (see 6.14
place.

3 No other(significance is attached to the ED-TPDU-NR piarameter. It
is recommended, but not essential, that the values uspd be con-
secutive.modulo 128.

9.2.4 Release

The transport entities shall use the explicit variant of the release
procedure (see 6.7).

10 Specification for class 2 : Multiplexing
class

10.1 Functions of class 2
Class 2 provides transport connections with of without
individual flow control; no error detection or error necovery is
provided.

If the network connection resets or disconnects, thé transport
connection is terminated without the transport refease pro-
cedure and the TS-user is informed.

When explicit flow control is used, a credit mechanism is defin-
ed allowing the receiver to inform the sender of [the exact

6.10); then

2) reéssembling (see 6.3).

NOTES

1 The use of RJ TPDU during resynchronization (see 6.14) can lead
to retransmission. Thus, the receipt of a duplicate DT TPDU is possi-
ble; such a DT TPDU is discarded.

2 The decision to issue an N-RESET request in order to force the
remote entity to carry out the resynchronization (see 6.14) may be
made on a local basis.

amount of data he s willing to recewve and that the expedited
data transfer is available.

10.2 Procedures for class 2

10.2.1 Procedures applicable at all times
The transport entities shall use the foliowing procedures

a) association of TPDUs with transport connection (see
6.9);
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b) TPDU transfer (see 6.2);

c) treatment of protocol errors (see 6.22);
d) concatenation and separation {see 6.4);
e) error release (see 6.8).

Additionally the transport entities may use the following pro-
cedure :

f)- multiplexing and demultiplexing (see 6.15).

ISO/IEC 8073 : 1988 (E)

represents the initial value of the upper window edge allocated
to the peer entity.

The transport entity that receives the CR or the CC TPDU shalt
consider its lower window edge as zero, and its upper window
edge as the value of the CDT field in the received TPDU.

In order to authorize the transmission of DT TPDUs, by its
peer, a transport entity may transmit an AK TPDU at any time,
subject to the following constraints :

10.2.2 Connection establishment
The trangport entities shall use the following procedures :
a) agsignment to network connection (see 6.1); then

b) cpnnection establishment (see 6.5) and, if applicable,
conngction refusal {see 6.6).

10.2.3 Data transfer when non-use of explicit flow
control has been selected

If this odtion has been selected as a result of the connection
establishient, the transport entities shall use the segmenting
procedurp {see 6.3).

The TPDU-NR field of DT TPDUs is not significant and may
take any [value.

NOTE — Expedited data transfer is not applicable (see 6.5).

10.2.4 PData transfer when use of explicit flow control
has beeh selected

10.2.4.1 | General

The senfling transport entity shall usé\the following pro-
cedures

a) segmenting (see 6.3); thén
b) OT TPDU numbering, {see 6.10)..

The recgiving transport-'entity shall use the following pro-
cedures

1) QT TPDU numbering {see 6.10); if a DT TPDU is receiv-
ed which-is out of sequence it shall be treated as a protocol

a) the YR-TU-NR parameter shall be at most{ one greater
than the TPDU-NR field of the last received”IDT TPDU or
shalil be zero if no DT TPDU has beenyreceived;

b) if an AK TPDU has previously.been sent thg value of the
YR-TU-NR parameter shall notybe lower than that in the
previously sent AK TPDU;

c) the sum of the YR-TU-NR and CDT fields|shall not be
less than the upperwindow edge allocated tg the remote
entity (see noté 1)

A transport éntity which receives an AK TPDU shalt consider
the YR-TU-NR field as its new lower window edge, and the
sum of YR-TU-NR and CDT as its new upper winflow edge. If
eitherof these have been reduced or if the lower window edge
has;become more than one greater than the TPDU-NR of the
last transmitted DT TPDU, this shall be treated gs a protocol
error (see 6.22).

A transport entity shall not send a DT TPDU with{a TPDU-NR
outside of the transmit window (see notes 2 and B).

NOTES

1 This means that credit reduction is not applicable.

2 This means that a transport entity is required to stop
TPDU-NR field of the next DT TPDU which would be
the upper window edge. Sending of DT TPDU may be
AK TPDU is received which increases the upper windo

3 The rate at which a transport entity progresses the
edge allocated to its peer entity contrains the throughpu
the transport connection.

10.2.4.3 Expedited data

The transport entities shall follow the network

sending if the
bent would be
resumed if an
v edge.

lipper window
I attainable on

normal data

error, then
2) reassembiling (see 6.3).
The variant of the DT TPDU numbering which is used by both

transport entities shall be that which was agreed at connection
establishment,

10.2.4.2 Flow control

The transport entities shall send an initial credit (which may be
zero) in the CDT field of the CR or CC TPDU. This credit

variant of the expedited data transfer procedure in 6.11 if its use
has been agreed during connection establishment. ED and EA
TPDUs are not subject to the flow control procedures in
10.2.4.2. The ED-TPDU-NR and YR-ETDU-NR fields of ED and
EA TPDUs respectively are not significant and may take any
value.

10.2.5 Release

The transport entities shall use the explicit variant of the release
procedure in 6.7.
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11 Specification for class 3 : Error recovery
and multiplexing class

11.1 Functions of class 3

Class 3 provides the functionality of class 2 {with use of explicit
flow control) plus the ability to recover after a failure signalied
by the Network Layer without involving the TS-user.

The mechanisms used to achieve this functionality also allow
the implementation of more flexible flow control.

The receiving transport entity shall use the following pro-
cedures :

1) DT TPDU numbering (see 6.10); the TPDU-NR field of
each received DT TPDU shali be treated as a protocol error
if it exceeds the greatest value received in a previous DT
TPDU by more than one (see the note); then

2) reassembling (see 6.3); duplicated TPDUs shall be
eliminated before reassembling is performed.

NOTE — The use of RJ TPDUs (see 11.2.3.2) can lead to retrans-

11.2 Prdcedures for class 3

11.2.1 Prpcedures applicable at all times

The transpprt entities shall use the following procedures :

a) assgciation of TPDUs with transport connections (see
6.9);

b) TPDU transfer (see 6.2) -and retention until
acknowledgement of TPDUs (AK variant only) (see 6.13);

c) treatment of protocol errors (see 6.22);
d) corcatenation and separation {see 6.4);

e) reagsignment after failure (see 6.12), together with
resynchtonization (see 6.14);

f) frozen references (see 6.18).

Additionally, the transport entities may use the following pro-
cedure :

gl multiplexing and demultiplexing (see 6.15).

11.2.2 Cdnnection establishment
The transport entities shall use the~following procedures :
a) assignment to network-connections (see 6.1); then

b} conpection establishment (see 6.5) and, if appropriate,
connectjon refusali(see 6.6).

11.2.3 Dalta transfer

mission and reduction of credit. Thus the receipt of a DT TPDU which
is a duplicate, or which is greater than or equal to the upper window
edge allocated to the peer entity, is possible and\is’ tHerefore not
treated as a protocol error.

11.2.3.2 Use of an RJ TPDU

A transport entity may send an RJ'TPDU at any time|in order to
invite retransmission or to\reduce the upper window edge
allocated to the peer entity (see note 1).

When an RJ TPDUW-is sent, the following constraints shall be
respected :

a) the YR-TU-NR parameter shall be at most dne greater
than the greatest value received in a previous DT| TPDU, or
shall'be zero if no DT TPDU has yet been redeived (see
note 2);

b) if an AK or RJ TPDU has been sent previously the YR-
TU-NR parameter shall not be lower than that in|the AK or
RJ TPDU sent previously.

When a transport entity receives an RJ TPDU (see |note 3) :

¢)  the next DT TPDU to be transmitted, or retransmitted,
shall be that for which the value of the TPDU-NR|parameter
is equal to the value of the YR-TU-NR parameter of the RJ
TPDU;

d) the sum of the values of the YR-TU-NR|and CDT
parameters of the RJ TPDU becomes the new Upper win-
dow edge {see note 4).}

NOTES

1 An RJ TPDU can also be sent as part of the resynchrorjization (see
6.14) and reassignment after failure (see 6.12) procedures

2 Iti - qual to the

11.2.3.1 General

The sending transport entity shall use the following pro-
cedures :

a) segmenting (see 6.3); then
b) DT TPDU numbering {see 6.10); after receipt of an RJ
TPDU (see 11.2.3.2) the next DT TPDU to be sent may have

a value which is not the previous value of TPDU-NR plus
one.

26

TPDU-NR parameter of the next expected DT TPDU.

3 These rules are a subset of those specified for the case when an RJ
TPDU is received during resynchronization {see 6.14) and reassign-
ment after failure (see 6.12).

4 This means that an RJ TPDU can be used to reduce the upper win-
dow edge allocated to the peer entity (credit reduction).

11.2.3.3 Flow control

The procedures shall be as defined in 10.2.4.2, except that
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a) a credit reduction may lead to the reception of a DT
TPDU with a TPDU-NR parameter whose value is not, but
would have been less than the upper window edge allocated
to the remote entity prior to the credit reduction. This shall
not be treated as a protocol error;

b) receipt of an AK TPDU which sets the lower window
edge more than one greater than the TPDU-NR of the last
transmitted DT TPDU shall not be treated as a protocol
error, provided that all acknowledged DT TPDUs have been
previously transmitted (see notes 1 and 2).

ISO/IEC 8073 : 1988 (E)

This class detects and recovers from damaged TPDUs by using
a checksum mechanism. The checksum mechanism shall be
available but its use or its non-use is subject to negotiation.

This class also provides additional resilience against network
failure and increased throughput capability by allowing a
transport connection to make use of multiple network connec-
tions.

12.2 Procedures for class 4

NOTES

1 This c@n only occur during retransmission following receipt of an
RJ TPDU

2 The transport entity may either continue retransmission as before
or retrangmit only those DT TPDUs, not acknowledged by the AK
TPDU. In kither case, copies of the acknowledged DT TPDUs need not
be retainegd.

11.2.3.4 | Expedited data

The trangport entities shall follow the network normal data
variant of the expedited data transfer procedure in 6.11 if its use
has been agreed during connection establishment.

The sendling transport entity shall not aliocate the same ED-
TPDU-NR to successive ED TPDUs.

The recejving transport entity shall transmit an EA TPDU with
the samq value in its YR-EDTU-NR parameter. if, and only if,
this number is different from that of the ED TPDU perceived
previously, shall it generate a T-EXPEDITED DATA indication
to convey the data to the TS-user (see note 2).

NOTES

1 No other significance is attached to the ED-TPDU-NR parameter. It
is recommended, but not essential, that the values\be consecutive
modulo 29, where n is the number of bits of the parameter.

2 This grocedure ensures that the TS-user~does not receive data
correspor{ding to the same ED TPDU more thanh once.

11.2.4 Release

The trangport entities shalluse-the explicit variant of the release
proceduie in 6.7.

12 Specification for class 4 : Error detection
and rerovery class

12.2.1 Procedures available at all times

12.2.1.1 Timers used at all times

This sub-clause defines timers that-apply at all times in class 4.
These timers are listed in table 7.

This International Standard does not define specific values for
the timers, and the derivations described in this sfib-clause are
not mandatory. The ‘values should be chosen s{ that the re-
quired quality, of_service can be provided, givep the known
characteristics{of the network.

Timersthat apply only to specific procedures are defined under
thetappropriate procedure.

12.2.1.1.1 NSDU lifetime (Mg, Mg|)

The Network Layer is assumed to provide, as an|aspect of its
grade of service, for a bound on the maximum lifetime of
NSDUs in the network, This value may be diffg¢rent in each
direction of transfer through a network between fwo transport
entities. The values, for both directions of transfer, are assu-
med to be known by the transport entities. The maximum
NSDU lifetime local-to-remote (Mg} is the maximum time
which may elapse between the transmission of an NSDU from
the local transport entity to the network and receigt of any copy
of the NSDU from the network at the remote tranpsport entity.
The maximum NSDU lifetime remote-to-local (Mg} )} is the max-
imum time which may elapse between the transinission of an
NSDU from the remote transport entity to the [network and
receipt of any copy of the NSDU from the netwotk at the local
transport entity.

12.2.1.1.2 Expected maximum transit delay (E d, Eg,)

12.1 Functions of class 4

Class 4 provides the functionality of class 3, plus the ability to
detect and recover from lost, duplicated, or out of sequence
TPDUs without involving the TS-user.

This detection of errors is made by extended use of the DT
TPDU numbering of class 2 and class 3, by time-out
mechanisms, and by additional procedures.

Class 4 detects signalled and unsignalied network failures {i.e.
resets or disconnects or inactivity) and recovers from these
failures by using time-out mechanisms.

The Network | Q. aspect of its

grade of service, an expected maximum transit delay for
NSDUs in the network. This value may be different in each
direction of transfer through a network between two transport
entities. The values, for both directions of transfer, are assum-
ed to be known by the transport entities. The expected max-
imum transit delay local-to-remote (E, g} is the maximum delay
suffered by all but a small proportion of NSDUs transferred
through the network from the local transport entity to the
remote transport entity. The expected maximum transit delay
remote-to-local {Eg, ) is the maximum delay suffered by all but a
small proportion of NSDUs transferred through the network
from the remote transport entity to the local transport entity.
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12.2.1.1.3 Acknowledge time (Ag, A|)

Any transport entity is assumed to provide a bound for the
maximum time which can elapse between its receipt of a TPDU
from the Network Layer and its transmission of the correspon-
ding response. This value is referred to as A|. The correspon-
ding time given by the remote transport entity is referred to as
Ag.

12.2.1.1.4 Local retransmission time (T1)

The local transport entity is assumed to maintain a bound on

small quantity to allow for additional internal delays, the
granularity of the mechanism used to implement T1, etc.
Because R is a bound, the exact value of x is unimportant as
long as it is bounded and the value of a bound is known.

12.2.1.1.6 Time bound on references and sequence
numbers (L}

A bound for the maximum time between the decision to
transmit a TPDU and the receipt of any acknowledgement
relating to it (L} is given by :

the time it Will wait Tor an acknowledgement Defore retransmit-
ting the TPDU. lts value is given by

T =ELR+ERL+AR+X
where

E,r is [the expected maximum transit delay local-to-
remote;

Er_ is the expected maximum transit delay remote-to-
local;

Ag is the remote acknowledgement time;

x is thg local processing time for a TPDU.

NOTE — During connection establishment the value of Ag is not
known. In this case a suitable bound for T1 may be established either
by estimating (or having a priori knowledge of) Ag or by applying a
suitable algofithm to the transport connection establishment delay
QOS parameter.

12.2.1.1.6 |Persistence time (R)

The local trgnsport entity is assumed to provide a bound forthe
maximum time for which it may continue to retransmita TPDU
requiring pgsitive acknowledgement and which is not outside
the current fransmit window, even after creditweduction. This
value is refdgrred to as R.

The value s clearly related to the time elapsed between
retransmission, T1, and the maximim number of transmis-
sions, N. lt]is not less than T1 * (N)— 1) + x, where x is a

——— ——

L=Mgr+ Mg + R + Ag

where
M g is the NSDU lifetime local-to-remote;
Mg, is the NSDU lifetimefremote-to-local;
h is the persistencetime;
Ag is the remote acknowledgement time.

It is necessary 't0 wait for a period of time before reusing any
referenceor ‘sequence number in order to avoid ponfusion
when a-TPDU referring to it is duplicated or dslayed.

The period of time during which the sequence numbgrs for DT
TPDUs should be frozen is the period L, starting from the time
when the sequence number has fallen below the lowgr window
edge.

NOTES

1 In-practice, the value of L may be too large. It may alsp be only a
statistical figure at a certain confidence level. A smaller |value may
therefore be used where this still allows the required quality of service
to be provided.

2 The relationships between times discussed above are illustrated in
figures 3 and 4.

ELr +ERitAR+X

T

Figure 3 — Interrelationship of times for the average case in class 4
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Figure 4 — Interrelationship of times for maximum delay in class 4
Table 7 — Time parameters related to the operation of class 4
Symbol Name Definition
Mg NSDU lifetime A time bound for the maximum time which,may-élapse between the transmissipn of
local-to-remote an NSDU by a local transport entity and the-receipt of any copy of it by a remotg peer
entity.
MgpL NSDU lifetime A time bound for the maximum timewhich may elapse between the transmission of
remote-to-local an NSDU from a remote transport entity and the receipt of any copy of it by thd local
peer entity.
ELr Expected maximum A time bound for the maximum delay suffered by all but a small proportion of N§DUs
transit delay transferred from the lacal transport entity to a remote peer entity.
local-to-remote
ErL Expef:ted maximum A time bound-for the maximum delay suffered by all but a small proportion of NEDUs
transit delay transferred_from a remote transport entity to the local peer entity.
remote-to-local
AL Local acknowledge A-time bound for the maximum time which can elapse between the receipt of a TPDU
time by/the local transport entity from the network layer and the transmission gf the
corresponding acknowledgement.
Agr Remote acknowledge As A, but for the remote entity.
ment time
T1 Local retransmission A time bound for the maximum time the local transport entity will wajt for
time acknowledgement before retransmitting a TPDU.
R Persistence time A time bound for the maximum time the local transport entity will continue to transmit
a TPDU that requires acknowledgement.
N Maximum number A time bound for the maximum number of times which the local transport entity will
of transmissions continue to transmit a TPDU that requires acknowledgement.
L Time bound on A time bound for the maximum time between the transmission of a TPDU ar{d the
refererrces—arct |c\.c;pf of any ackr |va:cdyc|||c| us u::at;ng toit
sequence numbers
Inactivity time A time bound for the time after which a transport entity will, if it does not receive a
TPDU, initiate the release procedure to terminate the transport connection.
NOTE — This parameter is required for protection against unsignalled failures.
W Window time A time bound for the maximum time a transport entity will wait before retransmitting

up-to-date window information.
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12.2.1.2 General procedures
The transport entity shall use the following procedures :
a) TPDU transfer (see 6.2);

b) association of TPDUs with transport connections (see
6.9);

c} treatment of protocol errors (see 6.22);

12.2.2 Procedures for connection establishment
12.2.2.1 Timers used in connection establishment

There are no timers specific to connection establishment.

12.2.2.2 General procedures
The transport entities shall use the following procedures :

a) assignment to network connection (see 6.1);

d) checksum (see 6 17);

e) splittihg and recombining (see 6.23);

f) multiglexing and demultipiexing (see 6.15);

g) retention until acknowledgement of TPDUs (see 6.13);
h) frozep references (see 6.18);

J)' retrangmission procedures; when a transport entity has
some out$tanding TPDUs that require acknowledgement, it
will chec that no T1 interval elapses without the arrival of a
TPDU thgt acknowledges at least one of the outstanding
TPDUs.

If the timer pxpires, the first TPDU is retransmitted and the
timer is restafted except if the TPDU to be retransmitted isa DT
TPDU and it is outside the transmit window due to credit
reduction. After N transmissions (i.e. N — 1 retransmissions) it
is assumed that useful two-way communication is no longer
possible and |the release procedure is used, and the TS-user is
informed.

NOTES

1 This procddure may be implemented by different means. For
example :

a) one inferval is associated with each TPDU. Hf.the timer expires
the associgted TPDU will be transmitted and(the timer T1 will be
restarted for all subsequent TPDUs; or

b) one inferval is associated with each transport connection :

1) if [the transport entity~transmits a TPDU requiring
acknowledgment, it starts timer/'T1;

2) if the transport entity‘receives a TPDU that acknowledges:

one of| the TPDUs to_be acknowledged, it restarts timer T1
unless the received. TPDU is an AK which explicitly closes the
transmjt window;

3) if the transport entity receives a TPDU that acknowledges
the last TPDU to be acknowledged, it stops timer T1.

When a network connection to which the transpor] connec-
tion is assigned is released (NDISind received}

1) if a CC TPDU is awaited the injtiator shall gerform a
new assignment according to AQOS and the| retrans-
mission procedure (i.e. not sénding the CR TPDU for
more than N * T1);

2) if there is at least.one other network conngction to
which the transport-connection is assigned botI initiator
and acceptor may_either perform a new assighment or
continue operation using one of the remaining| network
connections;

acceptor may either perform a new assignment or wait
(there is no risk of deadlock as either T1 or | wijl be run-
ning); the initiator shail perform a new assignrent (ex-
cept in the closing state);

3) ifthe transport connection becomes unasiFned the
|

b) connection establishment (see 6.5) and if appropriate
connection refusal {see 6.6) together with the gdditional
procedures :

1) a connection is not considered established|until the
successful completion of a 3-way TPDU exchahge. The
sender of a CR TPDU shall respond to the corresponding
CC TPDU by immediately sending a DT, ED, QR or AK
TPDU;

2} as a result of duplication or retransmissi¢n, a CR
TPDU may be received specifying a source feference
which is already in use with the sending transpgrt entity.
If the receiving transport entity is in the datg transfer
phase, having compieted the 3-way TPDU exchange
procedure, or is waiting for the T-CONNECT fesponse
from the TS-user, the receiving transport entity shall
discard such a TPDU. Otherwise a CC TPDUY shall be
transmitted;

For a decision whether the retransmission timer T1 is maintained on a
per TPDU or on a per transport connection basis, throughput con-
siderations have to be taken into account.

2 For DT TPDUs it is a local choice to retransmit either only the first
DT TPDU or all TPDUs waiting for an acknowlegement up to the upper
window edge.

3 It is recommended that after N transmissions, the transport entity
waits T1 + W + Mg in order to provide a greater possibility of
receiving an acknowledgement before entering the release phase. For
other types of TPDUs which may be retransmitted, it is recommended
that after N transmissions the transport entity waits T1 + Mg, in order
to provide a greater possibility of receiving the expected reply.
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3) as a result of duplication or retransmission, a CC
TPDU may be received specifying a paired reference
which is already in use. The receiving transport entity
shall only acknowledge the duplicate CC TPDU accor-
ding to the procedure in 12.2.2.2.b)1);

4} a CC TPDU may be received specifying a reference
which is in the frozen state. The response to such a
TPDU shall be a DR TPDU;

5) the retransmission procedures (see 12.2.1.2) are
used for both the CR TPDU and CC TPDU.
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NOTE — After receiving a CR TPDU, it is recommended that the
transport entity enforce a time limit upon the transport service user so
that late acceptance of the transport connection will not cause a
delayed CC TPDU to be sent.

12.2.3 Procedures for data transfer

12.2.3.1 Timers used in data transfer

The data transfer procedures use two additional timers :

ISO/IEC 8073 : 1988 (E)

NOTE — It is likely that the release procedure initiated due to the
expiration of the inactivity timer will fail, as such expiration indicates
probable failure of the supporting network connection or of the remote
transport entity.

12.2.3.4 Expedited data

The transport entities shall follow the network normal data
variant of the expedited data transfer procedures (see 6.11), if
the use of the transport expedited service option has been
agreed during connection establishment.

al Inag Livil.y time—t

To protect against unsignalled breaks in the network con-
nection pr failure of the peer transport entity (haif-open con-
nectiong), each transport entity maintains an inactivity
interval,

NOTE - A suitable value for | is given by 2 * [N * maximum of
‘ (T1, W)] unless local needs indicate another more appropriate
value.

b) Window time (W)
A transport entity maintains a timer interval to ensure that

there is p bound on the maximum interval between window
updates

12.2.3.2 (eneral procedures for data transfer

The transprt entities shall use the following procedures :
a) inadtivity control (see 6.21);
b) expedited data (see 6.11);
c) explicit flow control (see 6.16).

The sending transport entity shall use the following procedures
in the folloying order :

‘ 1) segmenting (see 6.3);
2) DT [TPDU numbering (see 6.10).

The receiv|ng transport entity shall use the following pro-
cedures in the following.order :

— DT|TPDU numbering (see 6.10);

— resequencing (see 6.20);

The ED TPDU shall have a TPDU-NR which is allocaled froma
separate sequence space from that of the DT_FPDUs.

A transport entity shall allocate the sequence number zero to
the ED TPDU-NR of the first ED TPDU which it trangmits for a
transport connection. For subsequent ED TPDUs se¢nt on the
same transport connection, the trahsport entity shall allocate a
sequence number one greatér than the previous ong.

Modulo 27 arithmetic shall be used when normal formats have
been selected and modulo 231 arithmetic shall be ysed when
extended formats have been selected.

The receiving transport entity shall transmit an EA TPDU with
the same.sequence number in its YR-ETDU-NR figld. If this
number.is one greater than in the previously repeived in-
sequence ED TPDU, the receiving transport entity shall transfer
the data in the ED TPDU to the TS-user.

If a transport entity does not receive an EA |TPDU in
acknowledgement to an ED TPDU it shall follow the
retransmission procedures (see note and 12.2.1.2).

The sender of an ED TPDU shall not send any new|DT TPDU
created from a T-DATA request subsequeny to the
T-EXPEDITED DATA request, until it receives the EA TPDU.

NOTE — This procedure ensures that ED TPDUs are delijered to the
TS-user in sequence and that the TS-user does not rgceive data
corresponding to the same ED TPDU more than onge. Also it
guarantees the arrival of the ED TPDU before any data slibsequently
sent by the TS-user.

12.2.3.5 Resequencing

The receiving transport entity shall deliver all DT TPPUs to the
TS-user in the order specified by the sequence number field.

DT TPDlUs recei -

— reassembling (see 6.3).

12.2.3.3 Inactivity control

If the interval of the inactivity timer | expires without receipt of
some TPDU, the transport entity shall initiate the release pro-
cedures. To prevent expiration of the remote transport entity’s
inactivity timer when no data is being sent, the local transport
entity must send AK TPDUs at suitable intervals in the absence
of data, having regard to the probability of TPDU loss. The win-
dow synchronization procedures (see 12.2.3.8) ensure that this
requirement is met.

e transmit
window shall not be delivered to the TS-user until all in-
sequence TPDUs have been received. DT TPDUs received out-
of-sequence and outside the transmit window shall be discard-
ed but may result in transmission of an AK TPDU with up-to-
date window information (see 12.2.3.8).

Duplicate TPDUs can be detected because the sequence
number matches that of previously received TPDUs. Sequence
numbers shall not be reused for the period L after their previous
use. Otherwise, a new, valid TPDU could be confused with a
duplicated TPDU which had previously been received and
acknowledged.

31


https://standardsiso.com/api/?name=20109477796da37cd13e8e38ba645cf6

ISO/IEC 8073 : 1988 (E)

Duplicated DT TPDUs shall be acknowledged, since the
duplicated TPDU may be the result of a retransmission
resulting from the loss of an AK TPDU.

The data contained in a duplicated DT TPDU shall be discard-
ed.

12.2.3.6 Explicit flow control

The transport entities shall send an initial credit (which may
H iald-of the CR TPDU or CC TPDL]

¢) the sequence number and subsequence parameter are
both equal to the highest in any previously received AK
TPDU and the credit field is greater than or equal to that in
any previously received AK TPDU having the same YR-TU-
NR field.

When the receiving transport entity recognizes an out-of
sequence AK TPDU it shall discard it.

12.2.3.8 Procedures for transmission of AK TPDUs

represents the initial value of the upper window
edge of the peer entity.

The transpprt entity which receives the CR TPDU or CC TPDU
shall considler its lower window edge as zero and its upper win-
dow edge gs the value in the CDT field in the received TPDU.

In order to lauthorize the transmission of DT TPDUs by its peer,
a transpor{ entity may transmit an AK TPDU at any time.

The sequence number of an AK TPDU shall not exceed the
sequence mumber of the next expected DT TPDU, i.e. it shall
not be gregter than the highest sequence number of a received
DT TPDU,|plus one.

A transport entity may send a duplicate AK TPDU containing
the same gequence number, CDT, and subsequence number
field at any time.

A transpor} entity may increase or decrease the upper window
edge at any time.

A transporft entity which receives an AK TPDU shall_consider
the value of the YR-TU-NR field as its new lower window edge
if it is greater than any previously received in a YR-TU-NR field,
and the sum of YR-TU-NR and CDT as its new\upper window
edge subjeft to the procedures for sequencing AK TPDUs (see
12.2.3.8). A transport entity shall not ttansmit or retransmit a
DT TPDU| with a sequence number -outside the transmit
window.

12.2.3.7 $equencing of received AK TPDUs

To allow { receiving“transport entity to properly sequence a
series of AK TPDUs that all contain the same sequence number
and thereby use the correct CDT value, AK TPDUs may contain
a subsequénceyparameter. For the purpose of determining the

12.2.3.8.1 Transmission of AK TPDUs

An in-sequence DT TPDU shall be acknowledged within time
A, by the transmission of an AK TPDU whose [YR-TU-NR
parameter is set to at least the sequence number of the received
DT TPDU plus one.

An AK TPDU shall be transmitted containing up-tg-date win-
dow information if

a) a DT TPDUxis received whose sequence jnumber is
lower than the“lower window edge, but greater than or
equal to theJower window edge minus the maxirpum credit
value ever given for this transport connection, or

b)%a’ DT TPDU is received whose sequence pumber is
above the current upper window, but following credit
reduction is within the upper window edge which has been
granted and then withdrawn.

NOTES

1 A simpler implementation may send an AK TPDU upon feception of
any DT TPDU outside the transmit window.

2 The procedure a} is required so that loss of an AK TPDY is correctly
recovered, i.e. when the sender of the DT TPDU retransmjts it follow-
ing non-receipt of an acknowledgement.

3 The procedure b) is required due to the possibility of logs of the AK
TPDU indicating the upper window edge reduction, which tould other-
wise cause incorrect termination of the transport connectjon.

A transport entity shall not allow an interval W to pass without
the transmission of an AK TPDU. If the transport entity is not
using the procedure following setting CDT to |zero (see
12.2.3.8.3) or reduction of the upper window pdge (see
12.2.3.8.4), and does not have to acknowledge receipt of any
DT TPDU, then it shall achieve this by retransmisgion of the
most recent AK TPDU, with up-to-date window information.

correct se B mece—of—the—sub-
- sequence parameter shall be equivalent to the value of the

parameter set to zero.
An AK TPDU is defined to be in sequence if

a) the sequence number is greater than in any previously
received AK TPDU, or

b) the sequence number is equal to the highest in any
previously received AK TPDU, and the subsequence
parameter is greater than in any previously received AK
TPDU having the same value for YR-TU-NR field, or

NOTE — The use of the procedures defined in 12.2.3.8.3 and
12.2.3.8.4 is optional for any transport entity. The protocol operates
correctly either with or without these procedures which are defined to
enhance the efficiency of its operation.

12.2.3.8.2 Sequence control for transmission of AK TPDUs

To allow the receiving transport entity to process AK TPDUs in
the correct sequence, as described in 12.2.3.7, the sub-
sequence parameter shall be included following reduction of
CDT. If the value of the subsequence number to be transmitted
is zero, then the parameter should be omitted.
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The value of the subsequence parameter, if used, shall be zero
(either explicitly or by absence of the parameter) if the
sequence number is greater than the parameter in previous AK
TPDUs, sent by the transport entity.

If the sequence number is the same as the previous AK TPDU
sent and the CDT field is equal to or greater than the CDT field
in the previous AK TPDU sent then the subsequence
parameter, if used, shall be equal to that in the previously sent
AK TPDU.

If the seq
sent and the CDT field is less than the value of the CDT field in
the previoyis AK TPDU sent then the subsequence parameter, if
used, shal] be one greater than the value in the previous AK
TPDU.

NOTE -- If| a transport entity never reduces credit, then it does not
need to usq the subsequence parameter.

12.2.3.8.3| Retransmission of AK TPDUs after CDT set to zero

Due to thg possibility of loss of AK TPDUs, the upper window
edge as ppreeived by the transport entity transmitting an AK
TPDU may differ from that perceived by the intended recipient.
To avoid the possibility of extra delay, the retransmission pro-
cedure (sde 12.2.1.2) can be followed for an AK TPDU, if it
opens the|transmit window which has previously been closed
by sendinl an AK TPDU with CDT field set to zero.

The retransmission procedure, if used, terminates and the pro-
cedure in [12.2.3.8.1 is used when

a) an|AK TPDU is received containing the flow control
confirmation parameter, whose lower window edge‘and
your erbsequence fields are equal to the sequence-number
and sybsequence number in the retained AK.-TRDU and
whose|credit field is not zero;

b) an| AK TPDU is transmitted with, a sequence number
higher [than that in the retained AK FPDUY, due to reception
of a DT TPDU whose sequence number is equal to the lower
windoyv edge;

c) N pransmissions of theretained AK TPDU have taken
place. [in this case the, transport entity shall continue to
transmjt the AK TPBU at an interval of W.

An AK TPDU whightis’subject to the retransmission procedure
shall not dontain\the flow control confirmation parameter. If it
is required to_transmit this parameter concurrently, an addi-
tional AK [[PDU shall be transmitted having the same values in

ISO/IEC 8073 : 1988 (E)

The retransmission procedure should be followed for any AK
TPDU which increases the upper window edge, unless it is
known that the remote transport entity has an open window.
This is known if

— a flow control confirmation (FCC) parameter has been
received corresponding to an AK TPDU transmitted follow-
ing the most recent credit reduction, and;

— this FCC parameter conveys an upper window edge
value (i.e. the sum of the lower window edge and credit
fields) which is greater than the lower window g¢dge of the
transmitted AK TPDU.

This retransmission procedure for any particular AK [TPDU shall
terminate when

a) an AK TPDU is receivéd jcontaining the flpw control
confirmation parameter, ‘whose lower window edge and
your subsequence fields, are equal to the lower window
edge and subsequence-number in the retained AK TPDU; or

b) N transmissions of the retained AK TPDU [have taken
place. In_ this case the transport entity shall gontinue to
transmitythe AK TPDU at an interval of W.

An AK.TPDU which is subject to the retransmissiorn procedure
shatlt,not contain the flow control confirmation pargmeter. If it
is. required to transmit this parameter concurrently, an addi-
tional AK TPDU shall be transmitted having the same values in
the sequence, subsequence (if applicable) and credit fields.

NOTE — Retransmission of AK TPDUs is normally ngt necessary,
except following explicit closing of the window (i.e. transinission of an
AK TPDU with CDT field set to zero). If data are available for transmis-
sion, the retransmission procedure for DT TPDUs wilt erfsure that an
AK TPDU is received granting further credit where this|is available;
following credit reduction, this may no longer be $o0, because
retransmission may be inhibited by the credit reductioph. The rules
described in this clause avoid extra delay.

The rules for determining whether to apply the retranspission pro-
cedure to an AK TPDU may be expressed alternatively ag follows. Let

LWE = lower window edge
UWE = upper window edge, and

KUWE = lower bound on upper window edge helfl by remote
transport entity.

The retransmission procedure is to be applied whenever

the sequence, subsequence (if applicable) and credit fields.

12.2.3.8.4 Retransmission procedures following reduction of
the upper window edge

This sub-clause specifies the procedure for retransmission of
AK TPDUs after a transport entity has reduced the upper win-
dow edge (see 12.2.3.6). This procedure is used until the lower
window edge exceeds the highest value of the upper window
edge ever transmitted (i.e. the value existing at the time of
credit reduction, unless a higher value is retained from a
previous credit reduction).

UVWE Lt/ dNd IRUVWE = L)

i.e. when the window is opened and it is not known definitely that the
remote transport entity is aware of this.

KUWE is maintained as follows :

When credit is reduced, KUWE is set to LWE. Subsequently, it is in-
creased only upon receipt of a valid flow control confirmation (i.e. one
which matches the retained lower window edge and subsequence). In
this case KUWE is set to the implied upper window edge of the flow
control confirmation, i.e. the sum of its lower window edge and your
credit fields. By using this method, it can be ensured that KUWE is
always less than or equal to the actual upper window edge used by the
transmitter of DT TPDUs.
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12.2.3.9 Use of flow control confirmation parameter

An AK TPDU containing a flow control confirmation parameter
may be transmitted at any time. The lower window edge, your
subsequence and your credit fields shall be set to the same
values as the corresponding fields in the most recently received
insequence AK TPDU.

An AK TPDU containing a flow control confirmation parameter
should be transmitted whenever

a) ad ; -
TU-NR| CDT, and subsequence fields equal to the most
recently received AK TPDU, but not itself containing the
flow cagntrol confirmation parameter;

b) anAK TPDU is received which increases the upper win-
dow edge but not the lower window edge, and the upper

window edge was formerly equal to the lower window
edge; or

c) an AK TPDU is received which increases the upper win-
dow edge but not the lower window edge, and the lower
window edge is lower than the highest value of the upper
window edge received and subsequently reduced (i.e.
following credit reduction).

12.2.4 Procedures for release

There are no timers used only for release.

12.2.4.2 General procedures for release

The transport entity shall use thelexplicit variant| of normal
release (see 6.7).
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13 Structure and encoding of TPDUs
13.1 Validity

Table 8 specifies those TPDUs which are valid for each class and the code for each TPDU.

Table 8 — TPDU codes

Validity within classes See sub- Code
0 1 2 3 2 clause .

CR : conpection+request * X % % % 13.3 VEX ol XXXX
CC: conrlection confirm X X X X X 13.4 1101 XXXX
DR : discpnnect request X X X X X 13.5 1000 0000
DC : discpnnect confirm X X X X 13.6 1100 [ 0000
DT : datq| X X X X X 137 111 0000
ED : expddited data X NF X X 13:8 0001 0000
AK : datgq acknowtedgement NRC NF X X 13.9 0110 2777
‘ EA : expddited data acknowledgement ' X NF X X 13.10 0010 0000
RJ : rejeqt X X 13.11 0101 zz72
ER : TPDV error X X X X X 13.12 0111 0000
Not availgble (see the note) — 0000 | 0000
— 0011 0000

— 1001 XXXX

- 1010 XXXX

Key :

xxxx (bits 4[to 1} : used to signal the CDT (set to 0000 in classes 0 and 1).
zzzz (bits 4 o 1} : used to signal CDT in classes 2,3,4 set to 1111 in class 1.
NF : Not avpilable when the not-explicit flow control option is selected.
NRC : Not gvailable when the receipt confirmation option is selected.

NOTE — These codes are already in use in related protocols defined by standard organizations other than CCITT/ISO.
13.2 Stiucture

All the tranjsport protocol data units (TPDUs) shall contain an integral number of octets. The octets in a TPDU are numbeted starting
from 1 and increasing in the order they are putiinto an NSDU. The bits in an octet are numbered from 1 to 8, where bit 1|is the low-
order bit.

. When conpecutive octets are used torepresent a binary number, the lower octet number has the most significant valug.

NOTES
1 The numbering of bits within an“octet is a convention loca! to this International Standard.

The use|of the terms “*high order”” and ““low order’’ is common to this International Standard and to adjacent layer standards.

2

3 The use|of the abave conventions does not affect the order of bit transmission on a serial communications link.
4 As descfibed in6.2.3, both transport entities respect these bit and octet ordering conventions, thus allowing communication to take place.
5

In this clause the encoding of TPDUs is represented in the following form :

a) octeTs are shown WIth The IowesTt numbered Octet to the 181t Iilglier Aumbered octets Belng Turther 1o the rignt;

b) within an octet, bits are shown with bit 8 to the left and bit 1 to the right.
TPDUs shall contain, in the following order :
a) the header, comprising
1) the length indicator (LI} field;
2) the fixed part;
3) the variable part, if present;

b) the data field, if present.
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This structure is illustrated below :

Octets
1 2 3 4 n Son+1 p p+1 end
L Fixed part Variable part Data field

- — e — — header — — — e — — — — — — -

13.2.1 Length indicator field

This field is|contained in the first octet of the TPDUs. The length is indicated by a binary number, with a maximum value of
1110). The length indicated shall be the header length in octets including parameters, but excluding the length indicatdr-iel
data, if anyl The value 255 {1111 1111) is reserved for possible extensions.

If the length indicated exceeds or is equal to the size of the NS-user data which is present, this is a protocol error.

13.2.2 Fixed part

13.2.21

The fixed

General

rt contains frequently occurring parameters inciuding the code of the TPDU.(The length and the structure o

part are def|ned by the TPDU code and in certain cases by the protocol class and the formats in use (normal or extended). If
parameters|of the fixed part have an invalid value, or if the fixed part cannot be contained within the header (as defined by L
protocol erfor.

NOTE — In g

and extended formats).

13.2.2.2

T|PDU code

This field cgntains the TPDU code and is contained in octet 2 of-the header. It is used to define the structure of the remainir]
This field is| a fuil octet except in the following cases :

1110 xxxx Connection request

1101 xx%x Connection confirm

0101 xx¥x Reject

0110 xx¥x Data acknowledgement

where xxxx|{bits 4 to 1) is used to signal the CDT.

Only those [codes defined in 13.1 are valid.

13.2.3 Vatriable part

The variablg part is‘Used to define less frequently used parameters. If the variable part is present, it shail contain oné

parameters

NOTE — The be
length of the fixed part.

254 (1111
H and user

the fixed
any of the
), thisis a

eneral, the TPDU code defines the fixed part unambigously. However, different variants may exist for the same TPDU code (see normal

g header.

or more

Each parameter contained within the variable part is structured as follows :

36

minus the

Octets Bits 8 7 6 5 4 3 2 1
n+1 Parameter code
n+2 Parameter length indication (for example m)
n+3

n+2+m Parameter value
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The parameter code field is coded in binary.

NOTE — Without extensions, it provides a maximum number of 255 different parameters. However, as noted below, bits 8 and 7 cannot take every
possible value, so the practical maximum number of different parameters is less. Parameter code 1111 1111 is reserved for possible extensions of the
parameter code.

The parameter length indication indicates the length, in octets, of the parameter value field.

NOTE — The length is indicated by a binary number, m, with a theoretical maximum value of 255. The practical maximum value of m is lower. For
example, in the case of a single parameter contained within the variable part, two octets are required for the parameter code and the parameter length
indication itself. Thus, the value of m is limited to 248. For larger fixed parts of the header and for each succeeding parameter, the maximum value of
m decreases.

The para}neter value field contains the value of the parameter identified in the parameter code field.
No parameter code uses bits 8 and 7 with the value 00.

The parameters defined in the variable part may be in any order. If any parameter is duplicated then the Jast-value shall be used. A
parametgr not defined in this International Standard shall be treated as a protocol error in any received TPDU except a CR TPDU; ina
CR TPDU it shall be ignored. If the responding transport entity selects a class for which a parameter of the CR TPDU is npt defined, it
may ignare this parameter, except if it is the class and option parameter, or the alternative protocolclass parameter whicH shall always
be interpfeted. A parameter defined in this International Standard but having an invalid value shall\b€ treated as a protocd| error in any
received [TPDU except a CR TPDU. In a CR TPDU it shall be treated as a protocol error if it is gither the class and option parameter or
the alternative class parameter or the additional option parameter; otherwise it shall be either ignored or treated as a prptocol error.

13.2.3.1 | Checksum parameter (class 4 only)

All TPDY types may contain a 16-bit checksum parameter in their variable part. This parameter shall be present in a CR TPDU and
shall be present in all other TPDUs except when the non-use of checksum gption is selected.

Paranpeter code : 1100 0011

Paranpeter length : 2

Paranpieter value : result of checksum algorithm; this algorithm is specified in 6.17.
13.2.4 Data field
This field contains transparent user data. Restrictions on its size are noted for each TPDU.
13.3 Connection request (CR) TPDU
The length of the CR TPDU shall nat exceed 128 octets.
13.3.1 S$tructure

The strug¢ture of the CRITRPDU shall be as follows :

1 2 3 4 5 6 7 8 p p|+ 1 end
d CR CDT DSTiREF SRC|-REF CLASS Variable User
1110 0000 0000 0000 0000 : OPTION part data
Il
13.3.2 LI
See 13.2.1.

13.3.3 Fixed part (octets 2 to 7)
The structure of this part shall contain :

a) CR: Connection request code : 1110. Bits 8 to 5 of octet 2;

37


https://standardsiso.com/api/?name=20109477796da37cd13e8e38ba645cf6

ISO/IEC 8073 : 1988 (E)

b)
c}
d)

e)

CDT : Initial credit allocation {set to 0000 in classes 0 and 1 when specified as preferred class}. Bits 4 to 1 of octet 2;

DST-REF : Set to zero;

SRC-REF : Reference selected by the transport entity initiating the CR TPDU to identify the requested transport connection;

CLASS OPTION : Bits 8 to 5 of actet 7 define the preferred transport protocol class to be operated over the requested
transport connection. This field shall take one of the following values :

0000 Ciass O
0001 Class 1
0010 Glass-2
0011 Class 3
0100 (lass 4
The CR TPOU contains the first choice of class in the fixed part. Second and subsequent choices are listed)in the varial
required.
Bits 4 to 1 of octet 7 define options to be used on the requested transport connection as follows ;
BIT OPTION
4 = 0 Always
3 =0 Always
2 = 0 Use of normal formats in all classes
= 1 Use of extended formats in clagsses 2, 3 and 4
1 = 0 Use of explicit flow controlNn class 2
= 1 No use of explicit flowseontrol in class 2

Bits related {

NOTES

1 The conne
(additional op

2 Bits4to1

13.3.4 Variable part (octets 8 to p)

The followin

a) Trangport Service AcCcess Point Identifier (TSAP-ID)

Param

o options particular to a class are not meaningfulif that class is not proposed and may therefore take any va

Ction establishment procedure (see 6.5) does-not permit a given CR TPDU to request use of transport expedited data trans]
jon parameter) and no use of explicit flow control in class 2 (bit 1 = 1).

are always zero in class 0 and havé no meaning.

) parameters are pefmitted in the variable part :

eter code ¢ 1100 0001 for the identifier of the calling TSAP

1100 0010 for the identifier of the called TSAP

Param

eter/length : not defined in this International Standard

Parameter value : identifier of the calling or called TSAP respectively.

If a TSAP-ID is given in the request it may be returned in the confirmation.

b) TPDU size

le part if

lue.

er service

This parameter defines the proposed maximum TPDU size (in octets including the header) to be used over the requested transport
connection. The coding of this parameter is

Parameter code : 1100 0000

Parameter length : 1 octet
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Parameter value :

0000 1101 8 192 octets (not allowed in class 0)
0000 1100 4 096 octets (not allowed in class 0}
0000 1011 2 048 octets
0000 1010 1 024 octets
0000 1001 512 octets
0000 1000 256 octets
0000 0111 128 octets

Default value : 0000 0111 (128 octets).

c) Versibn number {not used if class 0 Is the preferred class)
Parameter code : 1100 0100
Parameter length : 1 octet
Parameter value field : 0000 0001
Default value : 0000 0001 (not used in class 0).
d) Protdction parameters (not used if class 0 is the preferred class}
This parameter is user defined.
Paranfeter code : 1100 0101
Paranjeter length : user defined
Parameter value : user defined.

e} Chedksum {used only if class 4 is the preferred class) (see 13.2:3:1}

This pardmeter shall always be present in a CR TPDU requesting-class 4, even if the checksum selection parameter i$ used to

request rlon-use of the checksum facility.

f) Addifional option selection (not used if class O is the preferred class}

This pargmeter defines the selection to be made as.to whether or not additional options are to be used.
Paranpeter code : 1100 0110
Parameter length : 1

Paranpeter value :

BIT OPTION
4 = 1 Use of network expedited in class 1
= 0 Non-use of network expedited in class 1
3 = 1 Use of receipt confirmation in class 1
= 0 Use of explicit AK variant in class 1
2 = 0 16-bit checksum defined in 6.17 shall be used in class 4
= 1 16-bit checksum defined in 6.17 shall not be used in class 4
1 = 1 Use of transport expedied data transfer service
= 0 Non-use of transport expedited data transfer service

Default value : 0000 0001.

Bits 8 to 5 shall be set to zero when sending the TPDU and ignored upon receipt.

Bits related to options particular to a class are not meaningful if that class is not proposed and may therefore take any value.
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g)

h}

This parameter conveys the maximum acknowledge time A to the remote transport entity. It is an indication only, and is not sub-

Alternative protocol class{es} (not used if class 0 is the preferred class)
Parameter code : 1100 0111

Parameter length : n

Parameter value : Encoded as a sequence of single octets; each encoded as for octet 7 but with bits 4 to 1 set to zero (i.e. no

alternative option selections permitted).

Acknowledge time (used only if class 4 is the preferred class)

ject to negotiation {see 12.2.1.1.3).

i

Where th

Parameter code : 1000 0101

Parameter length : 2

Parameter value : n, a binary number where n is the maximum acknowledge time, expressed in milliseconds.

Throdighput (not used if class 0 is the preferred class)
Parameter code : 1000 1001

Paranpeter length : 12 or 24

Parameter value :

1st 13 : maximum throughput, as follows :
Firdt 3 octets : target value, calling-called user direction
Segond 3 octets : minimum acceptable, calling-called user direction
Thifd 3 octets : target value, called-calling user direction
Foyrth 3 octets : minimum acceptable, called-calling user direction

2nd 1R octets (optional) : average throughput, as follows ;
Fifth 3 octets : target value, calling-called user direction
Sixth 3 octets : minimum acceptable, calling-called user direction
Seventh 3 octets : target value, called-calling user direction
Eight 3 octets : minimum acceptable, called-calling user direction

pressed ih octets per second.

k}

m)

n)

Residual error rate {not used if class.Q/is the preferred class)
Paranjeter code : 1000 0110
Parameter length : 3
Paranmeter value :
1st joctet : target value, power of 10

2nd octet.:_minimum acceptable, power of 10
3rd|octet :{TSDU size of interest, expressed as a power of 2

e average throughput is emitted, it is considered to have the same value as the maximum throughput. Valugs are ex-

Parameter code : 1000 0111

Parameter length : 2

Parameter value : integer (0 is the highest priority)
Transit delay (not used if class 0 is the preferred class)
Parameter code : 1000 1000

Parameter length : 8
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Parameter value :

First 2 octets : target value, calling-called user direction

Second 2 octets : maximum acceptable, calling-called user direction
Third 2 octets : target value, called-calling user direction

Fourth 2 octets : maximum acceptable, called-caliing user direction

Values are expressed in milliseconds, and are based upon a TSDU size of 128 octets.

p)

Reassignment time (not used if class 0, 2 or 4 is the preferred class)

: 1988 (E)

This parameter conveys the Time to Try Reassignment (TTR) which shall be used when following the procedure for reassignment

afte,

13.3.5

No use

134

13.4.1

The stiucture of the CC TPDU shall be as follows :

rfailure (see 6.12)

Parameter code : 1000 1011
Parameter length : 2

Parameter value : n, a binary number where n is the TTR value expressed in seconds.

User data (octets p + 1 to the end)

Connection Confirm (CC) TPDU

Structure

r data are permitted in class 0, and are optional in the other classes. Where permitted, they shall not exceed |32 octets.

1 2 3 4 5 6 7 8 p p+1 end
i | .
cC } CDT CLASS Variable User
L 1101 DSTI'REF SRC[REF OPTION part data
1
13.4.2| LI
See 1312.1.
13.4.3 | Fixed part (octets 2 to 7}
The fixed part shall contain
a) |CC : Connection confirm code : 1101. Bits 8 to 5 of octet 2;
b) |CDT : Initial_credit allocation (set to 0000 in classes 0 and 1). Bits 4 to 1 of octet 2;
¢} |DST-REFR. : Reference identifying the requested transport connection at the remote transport entity;
d) | SRC-REF : Reference selected by the transport entity initiating the CC TPDU to identify the confirmed transpgrt connection;
e) ansport connec-

13.4.4

tion according to the negotiation rules specified in 6.5.

Variable part (octets 8 to p)

The parameters are defined in 13.3.4 and are subject to the constraints stated in 6.5 {connection establishment). Parameters ruled out
by selection of an alternative class and option shall not be present.

13.4.5

User data (octets p + 1 to the end)

No user data are permitted in class 0, and are optional in the other classes. Where permitted, they shall not exceed 32 octets. The user
data are subject to the constraints of the negotiation rules (see 6.5).
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13.5 Disconnect Request (DR) TPDU

13.5.1 Struc

ture

The structure of the DR TPDU shali be as follows :

1 2 4 5 6 7 8 p p+1 end
| I I .
DR Variable User
LI 1000 | 0000 DST-REF SRC-REF REASON part data
13.5.2 Li
See 13.2.1.
13.5.3 Fixed|part (octets 2 to 7)

The fixed part

shall contain

a) DR : Disconnect request code : 1000 0000;

b) DST-REF : Reference identifying the transport connection at the remote transport entity;
c)

reference ig unassigned;

d) REAS(

The following values may be used for classes 1 to 4 :

SRC-REF : Reference identifying the transport connection at the transport entity initiating the TPDU. Value zerg when

1 128

2) 128

+ 0 : Normal disconnect initiated by session entity

+ 1 : Remote transport entity congestion at conniect request time

3) *128 + 2 : Connection negotiation failed [i.e.proposed class(es) not supported]

4) 128
5) 128
6) 128
7) 128
8) 128
9) 128
100 12

11 12

+ 4 : Mismatched references
+ 5 : Protocol error
+ 6 : Not used

+ 7 : Reference‘overflow

B + 9¢,Not used

B '+ )10 : Header or parameter length invalid

+ 8 : Connection request refused on this network connection

+ 3 : Duplicate source reference detected for the same pair of NSAPs.

DN : Defines the reason for disconnecting the transport connection. \This field shall take one of the following yalues :

The foltowing values can be used for all classes :

12) 0:
13) 1:
14) *2

15) *3

Reason not specified
Congestion at TSAP
: Session entity not attached to TSAP

: Address unknown

NOTE — Reasons marked with an asterisk {¥) may be reported to the TS-user as persistent, other reasons as transient.
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The variable may contain

a) a parameter allowing additional information related to the clearing of the connection;

Parameter code : 1110 0000

ISO/IEC 8073

: 1988 (E)

Parameter length : any value provided that the length of the DR TPDU does not exceed the maximum agreed TPDU size or 128

when the DR TPDU is used during the connection refusal procedure.

Parameter value : additional information: the content of this field is user defined.

b) CICKsum (see 13.2.3.17.

L1355 er data (octets p + 1 to the end)

This field $hall not exceed 64 octets and is used to carry TS-user data. The successful transfer of this data.i§ not guaranteed by the
transport protocol. When a DR TPDU is used in class 0 it shall not contain this field.
‘ 13.6 DIconnect Confirm (DC) TPDU
This TPDU shall not be used in class 0.
13.6.1 Sgructure
The structure of DC TPDU shall be as follows :
1 2 3 4 5 6 7 p
bC ‘ l I
Lt 1100 | 0000 DST-REF SRCI-REF Varlablle part
136.2 L
See 13.2.1.

13.6.3 F{xed part (octets 2 to 6)
The fixed Jpart shall contain
‘ a) D¢ : Disconnect confirm code %.1100 0000;
b) D$T-REF : see 13.4.3;
c¢) SHC-REF : see 13.43:

13.6.4 Variable part

The variabple part-shall contain the checksum parameter if the condition defined in 13.2.3.1 applies.

13.7 Data-(DT) TPDU

13.7.1 Structure

Depending on the class and the option the DT TPDU shall have one of the following structures :

a) Normal format for classes 0 and 1

1 2 3 5 end
T
DT TPDU-NR
L 1111 | 0000 and EOT User data
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b) Normal format for classes 2, 3 and 4
1 2 3 4 5 6 p p+1 end
[ I T
DT TPDU-NR Variable
LI 1M | 0000 DST-iREF and EOT plart User data
¢) Extended format for use in classes 2, 3 and 4 when selected during connection establishment
1 2 3 4 b, 6, 7, 8 9 p p+1 end
|
DT TPDU-NR Variable l
L 111 0000 DSTiREF and EOT part B5-yata
13.7.2 LI
See 13.2.1
13.7.3 Fixed part
The fixed part shall contain
a) DT|: Data transfer code : 1111 0000;
b) DS|T-REF : See 13.4.3;
¢) EOT : When set to ONE, it indicates that the current DT TPDU is the last data unit of a complete DT TPDU sequerjce {end of
TSDU)| EOT is bit 8 of octet 3 in class 0 and 1 and bit 8 of octet,5.for classes 2, 3 and 4;
d) TPPU-NR : TPDU send sequence number (zero in class.0)>May take any value in class 2 without explicit flow contfol. TPDU-
NR is bits 7 to 1 of octet 3 for classes 0 and 1, bits 7 to 1 of ectet 5 for normal formats in classes 2, 3 and 4 and bits 7 to | of octet 5
togethdr with octets 6, 7 and 8 for extended format.
NOTE — Dgpending on the class, the fixed part of the DT JPDU uses the following octets :
classes ¢ and 1 : octets 2 to 3;
classes 2, 3, 4 (normal format) : octets 2 t0 5;
classes 2, 3, 4 (extended format) : octets.2\to/8.
13.7.4 Vgriable part
The variable part shall contaifithe checksum parameter if the condition defined in 13.2.3.1 applies.
13.7.5 User data field
This field ¢ontains’data of the TSDU being transmitted.
NOTE — The length of this field is limited to the negotiated TPDU size for this transport connection minus 3 octets in classes 0 and 1, and minus 5

octets (normal header format) or 8 octets (extended header format) in the other classes. The variable part, if present, may further reduce the size of
the user data field.

13.8 Expedited data (ED) TPDU

This ED TPDU shall not be used in class 0 or in class 2 when the no explicit flow control option is selected or when the expedited data
transfer service has not been selected for the connection.

13.8.1 Structure

Depending on the format negotiated at connection establishment the ED TPDU shall have one of the following structures :
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¥ 2 3 4 5 6 p p+1 .. end
Lt w001 0000 DST-;REF' ED TR Vai"’:*t"e User data
L
b) Extended format (for use in classes 2, 3 and 4 when selected during connection establishment)
1 2 3 4 5 6 7, 8 9 p p+1 .. end
L o001 - 0000 DST-REF B0 TR Va'i%‘t’"e e dta
!
13.8.2 | LI
See 132.1.
13.8.3 | Fixed part

The fixgd part shall contain
) |[ED : Expedited data code : 0001 0000;
‘b) |DST-REF : see 13.4.3;

c) |ED TPDU-NR : Expedited TPDU identification number. ED.TPDU-NR is used in classes 1, 3 and 4 and may tak
clasp 2. For normal formats bits 7 to 1 of octet 5 and for extended formats bits 7 to 1 of octet 5 together with: oct

‘) [EOQT : End of TSDU aiways set to 1 (bit 8 of octet5).

NOTE —+ Depending on the format the fixed part shalt be either octets: 2 to 5 or 2 to 8.

13.8.4 | Variable part

The vatiable part shall contain the checksum parameter if the condition defined' in 13.2.3.1 applies.

13.8.5 | User data field

This fidld contains an expedited TSDU (1 to 16 octets).

13.9 Pata acknowledgement (AK) TPDU

This THDU/ghall not be used int ¢lass & or in class 2 when: the: ne explicit flow control option is selected:, rior for class 1
work recéipt confirmation option is selected.

e any value in
ts 6, 7 and 8;

when the net-

13.9.1 Structure
Depending on the class and option agreed the Ak TPDU shall have onie: of: the following structures :

a) Normal format (classes 1, 2, 3, 4)

1 2! 3 4 5 6

pe

AK coT

. i 0110:

DST-REF YR-TU-NR

Variable part*
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b} Extended format (for use in classes 2, 3, 4 when selected during connection establishment)

1 2 3 4 5, 6, 7, 8 9, 10 11 p
LI AK DST-REF YR-TU-NR CcDT Variabl
0110 0000 ariable part
13.9.2 LI
See 13.2.1.

13.9.3 FixeL Part
The fixed parft shall contain (in octets 2 to 5 when normai format is used or in octets 2 to 10) the following parameters :
a} AK : Acknowledegment code : 0110;

b) CDT | Credit value (set to 1111 in class 1). CDT is bits 4 to 1 of octet 2 for normal formats and-octets 9 and 10 for extended '
formats;

¢) DST-REF : See 13.4.3;
d) YR-TU-NR : Sequence number indicating the next expected DT TPDU number. For normal formats, bits 7 to 1 of octqt 5; bit 8

of octet 5 |s not significant and shall take the value 0. For extended formats, bits 7-te ) of octet 5 together with octets 6, 7 and 8; bit
8 of octet|5 is not significant and shall take the value 0.

13.9.4 Variable part
The variable part contains the following parameters :
a) Checksum if the condition in 13.2.3.1 applies;

b) Subsgquence number when optionally used underthe conditions defined in class 4. This parameter is used to ensure{that AK
TPDUs arp processed in the correct sequence. If jtig-absent, this is equivalent to transmitting the parameter with a value|of zero.

Parpmeter code : 1000 1010

Parameter length : 2 ‘

Parameter value : 16-bit subsequence number;

¢) Flow Fontrol confirmztiSiiwhen optionally used under the conditions defined in class 4. This parameter contains a copy of the

informatign received in afvAK TPDU, to allow the transmitter of the AK TPDU to be certain of the state of the receiving transport

entity (se¢ 12.2.3.9),
Pagameter-code : 1000 1100

Panaméter length : 8

Parameter value : defined as follows :

1) Lower window edge (32 bits). Bit 8 of octet 1 of the parameter value field is set to zero, the remainder contains the YR-
TU-NR value of the received AK TPDU. When normal format has been selected, only the least significant seven bits (bits 1
to 7 of octet 4 of the parameter value field} of this field are significant.

2) Your subsequence (16 bits). Contains the value of the subsequence parameter of the received AK TPDU, or zero if this
parameter was not present.

3) Your credit (16 bits). Contains the value of the CDT field of the received AK TPDU. When normal format has been
selected, only the least significant four bits (bits 1 to 4 of octet 2 of the Your Credit field) of this field are significant.
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The EA TPDU shall not be used for class 0, or for class 2 when the “no explicit flow control” option is selected, or when the expedited
data transfer service has not been selected for the connection.

13.10.1 Structure

Depending on the option (normal or extended format) the TPDU structure shall be :

a) normal format {(classes 1, 2, 3 and 4)

. b) Ex

2 3 4 5 6 P
EA I l
] DST-REF YR-TU-NR Mariable|part
0010 0000 | l
tended format (for use in classes 2, 3 and 4 if selected during connection establishment)
2 3 4 5, 6, 7, 8 9 p
EA I T
[ 0010 0000 DSTEREF YR-TU-NR Varuaﬁle part

13.10.2

See 13.2.

13.10.3

The fixed

a)
b)

c)

13.10.4

The varia

13.1

The RJ

13.11.1

EA

Y
1ofo
octets|

L

—3

Fixed part

DBT-REF : See 13.4.3;

Variable part

:Ieject (RJ) TPDU

\ : Expedited acknowledgement code : 0010 0000;

PDUY shall not be used in classes 0, 2 and 4.

ble part may contain the checksum parameter (see 13.2.3.1).

part shall contain (in octets 2 to 5 when normalformat is used or in octets 2 to 8) the following parameters |:

tet 5; bit 8 of octet b is not significant and shall take the value 0. For extended formats, bits 7 to 1 of octet 5 t¢
6, 7 and 8; bit 8 of octet.5 isnot significant and shall take the value 0.

Structure

The RJ TPDU shall have one of the following formats :

a) Normal format (classes 1 and 3)
1 2 3 4 5
RS/  CDT ‘
L} 0101 DST-REF YR-TU-NR

R-EDTU-NR : ldentification of the-ED TPDU being acknowledged. May take any value in class 2. For normal formats bits 7 to

gether with
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b) Extended format (for use in class 3 if selected during connection establishment)

1 2 3 4 5, 6 7, 8 9, 10
L RJ DST-REF YR-TU-NR coT
0101 0000 | -
13.11.2 U
See 13.2.1.

13.11.3 Fiked part

The fixed part shall contain {in octets 2 to 5 when normal format is used or in octets 2 to 10) the following patareters :
a) RJ ] Reject code : 0101, Bits 8 to 5 of octet 2;
b) CDT : Credit value (set to 1111 in class 1}). For normal formats bits 4 to 1 of octet 2 and for extended formats octets|9 and 10; .
c) DST-REF : See 13.4.3;

d) YR-TU-NR : Sequence number indicating the next expected TPDU from which retransmission should occur. For nprmal for-
mats, bits 7 to 1 of octet b; bit 8 of octet 5 is not significant and shall take the valug 0. For extended formats, bits 7 to 1|of octetb
together with octets 6, 7 and 8; bit 8 of octet 5 is not significant and shall take the value 0.

13.11.4 Variable part

There is no|variable part for this TPDU type.
13.12 TPDU error (ER) TPDU

13.12.1 Structure

1 2 3 4 5 6 p
I
ER REJECT .
Ll o111 0000 DST-lREF CAUSE : Variable phrt .
13.12.2 LI
See 13.2.1.

13.12.3 Fixed part

The fixed phrt-shall contain the following parameters :

a) ER : TPDU Error code : 0111 0000;
b) DST-REF : See 13.4.3;
¢} REJECT CAUSE :

0000 0000 Reason not specified
0000 0001 Invalid parameter code
0000 0010 Invalid TPDU type
0000 0011 Invalid parameter value.
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13.12.4 Variable part
The variable part may contain the following parameters :
a) Invalid TPDU
Parameter code : 1100 0001
Parameter length : number of octets of the value field

Parameter value : contains the bit pattern of the rejected TPDU header up to and including the octet which caused the
ejection. This parameter is mandatory in class 0.

=

b} Checksum

This parameter shall be present if the condition in 13.2.3.1 applies.
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Section three : Conformance

14 Conformance e} handling all TPDUs of lengths up to the lesser value of

14.1 A system claiming to implement the procedures 1) the maximum length for the class [see 13.3.4b}];
specified in this International Standard shall comply with the

requirements in 14.2 to 14.5. 2) the maximum for which conformance is claimed

(see note 2).

14.2 The system shall implement class O or class 2 or both. NOTES

1 The procedures for classes O to 4 are specified¢in_¢lauses 8
to 12 respectively. The procedures refer to the)elements of
procedures specified in clause 6.

14.3 I the gystem implements class 3 or class 4, it shall also
implement class 2.

2 The requirement in 14.5e) indicates that,TPDU siz¢s of 128
octets are always implemented.

14.4
class 0.

If the gystem implements class 1, it shall also implement

14.6 Claims of conformance shall state

14.5 For eath class which the system claims to implement,

the system shall be capable of a) which class or classes-of protocol are implemepted;

a) initiatihg CR TPDUs or responding to CR TPDUs with b} whether the system’is capable of initiating or fespon-

CC TPDUY or both; ding to CR TPDUs or both;
. . c) which of\the procedures listed as optional in taljle 9 are
b) respording to any other TPDU and operating network - ) P i
L . implemented;
service in accordance with the procedures for the class;
. d) for-each class, the maximum size of TPDU im-
c) operatng all the procedures for the class listed as man- plefdented [see 13.3.4b)]; the value shall be chosen ffom the
datory in table 9; following list and all values in the list which are less than this
maximum shall be implemented :
d) operafing those procedures for the class listed as
optional in| table 9 for which conformance is claimed; 128, 256, 512, 1 024, 2 048, 4 096 or 8 192 octets.
Table 9 — Provision of options
Procedure Class 0 Class 1 Class 2 Class 3 Clags 4
TPDU with cHecksum not applicable not applicable not applicable not applicable mandptory
TPDU withouf checksum mandatory mandatory mandatory mandatory optipnal
Expedited data transfer not applicable mandatory mandatory mandatory mandEtory
No expedited data transfer mandatory mandatory mandatory mandatory mandptory
Flow control ih class .2 not applicable not applicable mandatory not applicable not apglicable
No flow contrpl inlass 2 not applicable not applicable optional not applicable not applicable
Normal formafs mandatory mandatory mandatory mandatory mandFtory
Extended formats not applicable not applicable optional optional optional
Use of receipt confirmation in class 1 not applicable optional not applicable not applicable not applicable
No use of receipt confirmation in class 1 not applicable mandatory not applicable not applicable not applicable
Use of network expedited in class 1 not applicable optional not applicable not applicable not applicable
No use of network expedited in class 1 not applicable mandatory not applicable not applicable not applicable
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Annex A

State tables

{This annex forms part of the standard.}

General

This annex provides a more precise description of the protocol.

In the evel

: 1988 (E)

a) one action constituted of a list of any number of out-
going events (none, one or more) given by their abbreviated
name defined in table 12 followed by the abbreviated name

mt of a discrepancy between the description in these

tables and[that contained in the text, the text takes precedence.

The state

ables also define the mapping between service and

protocol epents that TS-users can expect.

This anne

describes the transport protocol in terms of state

tables. The state tables show the state of a transport connec-
tion, the dvents that occur in the protocol, the actions taken
and the resultant state.

The state]
transport

tables describe only the operation of a single
connection. They do not necessarily describe all

possible cpmbinations of sequences of events at transport and
network dervice boundary, nor do they describe the exact
mapping Between TPDUs and NSDUs.

A.2 Conventions

A.2.1

incoming events are represented in the state tables by,

their abbrgviated name, as defined in table 10.

A.2.2 dtates are

represented in the tables:. by  their

abbreviatdd name, as defined in table 11.

A.2.3 The intersection of each statesand event which is
invalid is left blank. The action to be takeh-in this case shall be
one of the following :

a)

fof an event related to the.transport service {i.e. coming

from the TS-user), take ng-action;

b)

fof an event related to a received TPDU, foliow the pro-

cedurd for treatment of protocol errors (see 6.22) if the state
of the supporting*network connection makes it possible;

c)

{inctudk

fot an.event falling into neither of the above categories

of the resultant state (see table 11);

b) conditional actions separated by a semi:colgn (;). Each

conditional action contains a predicate followed

by a colon

(:) and by an action as defined in\a)’ The preficates are
boolean expressions given by their abbreviated| name and

defined in the clauses related to' the state tab
class. Only the action corréspending to the pred
is true shall be taken.

A.2.5 The state tables also include

s of each
cate which

a) informal_.comments giving explanatory matdrials;

b) references to notes using the following nota
number);

tion : (note

c) references to other actions defined in sepgrate tables

using the following notation : [action number].

A.3 Tables

Table 10 specifies the names and abbreviated namgs of the in-
coming events, classified as TS-user events, NS-provider

events or TPDU events.

Table 11 specifies the names and abbreviated na
states.

Table 12 specifies the names and abbreviated na

outgoing events classified as TS-provider event
events or TPDU events.

A.4 State tables for classes 0 and 2

This clause provides a more precise description of

mes of the

mes of the
5, NS-user

a transport

entity for a transport connection of class 0 or clasg 2.

ible h\,/ the definition of

the behaviour of the transport entity or NS-provider), take
no action.

A.2.4 At each intersection of state and event which is valid
the state tables specify an action which may include one of the
following :

The description uses predicates defined in table 13, and specific

actions defined in table 14.

The description does not include a complete specification of
the data transfer procedures but makes reference to the

specification of the classes (see clause 8 and 10). Ta
the state automata for classes 0 and 2.

ble 15 gives
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Table 10 — Incoming events

Ablla"r:r\'/‘i:ted Category
TCONreq TS-user T-CONNECT Request primitive
TCONresp TS-user T-CONNECT Response primitive
TDTreq TS-user T-DATA Request primitive
TEXreq TS-user T-EXPEDITED DATA Request primitive
TDISreq TS-user T-DISCONNECT Request primitive
NDISind NS-provider N-DISCONNECT Indication primitive
NCONcoht NS-provider N-CONNECT Confirm primitive
NRSTind NS-provider N-RESET Indication primitive
CR TPDU Connection Request TPDU
cC TPDU Connection Confirm TPDU
DR TPDU Disconnect Request TPDU
DC TPDU Disconnect Confirm TPDU
AK TPDU - | Data Acknowledgement TPDU
EA TPDU Expedited Data Acknowledgement TPDU
DT TPDU Data TPDU
ED TPDU Expedited Data TPDU
ER TPDU TPDU Error TPDU
RJ TPDU Reject TPDU
Table 11 — States
Abl:‘:’\'l‘l:ted Name
WENC Wait for network connection
WECC Wait for the CC TPDU
WBCL Wait before releasing (wait for,€CTPDU before sending the TPDU DR)
OREN Transport connection is open
CLOBING Release in progress
WFTRESP Wait for T-CONNECT response
CLQSED Transport connection is closed
WFNC-R Wait for.network connection and reassignment in progress
WFLC-R Wait-for.CC TPDU and reassignment in progress
WBLL-R Wait-before releasing and reassignment in progress
OPEN-R Open and reassignment in progress
OPEN-WR Open and wait for reassignment
CLOSING R Release in progress and reassignment in progress
CLOSING=WR Release in progress and wait for reassignment
WFTRESP-WR Wait for T-CONNECT response and wait for reassignment
WBCL-WR Wait before releasing and wait for reassignment
WBOC Wait before open complete (CC is unacknowledged)
WBOC-WR Wait before open complete and wait for reassignment
CLOSING BOC Wait before open complete and release in progress
CLOSING BOC-WR Idem and wait for reassignment
AKWAIT Waiting for acknowledgement of CC TPDU
REFWAIT Waiting for frozen reference time
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Table 12 — Outgoing events

Abl:::::ted Category Name
TCONind TS-provider T-CONNECT Indication primitive
TCONconf TS-provider T-CONNECT Confirm primitive

TDTind TS-provider T-DATA Indication primitive
TEXind TS-provider T-EXPEDITED DATA Indication primitive
TDISind TS-provider T-DISCONNECT Indication primitive
NDISreq NS-user N-DISCONNECT Request primitive
NRBTresp NS-user N-RESET Response primitive
NCONreq NS-user N-CONNECT Request primitive
CR TPDU Connection Request TPDU
CC TPDU Connection Confirm TPDU
DR TPDU Disconnect Request TPDU
DC TPDU Disconnect Confirm TPDU
AK TPDU Data AcknowledgementTPDU
EA TPDU Expedited Data Acknowledgement TPDU
DT TPDU Data TPDU
ED TPDU Expedited Data TPDU
ER TPDU TPDU Error TPDU
RJ TPDU Reject TPDU

Table 13 — Predicates for classes 0 and 2

Name Description
PO T-CONNECT request unacceptable
P1 UnacceptableCR TPDU
P2 No network ‘connection available
P3 Network connection available and open
P4 Network connection available and open in progress
P5 Class in class 0 (class selected in CC)
P6 Unacceptable CC
P7 Class is class 2
P8 Acceptable CC
P9 Class 4 CR

Table 14 — Specific actions for classes 0 and 2

Name ) Description

[1] If the network connection is not used by another transport connection
assigned to it, it may be disconnected

{2] See 6.22 {receipt of an ER TPDU)

[3] See data transfer procedures of the class
[4] | See expedited data transfer procedure of the class
[5] An N-RESET response has to be issued once for the network connection if

the network connection has not been released. In class 0, an
N-DISCONNECT request has to be issued
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Table 15 — State table for classes 0 and 2

State WBCL CLOSING
WFNC WFCC {Class 2 OPEN (Class 2 WFTRESP CLOSED
Event only) only)
TCONreq PQ : TDISind
CLOSED;
P2 : NCONreqg
WFNC;
P3: CR WFCC;
P4 : WFNC
TCONresp cC
TDTreq ; [3] OPEN
TEXreq DOES NOT EXIST IN CLASS 0
[4] OPEN
TDISreq {1 not P7 : P5 : NDISreq DR
CLOSED NDISreq CLOSED; CLOSED
CLOSED; P7 : DR
P7 : WBCL CLOSING
NCONconf CR WFCC
NRSTind TDISind [1] [5] TDISind [1]1 [5] TDISind
[1] I5] CLOSED [1] [5] CLOSED {11 I8]
CLOSED CLOSED CLOSED
NDISind TDISind TDISind CLOSED TDISind CLOSED TDISind
CLOSED CLOSED CLOSED CLOSED
CR P9: OPEN | P9':'CLOSING | P9: WFTRESP | P1: DR|(1
CLOSHED;
not Pt
TCONipd
WFTRESP
DR TDISind (1] P\ (2); 1] CLOSED|(4);
() CLOSED > : bC CLOSED bC CLOSED
CLOSED TDISind
CLOSED
DC DOES NOT.EXIST IN CLASS 0 (2) CLOSHED
P7:11]
CLOSED
cCc P8 : TCONconf P5 : (3) DR
OPEN; NDISreq CLOSED
P6 and P5.; CLOSED;
TDISind P7 : DR
NDISreq CLOSING
CLOSED;
P6'and P7 :
FBPISind DR
CLOSING
AK DOES NOT EXIST IN CLASS 0 (2) CLOSHD
| [ mioreN | cCLOSING |
EA DOES NOT EXIST IN CLASS 0 (2) CLOSHD
| | @oreNn [ cLosING |
ED DOES-NOTEXISTIN-GLASS0-{2} GLOSHED
[4] OPEN CLOSING
DT [3] OPEN CLOSING CLOSED
ER TDISind [1] CLOSED [2] [2] CLOSED
[1] CLOSED

(1) An ER TPDU should be sent in certain cases (see 6.6).

(2) If received it should be processed as a protocol error (see 6.22).

{3) A CR with class 2 has been sent and a CC class 0 is received.

(4) If DC is not available (i.e. class 0 only implemented) or SRC-REF is zero.
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A.5 State tables for classes 1 and 3

This clause provides a more precise description of a transport
entity for a transport connection of class 1 or 3.

ISO/IEC 8073 : 1988 (E)

Specific actions are defined in table 17 and specific additional
notes are given in table 18.

The description does not include a compiete specification of
the data transfer but makes reference to the specification of the
classes (see clauses 9 and 11). Table 19 gives the state

The description uses the predicates defined in table 16.

automata for classes 1 and 3.

Table 16 — Predicates for classes 1 and 3

Name Description

PO T-CONNECT Request unacceptable

P1 No available network connection can be used for assignment or
reassignment

P2 A network connection can be used for assignment or reassignment;
the network connection opening is in progress

P3 A network connection can be used for assignment or reassignment;
the network connection is open

P4 TTR timer has previously run out

P5 Local choice

P6 Initiator of the transport connection

P7 Unacceptable CR TPDU

P8 TWR is running

P9 Class 4 CR

P10 Class selected in CC is class’0 or 2
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